
http://t.co/9HuMOJnOTC


@FTC: Children typically have no prior credit history, which makes them attractive targets. 
Misuse of their ids is difficult to detect. #ChatSTC 
 
@FTC: #ChatSTC RT Why would a child need a Social Security number before 
s/he's reached the age of employment? Do young kids need one? 
 
@FTC: By law, parents must get SSNs for children at birth. SSNs are also needed to get fin. 
accounts and for tax purposes. #ChatSTC 
 
@FTC: Every piece of publicly available info can be used to create a complete picture of the 
child. #ChatSTC 
 

How would stealing a phone number from Facebook give someone access to 
enough facts to steal a child's ID? #ChatSTC I know it happens,... 
 
@StopThnkConnect: Children likely won't notice their #identity was stolen. How can adults 

http://t.co/7dEQpOI0Eo
http://t.co/CrrPojuC5W


@FTC: FTC has some practical tips for parents to use when kids go online: Kids and Socializing 
Online: http://go.usa.gov/2BpN  #ChatSTC 
 
@StopThnkConnect: What role can schools play in preventing child #idtheft? #ChatSTC 
 
@FTC: As for schools, check out Protecting Your Child’s Personal Information audio tip: 
http://go.usa.gov/2ZmA  #ChatSTC 
 
@FTC: Parents should ask their school about its directory info policies. #ChatSTC 
 
@FTC: Schools should review what kind of info they collect, whether it is necessarily, and how it 
will be protected. #ChatSTC 
 
@StopThnkConnect: What is the government doing to protect children from #idtheft? 
#ChatSTC 
 
@FTC: The FTC raises awareness thru efforts like this. Maryland and Utah have programs for 
protecting kids. #ChatSTC 
 
@FTC: SSA considering making it easier for parents to get new SSN for children. There's an open 
comment period, closing on April 12. #ChatSTC 
 
@StopThnkConnect: How can people learn more about what my state is doing to prevent child 
#idtheft? #ChatSTC 
 
@FTC: For info on your individual state, call your Office of Atttorney General. #ChatSTC 
 
@StopThnkConnect: What the simplest step every child can take to protect him/herself from 
#idtheft? #ChatSTC 
 
@FTC: Parents should look for warning signs, don't give out SSNs, don't overshare personal info 
online, incl photos. #ChatSTC 
 
@FTC: Parents should also shred all unnecessary financial docs. #ChatSTC 
 
@FTC: Share with kids: Kids & Computer Security - http://go.usa.gov/2ZyQ  #ChatSTC 
 
@FTC: Encourage kids to play FTC's Security Plaza game to learn about protecting priv online: 
http://go.usa.gov/2Bpp  #ChatSTC 
 

 @FTC My 9 year old is home sick and reading tweets over my shoulder. He now 
wants to play Security Plaza. :) #chatstc 
 

http://t.co/sOdxHpJChM
http://t.co/3TUUE1N2LN
http://t.co/g04toMOVAS
https://twitter.com/search?q=%23ChatSTC&src=hash
http://t.co/fM8l1rDTPZ


@StopThnkConnect: What’s your biggest “no-no” for adults that could put their child at risk of 
#idtheft? #ChatSTC 
 
@FTC: Parents should never give out SSNs without a valid reason and knowing how the SSN will 
used and protected #ChatSTC 
 
@FTC: Good conversation on child #idtheft today! Still a few minutes left if you have any other 
questions... #ChatSTC 
 

 #ChatSTC @FTC any new outreach programs aimed at educating parents 
about child #idtheft planned? We'd love to help you spread the word. 
 
@FTC: We had a great time with #ChatSTC. Thanks for all the questions and participation. 
 




