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UNITED STATESOF AMERICA
BEFORE FEDERAL TRADE COMMISSION

COMMISSIONERS: Timothy J. Muris, Chairman
ShellaF. Anthony
Mozdlle W. Thompson
Orson Swindle
Thomas B. Leary
)
In the Matter of )
)
GUESS?, INC., ) DOCKET NO. C-4091
a corporation, )
)
and )
) DECISION AND ORDER
GUESS.COM, INC., )
a corporation. )
)

The Federd Trade Commission having initiated an investigation of certain acts and practices of the
Respondents named in the caption hereof, and the Respondents having been furnished thereafter with a
copy of adraft complaint that the Bureau of Consumer Protection proposed to present to the Commission
for its congderation and which, if issued by the Commission, would charge the Respondents with violation
of the Federd Trade Commission Act, 15 U.S.C. § 45 et seq; and

The Respondents, their attorney, and counsdl for the Commission having thereafter executed an agreement
containing a consent order, an admission by the Respondents of al the jurisdictiond facts set forth in the
aforesaid draft complaint, astatement that the Sgning of said agreement isfor settlement purposesonly and
does not congtitute an admission by Respondents that the law has been violated as alleged in such
complaint, or that thefactsasalleged in such complaint, other than jurisdictiona facts, aretrue, and waivers
and other provisons as required by the Commission's Rules.

The Commission having thereafter cons dered the matter and having determined thet it hasreasonto believe
that the Respondents have violated the said Act, and that acomplaint should issue sating itschargesin that
respect, and having thereupon accepted the executed consent agreement and placed such agreement on
the public record for a period of thirty (30) days, now in further conformity with the procedure described



in82.34 of itsRules, the Commission hereby issuesitscomplaint, makesthefollowing jurisdictiond findings
and enters the following order:

1. Respondent Guess?, Inc. is a Delaware corporation with its principd office or place of
businessat 1444 S. Alameda Street, Los Angeles, Cdifornia 90021. Respondent Guess.com, inc. isa
Deaware corporation and awholly-owned subsidiary of Respondent Guess?, Inc. Its principa office or
place of busnessisat 1444 S. Alameda Street, Los Angeles, California 90021.

2. The Federd Trade Commission hasjurisdiction of thesubject matter of thisproceedingand
of the Respondents, and the proceeding isin the public interest.

ORDER
DEFINITIONS
For purposes of this order, the following definitions shal apply:

1. “Persond information” shal mean individudly identifiable information from or about an individua
consumer including, but not limited to: (a) afirst and last name; (b) a home or other physical address,
including street name and name of city or town; (c) an email address or other online contact informetion,
suchas an ingant messaging user identifier or ascreen namethat reveals an individud’ semail address; (d)
atelephone number; (e) asocid security number; (f) credit and/or debit card information, including credit
and/or debit card number and expiration date; (g) a persstent identifier, such as a cusomer number held
in a “cooki€” or processor serid number, that is combined with other available data that identifies an
individud consumer; or (h) any other information from or about an individual consumer that is combined
with (&) through (g) above.

2. Unlessotherwise specified, “Respondents’ shal mean Guess?, Inc. and itssuccessorsand assigns,
officers, agents, representatives, and employees, Guess.com, inc. and its successors and assigns, officers,
agents, representatives, and empl oyees, and both of them and their successorsand assigns, officers, agents,
representatives, and employees.

3. “Commerce’ shall mean asdefined in Section 4 of the Federd Trade Commission Act, 15 U.S.C.
8 44.

IT 1ISORDERED that Respondents, directly or through any corporation, subsidiary, divison, or
other device, in connection with the online advertisng, marketing, promotion, offering for sde, or sde of



any product or service, in or affecting commerce, shal not misrepresent in any manner, expressly or by
implication, the extent to which Respondents maintain and protect the security, confidentidity, or integrity
of any persond information collected from or about consumers.

IT ISFURTHER ORDERED that Respondents, directly or through any corporation, subsdiary,
divison, or other device, in connection with the online advertising, marketing, promotion, offering for sde,
or sde of any product or service, in or afecting commerce, shal establish and maintain a comprehensve
information security program in writing that is reasonably designed to protect the security, confidentidlity,
and integrity of persona information collected from or about consumers. Such program shdl contain
adminigrative, technical, and physica safeguards appropriate to Respondents size and complexity, the
nature and scope of Respondents' activities, and the sengtivity of the persond information collected from
or about consumers, including:

A. the designation of an employee or employees to coordinate and be
accountable for the information security program.

B. the identification of material interna and externa risks to the security,
confidentidity, and integrity of persond information that could result in the
unauthorized disclosure, misuse, |oss, dteration, destruction, or other compromise
of such information, and assessment of the sufficiency of any safeguards in place
to control these risks. At a minimum, this risk assessment should include
consideration of risksin each area of relevant operation, including, but not limited
to: (1) employee traning and management; (2) information systems, including
network and software design, information processing, storage, transmission, and
disposd; and (3) prevention, detection, and response to attacks, intrusions, or
other systems failures.

C. the design and implementation of reasonable safeguards to control the risks
identified through risk assessment, and regular testing or monitoring of the
effectiveness of the safeguards key controls, systems, and procedures.

D. the evduation and adjusment of Respondents’ information security program in
light of the results of the testing and monitoring required by subparagraph C, any
materid changes to Respondents operations or business arrangements, or any
other circumstances that Respondents know or have reason to know may havea
materia impact on the effectiveness of their information security program.



[1.
IT ISFURTHER ORDERED that Respondents obtai n an assessment and report from aqualified,
objective, independent third-party professiona, using procedures and standards generally accepted inthe
professon, within one (1) year after service of the order, and biannualy theresfter, that:

A. sets forth the specific adminigtrative, technical, and physical safeguards that









