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U.S.-EU SAFE HARBOR FRAMEWORK

5. The U.S.-EU Safe Harbor Framework provides a method for U.S. companies to transfer
personal data outside of Europe that is consistent with the requirements of the European
Union Directive on Data Protection (“Directive”).  Enacted in 1995, the Directive sets
forth European Union (“EU”) requirements for privacy and the protection of personal
data.  Among other thing

http://ec.europa.eu/justice_home/fsj/privacy/docs/95-46-ce/dir1995-46_part1_en.pdf
http://www.export.gov/safeharbor,
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respondent has not renewed its self-certification to the Safe Harbor and remains in “not
current” status on Commerce’s website.  (Exhibit A, Declaration of Damon C. Greer).

11. From at least December 2002 until July 2009, respondent has disseminated or caused to
be disseminated privacy policies and statements on the www.expatedge.com website,
including, but not limited to, the following statements:

ExpatEdge self-certifies the Policy to the U.S. Department of
Commerce’s Safe Harbor Privacy Program. 

Exhibit B, December 2002 Privacy Policy; Exhibit C, Aug. 2004 Privacy Policy; Exhibit
D, Dec. 2007 Privacy Policy; Exhibit E, Apr. 2009 Privacy Policy.

12. Through the means described in Paragraph 11, respondent represented, expressly or by
implication, that it is a current participant in the Safe Harbor.

13. In truth and in fact, since November 2006, respondent has not been a current participant
in the Safe Harbor.  Therefore, the representations set forth in Paragraph 11 were, and
are, false or misleading.

14. The acts and practices of respondents as alleged in this complaint constitute unfair or
deceptive acts or practices in or affecting commerce in violation of Section 5(a) of the
Federal Trade Commission Act.

THEREFORE, the Federal Trade Commission this ___ day of ____, 2009, has issued this
complaint against respondent.

By the Commission.

Donald S. Clark
Secretary

http://www.collectify.com
http://www.geeks.com)

