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Ms. Laura Borst

pursuant to Rule 4.9(b)(6)(ii) of the Commission’s Rules of Practice, 16 C.F.R. § 4.9(b)(6)(ii),
and has given it serious consideration. 

Your comment expresses concern with Twitter’s privacy and data security practices,
particularly with respect to its administrative controls, and states that Twitter should be required
to better ensure the privacy and security of its users’ nonpublic information in the future.  Your

nonpublic information.  Twitter must also obtain initial and biennial assessments of the
effectiveness of this program from a qualified, independent, third-party professional.  Should
Twitter’s information security program fail to reasonably protect consumers’ information, the
company could be in violation of the order and subject to monetary penalties of up to $16,000
per violation, pursuant to Section 5(l) of the FTC Act.  Further, the order prohibits Twitter from
misrepresenting the extent to which it maintains the privacy and security of its users’
information, thus requiring that Twitter take reasonable steps to honor the choices expressed by
users through their privacy settings.  

In light of these considerations, the Commission has determined that the public interest
would best be served by issuing the Decision and Order in final form without any modifications. 
The final Decision and Order and other relevant materials are available from the Commission’s
website at http://


