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UNITED STATES OF AMERICA
FEDERAL TRADE COMMISSION

COMMISSIONERS: Edith Ramirez, Chairman
Julie Brill
Maureen K. Ohlhausen
Joshua D. Wright

In the Matter of )
)

EPIC MARKETPLACE, INC., )
a corporation; and )

)
EPIC MEDIA GROUP, LLC, )
a corporation. ) DOCKET NO. C-4389

)
COMPLAINT

The Federal Trade Commission, having reasdoelieve that Epic Marketplace, Inc., a
corporation, and Epic Media Group, LLC, aporation, have violated the Federal Trade
Commission Act (“FTC Act”), and iappearing to the Commission thiis proceeding is in the
public interest, alleges:

1. Respondent Epic Marketplace, Inc. (“Epic”eiPelaware corporation with its principal
office or place of business at 512 &ve., 12" Floor, New York, NY 10018.

2. Respondent Epic Media Group, LI(CEMG”E is a Delaware cgooration with its principal
office or place of business at 512 &ve., 12" Floor, New York, NY 10018.

3. The acts and practices of Epic and EMG (ailely “respondents”as alleged in this
complaint have been in or affecting commesse;commerce” is defined in Section 4 of the
FTC Act.

RESPONDENTS’ BUSINESS PRACTICES

4. EMG is a global digital marketing company. i€ a wholly-owned subsidiary of EMG,
and EMG controls Epic’s operations.

5. Epic is an advertising company that engagemline behavioral advertising, which is the

practice of tracking a consumer’s online activiiiresrder to deliver advertising targeted to
the consumer’s interests.
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6. Epic acts as an intermediary between welmsieers who publish advertisements on their
website for a fee (“publishers’nd advertisers who wish to hatreeir advertisements placed
on websites. Epic purchases advertisirgcspn publishers’ websg@and contracts with
advertisers to place their advertisements omilesites. Epic refers to the network of
websites on which it purchases advertising spadbe “Epic Marketplace [N]etwork.” The
Epic Marketplace Network includes over 45,000 publishers.

7. Epic collects data on consumers who uisé websites within the Epic Marketplace
Network. When a consumer visits a websitthii the Epic Marketplace Network, Epic sets
a new cookie in the consumer’s browser or autarally receives a cookie it previously set.
Cookies are small text filesdahare commonly used to stonformation about a consumer’s
online activities, including information such th&e content of advertiseants that a consumer
views or the pages a consumer vigitthin a particular website.

8. In March 2010, Epic merged with Connexus@wation. One of Connexus’ subsidiaries,
Traffic Marketplace, engaged in “historyifimg,” which is the practice of determining
whether a consumer has previously visgedebpage by checking how a user’s browser
styles the display of a hyperlink. For exampf a consumer hggeviously visited a
webpage, the hyperlink to that webpage may appepurple, and if the consumer has not
previously visited a webpage, the hyperlink nagypear in blue. Histy-sniffing code would
sniff whether the consumer’s hyperlinks to specifebpages appeared in blue or purple.

9. Through its merger with Connexus, Epic acgdiTraffic Marketplae and continued to
engage in history sniffing until August 2011. Epicluded the history-sniffing code within
advertisements it served tcsitors on at least 24,000 webpagdthin the Epic Marketplace
Network including, but not limited to, cnn.com, papajohns.com, redcross.com, and
orbitz.com. The code expted a feature of consumerstb browsers that displays
hyperlinks in different styles, depending on wieztthe consumer has previously visited the
link. The code allowed Epic to determineetier a consumer had visited any of over 54,000
domains. Among the domains that Epic “sriffevere pages relating fertility issues,
impotence, menopause, incontinendisability insurance, edit repair, debt relief, and
personal bankruptcy.

10.Based upon its knowledge of which domaircoasumer had visited, Epic assigned the
consumer an interest segment. Epic’s intesegments included sensitive categories such as
“Incontinence,” “Arthritis,” “Memory Improvenent,” and “Pregnancy-Fertility Getting
Pregnant.” Epic used thigstory-sniffing data for deavioral targeting purposes.

11. History sniffing circumvents the most command widely known method consumers use to
prevent online tracking: deleting cookies. |&mg cookies does not prevent a website from
guerying a consumer’s browsing historyorGumers could only prett against history
sniffing by deleting their browsg history and using privatedwsing mode, or, with regard
to Epic’s history sniffing, opting out of reséig targeted advertisements from Epic. Once
major browser vendors began to implementgutons against histgisniffing in 2010 and
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2011, consumers could also avoid havingrtbebwser history sniffed by using updated
versions of those browsers.

12. History sniffing allowed Epic to determine whet consumers had visited webpages that
were outside the Epic Marketplace Network, information it would not otherwise have been
able to obtain.

13. Epic’s history sniffing was revealed in July 20%When researchers at the Center for Internet
and Society at Stanford Law I8mwl uncovered the practice and f@oktheir findings online.

RESPONDENTS’ STATEMENTS RELATI NG TO THE COLLECTION AND USE
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18.

Count 2
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