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Actions Compliance Procedures 

(ii) For groups 2, 4, and 6 airplanes: Follow 
Thielert Aircraft Engines GmbH Service Bul-
letin TM TAE 601–1001 P1, Revision 8, 
dated October 14, 2010. 

(2) For all airplanes: Replace the FADEC 
backup battery. 

Within 12 calendar months after doing the 
modification required in paragraph (f)(1) of 
this AD and repetitively thereafter within 12 
calendar months after the previous replace-
ment. 

(i) For groups 1, 3, and 5 airplanes: Follow 
page 8 of Chapter 20–AMM–24–01–US, 
Issue 2, Revision No.: 2, dated October 8, 
2010, of Thielert Aircraft Engines GmbH 
Supplement Airplane Maintenance Manual 
Cessna 172 & Reims F172 TAE 125–01, 
Doc. No.: AMM–20–01 (U.S.-Version) 
Version: 2/4. 

(ii) For groups 2, 4, and 6 airplanes: Follow 
page 7 of Chapter 20–AMM–24–02–US, 
Issue: 1, Rev. No: 1, dated October 8, 
2010, of Thielert Aircraft Engines GmbH 
Supplement Airplane Maintenance Manual 
Cessna 172 & Reims F172 CENTURION 
2.0 (TAE 125–02–99), Doc. No.: AMM–20– 
02 (U.S.-Version) Version: 1/1. 

(3) For groups 1 and 2 airplanes: Incorporate 
Thielert Aircraft Engines GmbH Supplemental 
Airplane Flight Manual or Pilot’s Operating 
Handbook and FAA Approved Airplane Flight 
Manual Supplement (as applicable), TAE– 
No.: 20–0310–21042, Issue 2–1, dated Octo-
ber 4, 2010, into the pilot’s operating hand-
book. 

Before further flight after doing the modifica-
tion required in paragraph (f)(1) of this AD. 

Not applicable. 

(4) For groups 3 and 4 airplanes: Incorporate 
Thielert Aircraft Engines GmbH Supplemental 
Airplane Flight Manual or Pilot’s Operating 
Handbook and FAA Approved Airplane Flight 
Manual Supplement (as applicable), TAE– 
No.: 20–0310–20042, Issue 2–1, dated Octo-
ber 4, 2010, into the pilot’s operating hand-
book. 

Before further flight after doing the modifica-
tion required in paragraph (f)(1) of this AD. 

Not applicable. 

(5) For groups 5 and 6 airplanes: Incorporate 
Thielert Aircraft Engines GmbH Supplemental 
Pilot’s Operating Handbook and FAA Ap-
proved Airplane Flight Manual Supplement, 
TAE–No.: 20–0310–22042, Issue 2–1, dated 
October 4, 2010, into the pilot’s operating 
handbook. 

Before further flight after doing the modifica-
tion required in paragraph (f)(1) of this AD. 

Not applicable. 

Alternative Methods of Compliance 
(AMOCs) 

(g)(1) The Manager, Wichita Aircraft 
Certification Office (ACO), FAA, has the 
authority to approve AMOCs for this AD, if 
requested using the procedures found in 14 
CFR 39.19. In accordance with 14 CFR 39.19, 
send your request to your principal inspector 
or local Flight Standards District Office, as 
appropriate. If sending information directly 
to the manager of the ACO, send it to the 
attention of the person identified in the 
Related Information section of this AD. 

(2) Before using any approved AMOC, 
notify your Principal Maintenance Inspector 
or Principal Avionics Inspector, as 
appropriate, or lacking a principal inspector, 
your local Flight Standards District Office. 

Related Information 
(h) For more information about this AD, 

contact Richard Rejniak, Aerospace Engineer, 
Wichita ACO, FAA, 1801 Airport Road, 
Room 100; phone: (316) 946–4128; fax: (316) 
946–4107; e-mail: richard.rejniak@faa.gov. 
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1 68 FR 4579, 4672 (2003) (codified at 16 CFR 
310.4(a)(7)). 

2 See S. Rept. 96, 111th Cong., 1st Sess. 1–2 
(2009); Hearing before the House Subcomm. on 
Telecomm. and the Internet, Truth in Caller ID Act, 
110th Cong., 1st Sess. Ser. No. 110–8, 9–10 (2007) 
(test. of Kris Monteith); H. Sengar, D. Wijesekera, 
S. Jojodia, Authentication and Integrity in 
Telecommunication Signaling Network, 
Proceedings of the 12th IEEE Intern. Conf. and 
Workshops on the Eng. of Computer-Based Systems 
(2005). 

3 See Ed Norris and Harry Hetz, ‘‘Caller ID 
Integrity Attacks,’’ The ISSA J. 6 (Jan. 2004). 

4 16 CFR 310.4(d), (e). 
5 47 CFR 64.1600(c), (d) (2009). 
6 47 CFR 64.1601(a), (d). 

7 Rules and Regulations Regarding Calling 
Number Identification Service—Caller ID, 10 FCC 
Rcd. 11700, 11705 ¶9 (1994) (‘‘Second Report’’). 

8 68 FR at 44,166; Second Report, 10 FCC Rcd. at 
11708–09¶21. 

9 Telephone service providers also offer call trace 
or ‘‘customer-originated trace’’ services that enable 
a subscriber to initiate a trace of the last call 
received. The subscriber initiates the trace by 
disconnecting the call and dialing a code that 
prompts the service provider to capture information 
that may assist law enforcement in tracing the 
origin of the call. The call trace may involve the use 
of CPN and automatic number service information. 
See 47 CFR 64.1601(d)(4)(iii) (exempting legally 
authorized call tracing or trapping procedures from 
restrictions on CPN delivery); 47 CFR 
64.1602(a)(3)(iv) (allowing disclosure of 
information from automatic number service or 
charge number service for the purpose of complying 
with applicable law or legal process). 

10 Second Report, 10 FCC Rcd. at 11708, 11746; 
Powers, Calling Name Delivery, IEEEE International 
Conference on Communications, 1908 (Chicago, IL, 
1992); R. Robrock, II, ‘‘The Many Faces of the LIDB 
Database,’’ IEEE Intern. Conf. Comm., 1903, 1904 
(Chicago, IL, 1992); see, e.g., Cisco Systems, Inc., 
Calling Name Delivery (CNAM) (2007), available at 
http://www.cisco.or.at/en/US/docs/voice_ip_comm/ 
pgw/9/feature/module/9.7_3_/cnam.pdf. 

11 Telephony protocols other than SS7 may 
transmit caller name information directly from the 
originator of the call, without relying on a query to 
a separate database. See Session Initiation Protocol, 
¶ 6.2 (Internet Working Group 1999), available at 
http://www.ietf.org/rfc/rfc2543.txt (describing 
optional ‘‘display-name’’ parameter in Internet 
telephony protocol). 

following the instructions in the 
Request for Comment part of the 
SUPPLEMENTARY INFORMATION section 
below. Comments in electronic form 
should be submitted at https:// 
ftcpublic.commentworks.com/ftc/ 
tsrcalleridanprm (and following the 
instructions on the Web-based form). 
Comments in paper form should be 
mailed or delivered to the following 
address: Federal Trade Commission, 
Office of the Secretary, Room H–113 
(Annex Q), 600 Pennsylvania Avenue, 
NW., Washington, DC 20580, in the 
manner detailed in the Request for 
Comment part of the SUPPLEMENTARY 
INFORMATION section below. 
FOR FURTHER INFORMATION CONTACT: 
Michael Tankersley, (202) 326–2991, 
Attorney, Division of Marketing 
Practices, Bureau of Consumer 
Protection, Federal Trade Commission, 
600 Pennsylvania Avenue, NW., 
Washington, DC 20580. 
SUPPLEMENTARY INFORMATION: 

Summary 
When the Commission amended the 

Telemarketing Sales Rule (‘‘TSR’’ or 
‘‘Rule’’) in 2003, it added a requirement 
that telemarketers transmit identifying 
information to caller identification 
(‘‘Caller ID’’) services.1 Most companies 
that offer basic telephone service also 
offer services that will display to the 
recipient of the call the telephone 
number and name for the calling party. 
Traditional Caller ID services rely upon 
telecommunications signals that allow 
the caller’s local telephone exchange to 
send a telephone number of the calling 
party, and a code that signals whether 
or not the caller wants its number to be 
blocked. Enhanced Caller ID services— 
which, as the name implies, go beyond 
basic display of the calling party’s 
number—use directories or databases to 
associate the calling party number with 
a name. Thus, the ‘‘Caller ID’’ 
information provided to consumers may 
include both a telephone number and 
name for the originator of an incoming 
call. 

The use of Caller ID information, 
however, has changed with the growing 
availability of technologies that allow 
callers to alter the number that appears 
on the recipient’s Caller ID display. 
Many businesses now have access to 
technologies that allow them to transmit 
Caller ID numbers that are not 
associated with their geographical 
location, or that, when dialed, connect 
the caller to a voice mail service. Users 
of these technologies also have the 
ability to cause the recipient’s Caller ID 

equipment to display a telephone 
number that is not in service as the 
source of the call, or create the 
appearance that the call is coming from 
someone who is not affiliated with the 
actual caller.2 In addition, these 
advanced technologies also enable 
callers to control and manipulate the 
name information displayed by Caller 
ID services.3 

The Commission solicits comments 
on whether changes should be made to 
the TSR to reflect the current use and 
capabilities of Caller ID technologies. In 
particular, the Commission is interested 
in whether the TSR should be amended 
to better achieve the objectives of the 
Caller ID provisions—including namely, 
to enable consumers and law 
enforcement to use Caller ID 
information to identify entities 
responsible for illegal telemarketing 
practices. The Commission also solicits 
comment on whether it should amend 
the TSR specifically to regulate services 
that misrepresent, conceal, or obscure 
the identity of telemarketers or sellers, 
or should expand the provisions of the 
TSR that require oral disclosure of the 
identity of the seller or charitable 
organization on whose behalf a call is 
being made to require additional or 
more specific disclosures.4 

I. How Caller Identification Services 
Work 

Caller identification services rely 
upon identifying information 
transmitted with the signaling codes 
that accompany a telephone 
transmission. Telephone calls on the 
public switch telephone network are 
routed to their destinations by means of 
a specialized protocol called ‘‘signaling 
system seven,’’ or ‘‘SS7.’’ SS7 includes a 
calling party number (‘‘CPN’’) that is 
intended to identify the telephone 
number of the caller, and a privacy code 
that indicates whether access to this 
information should be restricted.5 
Carriers using SS7 are generally 
required to transmit the CPN associated 
with an interstate call.6 
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12 See Rules and Policies Regarding Caller 
Number Identification Service, 9 FCC Rcd. 1764, 
1772–73 (1994) (‘‘First Report’’). ANI’s original 
purpose was to enable carriers to bill customers for 
calls. 

13 Rules and Regulations Implementing the 
Telephone Consumer Protection Act (TCPA) of 
1991, 68 FR 44,144, 41,167 (2003). 

14 Second Report, 10 FCC Rcd. at 11707 ¶ 17 & 
n.14. 

15 47 CFR 64.1602. 
16 47 CFR 64.1601(b). 
17 Second Report, 10 FCC Rcd. at 11705 ¶ 10. 

These regulations require that carriers recognize 
*67 as a request for privacy when CPN would 
otherwise be transmitted to the recipient of the call. 
Dialing *67 before placing a call, referred to as ‘‘per 
call blocking,’’ allows subscribers to block their 
numbers from transmission to the public switched 
network. Telephone service providers may also 
block the transmission of CPN for particular lines, 
and carriers must recognize *82 as a request by the 
caller that the CPN be transmitted on an otherwise 
blocked line. See 47 CFR 64.1601(b); Rules and 
Policies Regarding Calling Number Identification 
Service—Caller ID, Third Report and Order, 
Memorandum Opinion and Order on Further 
Reconsideration, and Memorandum Opinion and 
Order on Reconsideration, FCC 97–103, CC Docket 

No. 91–281, 12 FCC Rcd 3867, 3870 (1997); Second 
Report, 10 FCC Rcd. at 11719, 11728–34. 

18 16 CFR 310.4(a)(7). 
19 Id. 
20 16 CFR 310.2(d). 
21 68 FR at 4624, 4626. 
22 Id. at 4626 n.534. 
23 Id. at 4627 (citing statement of commenter 

DialAmerica that, ‘‘[d]elivery of Caller ID 
information, that will be displayed on a consumer’s 
Caller ID device or that can be accessed through 
such services as *69, is essential to create 
accountability in the outbound telemarketing 
industry.’’). 

24 Id. 
25 Id. In adopting its regulations concerning Caller 

ID information, the FCC also noted that benefits of 
transmitting Caller ID information are not limited 
to consumers who subscribe to caller ID services: 

Consumers can also use the *69 feature to obtain 
caller ID information transmitted by a telemarketer. 
The *69 feature, available through many 
subscribers’ telephone service providers, provides 
either: (1) Information regarding the last incoming 
call, and the option to dial the caller back, or (2) 
the ability to return the last incoming call. Call 
information, however, would not be available for an 
incoming call, if the caller failed to transmit caller 
ID information or blocked such information. Caller 
ID also should increase accountability and provide 
an important resource for the FCC and FTC in 
pursuing enforcement actions against TCPA and 
TSR violators. 

68 FR at 44166. 
26 See 68 FR 44144, 44179 (2003) (codified at 47 

CFR 64.1601(e)). 
27 47 CFR 64.1601(e)(i); see also 47 CFR 

64.1600(c) (defining CPN); id. 64.1600(b) (defining 
ANI). 

It is important to note that the CPN is 
not the same as the calling party’s 
‘‘charge number’’ or ‘‘automatic number 
identification’’ (‘‘ANI’’).12 ANI and its 
SS7-based equivalent, the charge 
number, refer to the delivery of the 
calling party’s billing number for billing 
and routing purposes.13 Although the 
CPN and the ANI/charge number for a 
given call may be the same, the CPN and 
ANI/charge number may differ and 
often do differ in calls from business 
lines.14 

The CPN and ANI/charge number are 
also subject to different regulatory 
restrictions. Federal Communications 
Commission (‘‘FCC’’) regulations impose 
tighter restrictions on carriers’ 
disclosure of the ANI or charge number 
on interstate calls than the disclosure of 
CPN. These regulations, with exceptions 
that are not applicable to consumers 
receiving telemarketing calls, prohibit 
disclosure, reuse or sale of the 
telephone number or billing information 
without first notifying the originating 
telephone subscriber and obtaining 
affirmative consent of the subscriber for 
such reuse or sale.15 By contrast, 
privacy protection for the CPN depends 
upon a privacy indicator in the 
signaling protocol that allows the 
calling party to prevent the CPN from 
being revealed to the recipient of the 
call.16 FCC regulations protect the 
ability of calling parties to use this 
parameter to conceal CPN on a per-line 
or per-call basis. If the party originating 
a call has requested that the CPN not be 
transmitted, these regulations prohibit 
carriers from revealing the calling 
party’s name or number, and prohibit 
carriers from allowing the called party 
to automatically return the call.17 

II. Current Requirements Concerning 
Caller Identification 

As amended in January 2003, the TSR 
provides that it is an abusive 
telemarketing act or practice for any 
seller or telemarketer to engage in 
‘‘[f]ailing to transmit or cause to be 
transmitted the telephone number, and, 
when made available by the 
telemarketer’s carrier, the name of the 
telemarketer, to any Caller ID service in 
use by a recipient of a telemarketing 
call.’’ 18 The Rule also permits the 
substitution of ‘‘the name of the seller or 
charitable organization on behalf of 
which a telemarketing call is placed, 
and the seller’s or charitable 
organization’s customer or donor service 
telephone number, which is answered 
during regular business hours.’’ 19 
‘‘Caller identification service’’ is defined 
as ‘‘a service that allows a telephone 
subscriber to have the telephone 
number, and, where available, name of 
the calling party transmitted 
contemporaneously with the telephone 
call, and displayed on a device in or 
connected to the subscriber’s 
usfrom allowimnecthe eT*
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28 See, e.g., Anti-Caller ID Spoofing Act, La. Rev. 
Stat. tit. 51, ch.19–C; Ok. Stat. Ann. §§ 776.22, 
776.23; Internet Caller Identification Act, Ill. Comp. 
Stat. § 517/10. 

29 See La. Rev. Stat. § 844.2.A.(1) (telemarketer 
must have identification code that will correctly 
identify the name of the telephone solicitor); Mont. 
Code Ann. § 30–14–1412 (telemarketer may 
substitute ‘‘name and number that accurately 
identify the entity causing the call to be made and 
a working telephone number at which the entity’s 
personnel can be contacted.
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41 The Commission observed that ‘‘[a] very small 
number of telemarketers may be located in areas of 
the country that are served only by telephone 
companies that are not capable of transmitting 
Caller ID information or assigning a telephone 
number to the telemarketer that can be transmitted 
to a called consumer.’’ 68 FR at 4626. In July 2003, 
the FCC made similar observations concerning the 
feasibility of telemarketers transmitting caller ID 
information and stated that a telemarketer could 
transmit ANI as an alternative to CPN. 68 FR at 
44,167. 
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