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8 Advanced Notice of Proposed Rulemaking, 75 
FR 78179 (Dec. 15, 2010). 

9 Supra note 3. 
10 The TSR requires that telemarketers soliciting 

sales of goods or services promptly disclose several 
key pieces of information during a telephone call: 
(1) The identity of the seller; (2) the fact that the 
purpose of the call is to sell goods or services; (3) 
the nature of the goods or services being offered; 
and (4) in the case of prize promotions, that no 
purchase or payment is necessary to win. 16 CFR 
310.3(a)(1). In addition, telemarketers must, in any 
telephone sales call, disclose the total costs and 
material restrictions on the purchase of any goods 
or services that are the subject of the sales offer. 16 
CFR 310.3(a)(1). In telemarketing calls soliciting 
charitable contributions, the Rule requires prompt 
disclosure of the identity of the charitable 
organization on behalf of which the request is being 
made and that the purpose of the call is to solicit 
a charitable contribution. 16 CFR 310.3(d). 

11 The TSR prohibits misrepresentations about, 
among other things, the cost and quantity of the 
offered goods or services. 16 CFR 310.3(a)(2). It also 
prohibits making a false or misleading statement to 
induce any person to pay for goods or services or 
to induce a charitable contribution. 16 CFR 
310.3(a)(4). 

12 The TSR prohibits any person from providing 
substantial assistance or support to a seller or 
telemarketer when that person knows or 
consciously avoids knowing that the seller or 
telemarketer is engaged in any act or practice that 
violates sections 310.3(a), (c) or (d), or section 310.4 
of the Rule. 16 CFR 310.3(b). 

13 16 CFR 310.4(b). 
14 16 CFR 310.4(c). 
15 16 CFR 310.4(d). 
16 16 CFR 310.4(e). 
17 16 CFR 310.4(a) (prohibiting the use of threats, 

intimidation, or profane or obscene language; 
requesting or receiving an advance fee for credit 

repair, debt settlement, and recovery services or for 
the arrangement of a loan or other extension of 
credit when the telemarketer guarantees or 
represents a high likelihood of success; disclosing 
or receiving, for consideration, unencrypted 
consumer account numbers for use in 
telemarketing; causing billing information to be 
submitted for payment, directly or indirectly, 
without the express informed consent of the 
customer or donor; and failure to transmit Caller ID 
information). 

18 Supra note 3. 
19 2002 Notice of Proposed Rulemaking, 67 FR at 

4511. 
20 2010 TSR Amendments, 75 FR at 48469 

(discussing the Commission’s use of unfairness 
standard in determining whether a practice is 
‘‘abusive’’); see also 15 U.S.C. 45(n) (codifying the 
Commission’s unfairness analysis, set forth in a 
letter from the FTC to Hon. Wendell Ford and Hon. 
John Danforth, Committee on Commerce, Science 
and Transportation, United States Senate, 
Commission Statement of Policy on the Scope of 
Consumer Unfairness Jurisdiction, reprinted in In re 
Int’l Harvester Co., 104 F.T.C. 949, *95–101 (1984)) 
(‘‘Unfairness Policy Statement’’). 

21 15 U.S.C. 45(n). 
22 In addition to the payment methods discussed 

below, the Commission recognizes that there are 
additional noncash payment alternatives used in 
telemarketing transactions, including the use of 
billing and collection systems of mortgage, 
telephone, mobile phone, or utility companies and 
online payment intermediaries. These particular 
payments are not the subject of this NPRM, which 
focuses on payment alternatives that offer 
fraudulent telemarketers the most accessible and 
anonymous method of extracting money from 
consumers and for which the Commission has a 
record of fraud. However, the Commission 
continues to monitor complaints regarding the use 
of other billing platforms and payment methods in 
telemarketing fraud. 

23 Credit card transactions are processed through 
the credit card payment systems, operated by 
companies such as American Express, MasterCard, 
and Visa. Many debit card transactions are 
processed through the payment card systems, such 
as those operated by MasterCard and Visa. In 
addition, some debit card transactions, and other 
types of electronic fund transfers, may be cleared 
by the Automated Clearinghouse (‘‘ACH’’) Network, 
a nationwide, interbank electronic clearing house 
for processing and clearing electronic payments for 
participating financial institutions. See infra note 
50 (describing other types of electronic fund 
transfers that are processed as ACH debits). ACH 
transactions are governed by operating rules 
implemented and enforced by NACHA—The 
Electronic Payments Association (‘‘NACHA’’), a 
private, self-regulatory trade association comprised 
of financial institutions and regional payment 
associations. There are two ACH operators: the 
Federal Reserve Bank (‘‘FedACH’’) and The 
Electronic Payments Network (‘‘EPN’’), the only 
remaining private sector operator. Terri Bradford, 
The Evolution of the ACH, Payment System 
Research Briefing, Federal Reserve Bank of Kansas 
(Dec. 2007), available at http:// 
www.kansascityfed.org/PUBLICAT/PSR/Briefings/ 
PSR-BriefingDec07.pdf. 

24 Credit card transactions are subject to the 
Truth-in-Lending Act (‘‘TILA’’), 15 U.S.C. 1601 et 
seq., and Regulation Z, 12 CFR part 1026. Debit card 
transactions, ACH debits, and other types of 
electronic fund transfers involving a consumer’s 
account at a financial institution are governed by 
the Electronic Fund Transfer Act (‘‘EFTA’’), 15 
U.S.C. 1693 et seq., and Regulation E, 12 CFR 1005. 

25 See infra note 35 (definition of remotely 
created check). 

26 See infra note 39 (definition of remotely 
created payment order). 

27 See infra note 122 and Section IV.A (discussing 
the proposed definition of cash-to-cash money 
transfer, which includes the electronic transfer of 
cash from one person to another person in a 
different location that is conducted through a 
money transfer provider and is received in cash). 

28 See infra Section II.B (discussing the function 
of a cash reload mechanism, which acts as a virtual 
deposit slip that a person uses to convert cash into 
electronic format that can be added to any existing 
prepaid card within the same prepaid network). 

identity of the seller or telemarketer 
8 

The Telemarketing Act authorizes the 
Commission to promulgate rules 
‘‘prohibiting deceptive telemarketing 
acts or practices and other abusive 
telemarketing acts or practices.’’ 9 
Section 310.3 of the TSR targets 
deceptive telemarketing acts or 
practices. It contains provisions 
requiring certain disclosu4.c during 
telemarketing calls,10 prohibiting 
specific material misrep4.centations,11 
and imposing liability on third parties 
that provide substantial assistance to 
telemarketers that violate the Rule.12 
Section 310.4 of the TSR focuses on 
abusive telemarketing acts or practices. 
It includes provisions intended to curb 
the deleterious effects these acts or 
practices may have on consumers. This 
section of the Rule delineates five 
categories of abusive conduct: (1) 
Conduct related to a pattern of calls, 
including conduct prohibited under the 
Rule’s Do Not Call provisions;

13 (2) 
violations of the Rule’s calling time 
restrictions; 14 (3) failu4. to make 
required oral disclosu4.c in the sale of 
goods or services; 15 (4) failu4. to make 
required oral disclosu4.c in charitable 
solicitations; 16 and (5) other abusive 
telemarketing acts or practices.17 

In interp4.ting its rulemaking 
authority over ‘‘other abusive 
telemarketing acts or practices,’’ 18 the 
Commission has determined that its 
authority includes acts or practices 
‘‘within the purview of its traditional 
unfairness analysis as developed in 
Commission jurisprudence.’’ 19 Thus, 
the Commission employs its unfairness 
analysis when identifying a 
telemarketing practice as abusive.20 An 
act or practice is unfair under Section 5 
of the FTC Act if it causes or is likely 
to cause substantial injury to 
consumers, if the harm is not 
outweighed by any countervailing 
benefits to consumers or competition, 
and if the harm is not reasonably 
avoidable.21 

II. Retail Payment Methods Susceptible 
to Fraud in Telemarketing 

The following section of this Notice 
explores the featu4.c and vulnerabilities 
of four types of novel payment methods 
used in telemarketing, with a particular 
focus on the use of a consumer’s bank 
account and routing number to 
withdraw funds from the account 
without authorization.22 Noncash retail 
payment mechanisms used in 
telemarketing can be divided into two 
major categories: ‘‘Conventional 

payment methods’’ and ‘‘novel payment 
methods.’’ As used in this Notice, the 
term ‘‘conventional payment method’’ 
includes credit cards, debit cards, and 
other types of electronic fund transfers, 
which a4. processed or cleared 
electronically through networks that can 
be monitored systematically for fraud.

23 
In addition, federal laws subject such 
conventional payments to procedu4.c 
for resolving errorc and statutory 
limitations on a consumer’s liability for 
certain disputed transactions.24 

As used in this Notice, the term 
‘‘novel payment method’’ refers to four 
types of noncash payments—remotely 
created checks,25

http://www.kansascityfed.org/PUBLICAT/PSR/Briefings/PSR-BriefingDec07.pdf
http://www.kansascityfed.org/PUBLICAT/PSR/Briefings/PSR-BriefingDec07.pdf
http://www.kansascityfed.org/PUBLICAT/PSR/Briefings/PSR-BriefingDec07.pdf


http://portalsandrails.frbatlanta.org/2009/07/remotely-created-checks-distinguishing-the-good-from-the-bad.html
http://portalsandrails.frbatlanta.org/2009/07/remotely-created-checks-distinguishing-the-good-from-the-bad.html
http://portalsandrails.frbatlanta.org/2009/07/remotely-created-checks-distinguishing-the-good-from-the-bad.html
http://www.nacha.org/c/AccomplishmentsandCurrentInitiatives.cfm
http://www.nacha.org/c/AccomplishmentsandCurrentInitiatives.cfm
http://www.frbatlanta.org/filelegacydocs/08retailpayments.pdf
http://www.frbatlanta.org/filelegacydocs/08retailpayments.pdf
http://www.ffiec.gov/exam/check21/Check21FoundationDoc.htm
http://www.ffiec.gov/exam/check21/Check21FoundationDoc.htm
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39 The proposed definition of ‘‘remotely created 
payment order,’’ therefore, closely tracks the 
proposed definition of remotely created check: 

a payment instruction or order drawn on a 
person’s account that is initiated or created by the 
payee and that does not bear a signature applied, 
or purported to be applied, by the person on whose 
account the order is drawn, and which is cleared 
through the check clearing system. The term does 
not include payment orders cleared through the 
Automated Clearinghouse Network or subject to the 
Truth in Lending Act, 15 U.S.C. 1601, and 
Regulation Z, 12 CFR part 1026. 

See infra Section IV.A. 
40 In 2011, while proposing certain amendments 

to Regulation CC (Availability of Funds and 
Collection of Checks), the Board of Governors of the 
Federal Reserve System (‘‘Federal Reserve Board’’) 
used the term ‘‘electronically-created item’’ to 
describe any all-electronic image of a check that is 
sent through the check clearing system. Proposed 
Rule; Regulation CC, 76 FR 16862, 16865 (Mar. 25, 
2011), available at http://www.gpo.gov/fdsys/pkg/
FR-2011-03-25/pdf/2011-5449.pdf. As such, the 
term encompasses ‘‘remotely created payment 
orders’’ (also known as ‘‘electronic RCCs,’’ ‘‘virtual 
drafts,’’ ‘‘paperless checks,’’ and ‘‘non-check 
RCCs’’), as well as smart-phone checks where the 
consumer ‘‘signs’’ a digital image of a check that 
can be emailed to a merchant or the merchant’s 
bank. Id. Among other things, the Federal Reserve 
Board proposed amendments to Regulation CC that 
would provide such electronically-created items 
with the same interbank warranty and liability 
provisions as remotely created checks. Id. See also 
supra note 53 (explaining interbank warranty and 
liability provisions applicable to remotely created 
checks). To date, the Board has taken no further 
action on this proposal. 

The Commission’s proposed ban would extend to 
remotely created payment orders. Importantly, the 
ban would not prohibit the use of other 
‘‘electronically-created items,’’ as defined by the 
Federal Reserve Board’s proposed amendments to 
Regulation CC. 

41 FFIEC, Retail Payment Systems Booklet— 
February 2010, at 16 (Feb. 2010) (‘‘Retail Payment 
Systems Booklet ’’), available at http://ithand
book.ffiec.gov/ITBooklets/FFIEC_ITBooklet_Retail
PaymentSystems.pdf. ‘‘Unlike traditional checks or 
RCCs [remotely created checks], electronically 
created payment orders do not begin with a paper 
item. However, they are similar to RCCs in that they 
. . . bear no direct evidence of the customer’s 
authorization. Because these transactions are not 

originally captured from paper check items, the 
laws and regulations pertaining to check collection 
do not apply.’’ Id.; see also infra notes 61–62 and 
accompanying text (noting the uncertain regulatory 
framework for remotely created payment orders 
deposited into the check clearing system). 

42 In inbound telemarketing calls, the same 
account information could be used to initiate an 
electronic fund transfer through the ACH Network. 
Fraudulent telemarketers and unscrupulous 
payment processors prefer, however, to use 
remotely created payment orders to evade the ACH 
Network and exploit the weaknesses inherent in the 
check clearing system. See, e.g., FTC v. Automated 
Electronic Checking, Inc. (‘‘AEC’’), Civ. No. 3:13– 
cv–00056–RCJ–WGC (D. Nev. Feb. 5, 2013) (Stip. 
Perm. Inj.); FTC v. Landmark Clearing Inc., Civ. No. 
4:11–00826 (E.D. Tex. Dec. 15, 2011) (Stip. Perm. 
Inj.). 

43 Original TSR, 60 FR at 43850. 
44 Federal Reserve System, The 2010 Federal 

Reserve Payments Study: Noncash Payment Trends 
in the United States: 2006–2009, at 4 (April 5, 2011) 
(‘‘2010 Payments Study’’) (‘‘Electronic payments 
(those made with cards and by ACH) now 
collectively exceed three quarters of all noncash 
payments while payments by check are now less 
than one-quarter. The increase in electronic 
payments and the decline of checks can be 
attributed to technological and financial 
innovations that influenced the payment 
instrument choices of consumers and businesses.’’ 
(Citation omitted)), available at http://www.frb
services.org/files/communications/pdf/press/2010_
payments_study.pdf. 

45 The 2010 Federal Reserve Payments Study 
concluded that ‘‘[t]he decline in [consumer-to- 
business] check writing reflects, among other 
things, the replacement of consumer checks by 

electronic payments, such as online bill payments 
through the ACH, or point-of-sale purchases with 
debit cards.’’ Id. at 11. 

46 Cf. supra note 42. 
47 Fair Credit Billing Act, 15 U.S.C. 1666 

(correction of billing errors). Within 60 days of the 
financial institution’s transmittal of her credit card 
account statement, a consumer may dispute a 
charge for goods or services with her credit card 
company, and withhold payment while the dispute 
is pending. Billing errors include failure of a 
merchant to deliver goods or services as agreed. 

48 Truth-In-Lending Act, 15 U.S.C. 1643 (liability 
of holder of credit card); Regulation Z, 12 CFR 
1026.12(b)(2) (liability of cardholder for 
unauthorized use). 

scanned images of paper-based checks, 
including remotely created checks, into 
the check clearing system. 

Electronic image exchange also has 
resulted in an ‘‘all-electronic’’ version of 
the remotely created check—the 
‘‘remotely created payment order’’—a 
remotely created check that never exists 
in printed paper form.39 Like traditional 
checks and remotely created checks, 
remotely created payment orders are 
deposited into and cleared through the 
check clearing system.40 As with 
remotely created checks, remotely 
created payment orders are created by 
the merchant (payee), not the consumer 
(payor). In the case of remotely created 
payment orders, a telemarketer or seller 
simply enters a bank account number 
and bank routing number into an 
electronic file that is transmitted to a 
financial institution for processing via 
the check clearing system.41 As a result, 

remotely created payment orders are at 
least as susceptible to fraud as remotely 
created checks.42 

The Commission previously 
considered the risks associated with the 
use of remotely created checks (then 
known as ‘‘demand drafts’’) in 
telemarketing during the initial 
promulgation of the Rule and 
subsequent rulemaking proceedings 
culminating in the 2003 amendments. 
At the time of those prior rulemaking 
proceedings, there were few, if any, 
convenient and safe payment 
alternatives available for consumers 
without access to credit cards. 
Consequently, prohibiting the use of 
remotely created checks in 
telemarketing would have imposed 
hardships on those consumers.43 In the 
past decade, however, there has been a 
dramatic proliferation of noncash 
payment alternatives for consumers, and 
electronic payments now surpass paper 
checks in popularity as noncash means 
of payment.44 In light of these changes 
in the marketplace, the Commission 
preliminarily finds that the risks from 
using these payment methods in 
telemarketing transactions exceed the 
benefits of permitting their use. At the 
same time, the Commission wishes to 
explore whether there might be 
legitimate reasons that telemarketers use 
these payment methods instead of other 
available payment mechanisms.45 To 

understand any potential problems 
posed for legitimate businesses by the 
proposed ban on the use of remotely 
created checks and remotely created 
payment orders, the Commission 
welcomes comments from the public in 
response to the questions posed in 
Section VIII. 

1. Absence of Federal Consumer 
Protection Regulation of Remotely 
Created Checks and Remotely Created 
Payment Orders 

A complicated interplay between 
federal and state laws results in uneven 
regulation of different payment 
methods. The type of payment 
mechanism used by a consumer in a 
particular transaction determines the 
level of legal protection against 
unauthorized charges the consumer 
receives. Consumers generally are not 
aware of the differing legal protections 
pertaining to the various payment 
methods. Significantly, consumers who 
provide bank debiting information to a 
telemarketer have virtually no control 
over how the telemarketer chooses to 
process their payment. Once a 
telemarketer obtains a consumer’s bank 
account and routing number, the 
telemarketer (not the consumer) may 
choose to use that information to initiate 
payment via ACH debit, remotely 
created check, or remotely created 
payment order 46—a choice that 
determines what level of protections the 
consumer receives. 

When a remotely created check or a 
remotely created payment order is 
cleared through the check clearing 
system, consumers receive none of the 
federal protections that safeguard 
conventional payments that are 
processed through the credit card 
system or the ACH Network. Consider 
the protections the law affords to credit 
card transactions and electronic fund 
transfers, such as debit card and ACH 
transactions. Federal law subjects credit 
card transactions to a prescribed billing 
error resolution process 47 and statutory 
limitations on a cardholder’s liability for 
certain transactions.48 Similarly, when 
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http://www.frbservices.org/files/communications/pdf/press/2010_payments_study.pdf
http://www.frbservices.org/files/communications/pdf/press/2010_payments_study.pdf
http://www.frbservices.org/files/communications/pdf/press/2010_payments_study.pdf
http://ithandbook.ffiec.gov/ITBooklets/FFIEC_ITBooklet_RetailPaymentSystems.pdf
http://ithandbook.ffiec.gov/ITBooklets/FFIEC_ITBooklet_RetailPaymentSystems.pdf
http://ithandbook.ffiec.gov/ITBooklets/FFIEC_ITBooklet_RetailPaymentSystems.pdf
http://www.gpo.gov/fdsys/pkg/FR-2011-03-25/pdf/2011-5449.pdf
http://www.gpo.gov/fdsys/pkg/FR-2011-03-25/pdf/2011-5449.pdf


41204 Federal Register / Vol. 78, No. 131 / Tuesday, July 9, 2013 / Proposed Rules 

49 The EFTA also covers payroll cards, and some 
prepaid debit cards (also referred to as ‘‘general 
purpose reloadable’’ or ‘‘GPR’’ cards) that are linked 
to an account at a financial institution. In addition, 
section 401 of the Credit Card Accountability 
Responsibility and Disclosure Act of 2009 (‘‘Credit 
CARD Act’’), 15 U.S.C. 1693l–1, created new 
section 915 of the EFTA, subjecting other types of 
non-GPR cards (i.e., gift cards) to some, but not all, 
requirements of the EFTA. 

In May 2012, the CFPB requested public 
comment on whether (and to what extent) EFTA 
coverage should be provided to all GPR cards. 
Advanced Notice of Proposed Rulemaking; 
Electronic Fund Transfers (Regulation E) and 
General Purpose Reloadable Prepaid Cards (‘‘ANPR 
Electronic Fund Transfers and GPR Cards’’), 77 FR 
30923 (May 24, 2012). In a comment submitted the 
CFPB, Commission staff expressed support for 
protecting users of GPR cards and for the CFPB’s 
proposal to solicit information about the costs and 
benefits of extending additional protections to these 
cards. Comment, Staff of the Bureau of Consumer 
Protection, ANPR Electronic Fund Transfers and 
GPR Cards, Dkt. No. CFPB–2012–00196 (July 23, 
2012), available at http://www.ftc.gov/os/2012/07/
120730cfpbstaffcomment.pdf. The Commission will 
continue to monitor complaints regarding the use 
of prepaid debit cards in telemarketing fraud to 
determine whether additional amendments of the 
TSR would protect consumers. 

50 Examples of such electronic check conversions 
include point-of-purchase (‘‘POP’’) and accounts 
receivable conversion (‘‘ARC’’). A POP entry is 
created for an in-person purchase of goods or 
services when a retailer uses a consumer’s paper 
check as a source document to electronically enter 
the consumer’s bank routing and account number 
to initiate an ACH debit to the consumer’s bank 
account. An ARC entry also uses a consumer’s 
paper check as a source document to initiate an 
ACH debit, but the check is not received at the 
point-of-purchase. Instead, ‘‘a biller receives the 
consumer’s check in the mail, or at a lockbox 
location for payment of goods and services.’’ Karen 

http://www.macha.org/Portals/0/RCC%20White%20Paper%20031110%20Final.pdf
http://www.macha.org/Portals/0/RCC%20White%20Paper%20031110%20Final.pdf
http://www.occ.gov/topics/bank-operations/bit/ach-policy-paper-6.pdf
http://www.occ.gov/topics/bank-operations/bit/ach-policy-paper-6.pdf
http://www.ftc.gov/os/2012/07/120730cfpbstaffcomment.pdf
http://www.ftc.gov/os/2012/07/120730cfpbstaffcomment.pdf


http://usa.visa.com/download/merchants/visa-international-operating-regulations-main.pdf
http://usa.visa.com/download/merchants/visa-international-operating-regulations-main.pdf
http://usa.visa.com/download/merchants/visa-international-operating-regulations-main.pdf
http://www.mastercard.com/us/merchant/pdf/SPME-Entire_Manual_public.pdf
http://www.mastercard.com/us/merchant/pdf/SPME-Entire_Manual_public.pdf
http://portalsandrails.frbatlanta.org/remotely-created-checks/
http://portalsandrails.frbatlanta.org/remotely-created-checks/
http://portalsandrails.frbatlanta.org/remotely-created-checks/
http://portalsandrails.frbatlanta.org/remotely-created-checks/
http://www.newyorkfed.org/banking/circulars/11962.html
http://www.newyorkfed.org/banking/circulars/11962.html
http://www.achrulesonline.org
https://www.nacha.org/ODFI-Return-Rate-Reporting-(Risk%20Management)-March-15-2013
https://www.nacha.org/ODFI-Return-Rate-Reporting-(Risk%20Management)-March-15-2013
https://www.nacha.org/ODFI-Return-Rate-Reporting-(Risk%20Management)-March-15-2013


http://admin.nacha.org/userfiles/File/ACH_Rules/Application%20Enhancements%20rule%20changes%20FAQs.pdf
http://admin.nacha.org/userfiles/File/ACH_Rules/Application%20Enhancements%20rule%20changes%20FAQs.pdf
http://admin.nacha.org/userfiles/File/ACH_Rules/Application%20Enhancements%20rule%20changes%20FAQs.pdf
http://www.fincen.gov/statutes_regs/guidance/html/FIN-2012-A010.html
http://www.fincen.gov/statutes_regs/guidance/html/FIN-2012-A010.html
http://www.fincen.gov/statutes_regs/guidance/html/FIN-2012-A010.html
http://www.radixconsulting.com/TimetoDumpDemandDrafts.pdf
http://www.radixconsulting.com/TimetoDumpDemandDrafts.pdf
http://www.ftc.gov/os/caselist/1123211/index.shtm
http://www.ftc.gov/os/caselist/1123211/index.shtm
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80 In an attempt to quantify the number of 
remotely created checks being automatically 
processed through the check clearing system, in 
2007, the Federal Reserve System conducted a 
check sampling study of 30,000 randomly-selected 
checks. The study required ‘‘three independent 
investigators to ‘interrogate,’ i.e., systematically 
collect information from, each sampled check.’’ 
Federal Reserve System, 

http://www.frbservices.org/files/communications/pdf/research/2007_check_sample_study.pdf
http://www.frbservices.org/files/communications/pdf/research/2007_check_sample_study.pdf
http://www.frbservices.org/files/communications/pdf/research/2007_check_sample_study.pdf
http://www.justice.gov/usao/nj/Press/files/pdffiles/2009/sale0113%20rel.pdf
http://www.justice.gov/usao/nj/Press/files/pdffiles/2009/sale0113%20rel.pdf
http://www.occ.gov/news-issuances/bulletins/2006/bulletin-2006-39.html
http://www.occ.gov/news-issuances/bulletins/2006/bulletin-2006-39.html
http://www.occ.gov/news-issuances/bulletins/2006/bulletin-2006-39.html
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2008) (stipulated permanent injunction against 
defendants that allegedly used remotely created 
checks to defraud elderly consumers out of nearly 
$10 million in connection with high-pressure, 
deceptive sales of products that purportedly help 
blind and disabled workers). In just two months, 
Handicapped & Disabled Workshops’ telemarketers 
allegedly used unauthorized remotely created 
checks to withdraw over $5,513.55 (including 
$1,025.90 in a single day) from an 82 year old 
woman’s bank account. Id., Decl. of Patricia W. 
Bunge, ¶ 6 (Apr. 15, 2008). 

93 See, e.g., FTC v. NHS Sys., Inc., Civ. No. 08– 
2215 (E.D. Pa. Mar. 28, 2013) (Summ. J.); FTC v. 
6554962 Canada, Inc., Civ. No. 1:08–02309 (N.D. 
Ill. Aug. 19, 2009) (Default J.); FTC v. 9107–4021 
Quebec, Inc., Civ. No. 08–1051 (E.D. Ohio July 17, 
2009) (Stip. Perm. Inj.). See also, e.g., United States 
v. Borden, Cr. No. 1:08–00196 (N.D.N.Y. sentenced 
Dec. 3, 2009) (defendant pleaded guilty and was 
sentenced to 56 months’ imprisonment in 
connection with a fake medical benefits 
telemarketing scheme that used remotely created 
checks to bilk elderly consumers). 

94 See, e.g., FTC v. 3d Union Card Servs., Inc., 
Civ. No. S–04–0712 (D. Nev. July 19, 2005) (Default 
J.) (complaint alleged telemarketers initiated $10 
million in unauthorized remotely created checks 
and other debits from more than 90,000 consumers’ 
accounts in three months for fraudulent discount 
pharmacy cards). 

95 FTC v. 4086465 Canada, Inc., Civ. No. 04–1351 
(N.D. Ohio Nov. 7, 2005) (stipulated permanent 
injunction against telemarketers allegedly used 
unauthorized remotely created checks as payment 
for fake consumer protection service that promised 
to protect consumers from telemarketing and 
unauthorized banking). 

96 See supra note 84. 
97 United States v. Cimicato, Cr. No. 1:10–0012 

(W.D.N.Y. Jan. 26, 2010) (defendant pled guilty to 
wire fraud in connection with Integrated Check 
Technologies’ processing of remotely created 
checks for fraudulent Canadian telemarketers); 
United States v. Guastaferro, Cr. No. 1:09–347 
(W.D.N.Y. Jun. 27, 2011) (sentenced to 24 months 
in prison and fined $100,000 for his involvement 
in Integrated Check Technologies’ payment 
processing scheme); United States v. Whitworth, Cr. 
No. 1:10–324 (W.D.N.Y. Jan 6, 2012) (same, 
sentenced to 18 months); YMA, supra note 37; 
Payment Processing Ctr., supra note 37; FTC v. 
Interbill, Ltd., Civ. No. 2:06–01644 (D. Nev. 2007); 
FTC v. Windward Mktg., Ltd., Civ. No. 1:96–615 
(N.D. Ga. 1996); see also Capital Payment Sys., 
supra note 74; Ohio v. Cimicato, supra note 74; 
Iowa v. Teledraft, Inc., Civ. No. 04–90507 (S.D. 
Iowa filed Sept. 17, 2004). Cf., FTC v. Neovi, Inc., 
598 F. Supp. 2d 1104 (S.D. Cal. Sept. 16, 2008), 
aff’d, 604 F.3d 1150, 1158 (9th Cir. 2010) 
(defendants’ Internet-based business facilitated 
fraudulent operations that created more than 
150,000 unauthorized checks totaling more than 
$400 million). 

98 As the FFIEC has advised, ‘‘[s]ome higher-risk 
merchants routinely use third parties to process 
their transactions because of the difficulty they 
have in establishing a direct bank relationship.’’ 
FFEIC, Bank Secrecy Act Anti-Money Laundering 
Examination Manual: Third-Qationsheaft, Inc.Td
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http://www.fdic.gov/bank/individual/enforcement/2011-06-001.pdf
http://www.fdic.gov/bank/individual/enforcement/2011-06-001.pdf
http://www.fdic.gov/bank/individual/enforcement/2011-06-001.pdf
http://fdic.gov/bank/individual/enforcement/2011-12-03.pdf
http://fdic.gov/bank/individual/enforcement/2011-12-03.pdf
http://fdic.gov/bank/individual/enforcement/2011-12-03.pdf
http://www.fdic.gov/news/news/press/2012/pr12136a.html
http://www.fdic.gov/news/news/press/2012/pr12136a.html
http://www.radixconsulting.com/icbaarticle.pdf
http://www.radixconsulting.com/icbaarticle.pdf
http://www.occ.gov/ftp/release/2008-143.htm
http://www.occ.gov/ftp/release/2008-143.htm
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104 United States v. Wachovia, N.A., Cr. No. 10– 
20165 (S.D. Fla. Mar. 16, 2010) (alleging that 
defendant maintained account relationships with 
certain payment processors that deposited more 
than $418 million using remotely-created checks 
into Wachovia accounts on behalf of fraudulent 
telemarketers). 

http://www.frbservices.org/files/communications/pdf/research/2004PaymentResearchReport.pdf
http://www.frbservices.org/files/communications/pdf/research/2004PaymentResearchReport.pdf
http://www.frbservices.org/files/communications/pdf/research/2004PaymentResearchReport.pdf
http://www.federalreserve.gov/SECRS/2005/May/20050512/R-1226/R-1226_264_1.pdf
http://www.federalreserve.gov/SECRS/2005/May/20050512/R-1226/R-1226_264_1.pdf
http://www.federalreserve.gov/SECRS/2005/May/20050512/R-1226/R-1226_264_1.pdf
http://www.frbatlanta.org/documents/rprf/rprf_resources/RPRF_wp_0510.pdf
http://www.frbatlanta.org/documents/rprf/rprf_resources/RPRF_wp_0510.pdf
http://www.frbatlanta.org/documents/rprf/rprf_resources/RPRF_wp_0510.pdf
http://www.occ.gov/news-issuances/news-releases/2010/nr-occ-2010-45a.pdf
http://www.occ.gov/news-issuances/news-releases/2010/nr-occ-2010-45a.pdf
https://www.nacha.org/EPS_SupplementalInfoandMaterials#epsattachments
https://www.nacha.org/EPS_SupplementalInfoandMaterials#epsattachments
https://www.nacha.org/EPS_SupplementalInfoandMaterials#epsattachments
http://www.justice.gov/usao/fls/PressReleases/100317-02.html
http://www.justice.gov/usao/fls/PressReleases/100317-02.html
http://www.occ.gov/news-issuances/news-releases/2010/index-2010-news-releases.html
http://www.occ.gov/news-issuances/news-releases/2010/index-2010-news-releases.html
http://www.occ.gov/news-issuances/news-releases/2010/index-2010-news-releases.html


http://www.gao.gov/new.items/d06204.pdf
http://www.gao.gov/new.items/d06204.pdf
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124 GAO Report, supra note 123, at 10–11. 
125 MoneyGram’s Web site states: ‘‘In the absence 

of a proper ID, test questions can serve as an 
identification method for most transaction[s] below 
a certain dollar amount. Test questions can be 
included in a transaction, and should address 
something only the receiver could answer.’’ 
MoneyGram, Money Transfers, Receiving a Money 
Transfer, What if my receiver doesn’t have 
identification?, available at https:// 
www.moneygram.com/wps/portal/ 
moneygramonline/home/CustomerService/FAQs 
(located under the ‘‘MoneyGram’’ tab and 
‘‘Receiving a Money Transfer’’). 

126 Currently, Green Dot’s MoneyPak is the only 
cash reload mechanism accepted by PayPal as a 
funding source. PayPal, Now There’s A New Way 
to Add Cash* to Your PayPal Account With 
MoneyPak, available at https://www.paypal.com/ 
webapps/mpp/greendot-moneypak. 

127 Green Dot also enables MoneyPak consumers 
to make same-day payments to certain billers using 
a MoneyPak. However, only approved billing 
partners are authorized to accept MoneyPak 
authorization codes directly from consumers as a 
method of payment. See, e.g., GreenDot MoneyPak, 
Where can I use a MoneyPak? available at https:// 
www.moneypak.com/WhoAccepts.aspx. In contrast, 
scam artists must load the funds onto a prepaid 
card before they can withdraw the money at an 
ATM or spend down the balance. 

128 Unlike cash-to-cash money transfers which 
can be completely anonymous, electronic fund 
transfers to and from accounts maintained at 
financial institutions or with online payment 
service providers require senders and recipients to 
open and maintain accounts, which may be 
identified and traced to a particular person or 
entity. See, e.g., FFEIC, Bank Secrecy Act Anti- 
Money Laundering Examination Manual, Customer 
Identification Program—Overview, available at 
http://www.ffiec.gov/bsa_aml_
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https://www.moneygram.com/wps/portal/moneygramonline/home/CustomerService/FAQs
https://www.moneygram.com/wps/portal/moneygramonline/home/CustomerService/FAQs
https://www.moneygram.com/wps/portal/moneygramonline/home/CustomerService/FAQs
http://files.consumerfinance.gov/f/201211_cfpb_remittance-rule-bulletin.pdf
http://files.consumerfinance.gov/f/201211_cfpb_remittance-rule-bulletin.pdf
http://files.consumerfinance.gov/f/201211_cfpb_remittance-rule-bulletin.pdf
http://files.consumerfinance.gov/f/201211_cfpb_remittance-rule-bulletin.pdf
http://files.consumerfinance.gov/f/201211_cfpb_remittance-rule-bulletin.pdf
http://www.ffiec.gov/bsa_aml_infobase/pages_manual/OLM_011.htm
http://www.ffiec.gov/bsa_aml_infobase/pages_manual/OLM_011.htm
https://www.paypal.com/webapps/mpp/greendot-moneypak
https://www.paypal.com/webapps/mpp/greendot-moneypak
https://www.moneypak.com/WhoAccepts.aspx
https://www.moneypak.com/WhoAccepts.aspx
http://www.consumerfinance.gov/blog/temporarily-delaying-the-implementation-of-our-international-remittance-transfer-rule/;CFPB
http://www.consumerfinance.gov/blog/temporarily-delaying-the-implementation-of-our-international-remittance-transfer-rule/;CFPB
http://www.consumerfinance.gov/blog/temporarily-delaying-the-implementation-of-our-international-remittance-transfer-rule/;CFPB
http://www.consumerfinance.gov/blog/temporarily-delaying-the-implementation-of-our-international-remittance-transfer-rule/;CFPB


http://www.ftc.gov/bcp/workshops/fraudforum/docs/ACTElderFraudArticle9-07.pdf
http://www.ftc.gov/bcp/workshops/fraudforum/docs/ACTElderFraudArticle9-07.pdf
http://www.aarp.org/money/scams-fraud/info-04-2012/avoid-moneypak-scams.html
http://www.aarp.org/money/scams-fraud/info-04-2012/avoid-moneypak-scams.html
https://www.moneypak.com/ProtectYourMoney.aspx
https://www.moneypak.com/ProtectYourMoney.aspx
http://www.fincen.gov/statutes_regs/bsa/
https://reloadit.com/faqs2.aspx#safe
http://www.bbb.org/us/article/fraud-task-force-warns-consumers-of-scams-using-western-union-moneygram-green-dot-moneypaks-36126
http://www.bbb.org/us/article/fraud-task-force-warns-consumers-of-scams-using-western-union-moneygram-green-dot-moneypaks-36126
http://www.bbb.org/us/article/fraud-task-force-warns-consumers-of-scams-using-western-union-moneygram-green-dot-moneypaks-36126
http://www.bbb.org/us/article/fraud-task-force-warns-consumers-of-scams-using-western-union-moneygram-green-dot-moneypaks-36126


http://www.justice.gov/usao/pam/news/2012/MoneyGram_3_1_2012.htm
http://www.justice.gov/usao/pam/news/2012/MoneyGram_3_1_2012.htm
http://newyork.fbi.gov/dojpressrel/pressrel09/nyfo072109.htm
http://newyork.fbi.gov/dojpressrel/pressrel09/nyfo072109.htm
http://www.ftc.gov/bcp/edu/pubs/consumer/alerts/alt151.shtm
http://www.ftc.gov/bcp/edu/pubs/consumer/alerts/alt151.shtm
http://www.justice.gov/criminal/vns/caseup/costarican.html
http://www.justice.gov/criminal/vns/caseup/costarican.html
http://www.justice.gov/opa/pr/2006/March/06_crm_167.html
http://www.justice.gov/opa/pr/2006/March/06_crm_167.html
http://www.justice.gov/opa/pr/2006/March/06_crm_167.html


http://www.oag.state.ok.us/oagweb.nsf/srch/DAFA7D5B8A59BDC986257A24007325B8?OpenDocument
http://www.oag.state.ok.us/oagweb.nsf/srch/DAFA7D5B8A59BDC986257A24007325B8?OpenDocument
http://www.oag.state.ok.us/oagweb.nsf/srch/DAFA7D5B8A59BDC986257A24007325B8?OpenDocument
https://www.oag.state.tx.us/newspubs/releases/2008/070208moneygram_avc.pdf
https://www.oag.state.tx.us/newspubs/releases/2008/070208moneygram_avc.pdf
http://www.law.state.ak.us/press/releases/2005/111405-WesternUnion.html
http://www.law.state.ak.us/press/releases/2005/111405-WesternUnion.html
http://www.law.state.ak.us/press/releases/2005/111405-WesternUnion.html
http://www.ag.idaho.gov/media/consumerAlerts/2012/ca_07092012.html
http://www.ag.idaho.gov/media/consumerAlerts/2012/ca_07092012.html
http://www.ag.nd.gov/NewsReleases/2012/11-20-12.pdf
http://www.ag.nd.gov/NewsReleases/2012/11-20-12.pdf
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162 Because of the well-documented abuse of 
money transfers in telemarketing, the Commission, 
law enforcement, and consumer advocates contend 
that consumers should never use money transfers 
to send money to a stranger or in response to a 
telemarketing offer. See, e.g., FTC Videos, Scam 
Watch: Money Transfer Scams (Aug. 22, 2012), 
available at http://www.ftc.gov/video-library/
index.php/for-consumers/scam-watch/money-
transfer-scams/1402334883001; FTC Consumer 
Alert, Money Transfers Can Be Risky Business (Oct. 
2009), available at http://permanent.access.
gpo.gov/gpo17968/alt034.pdf; FBI, Common Fraud 
Schemes, available at http://www.fbi.gov/majcases/ 
fraud/fraudschemes.htm; Texas Att’y Gen. Gregg 
Abbott, Avoid Fraudulent Check-Cashing Scheme 
(Aug. 2008), available at http://www.oag.state.tx.us/ 
agency/weeklyag/2008/0808ckcashing.pdf; Kayce T. 
Ataiyero & Jon Yates, AARP, Con men see an 
opportune time to prey on desperate public (Jan. 1, 
2009), available at http://www.aarp.org/money/
scams-fraud/info-01-2009/con_men_see_an_
opportune_time_to_prey_on_a_desperate_
public.html. 

163 See supra notes 140–142 (alerts and consumer 
warnings about the risks of fraud-induced cash 
reload mechanisms in telemarketing schemes). 

164 16 CFR 310.4(a)(3). 
165 1995 Notice of Proposed Rulemaking, 60 FR 

8313, 8330 (Feb. 14, 1995). 
166 1995 Revised Notice of Proposed Rulemaking, 

60 FR 30406, 30416 (June 8, 1995). 
167 Id. During 1995 and 1996, the Commission 

initiated or settled lawsuits involving nearly a 
dozen recovery services operations. 68 FR at 4614 
n.403. See, e.g., FTC v. Meridian Capital Mgmt., 
Inc., Civ. No. S–96–63 (D. Nev. Nov. 20, 1996) (Stip. 
Perm. Inj.); FTC v. Fraud Action Network, Inc., Civ. 
No. S–96–191 (D. Nev. July 30, 1996) (Default J.); 
FTC v. Telecomm. Prot. Agency, Inc., Civ. No. 96– 
344 (E.D. Okla. Dec. 9, 1996) (Stip. Perm. Inj.). 

168 16 CFR 310.4(a)(3). 
169 For example, Internet (E-commerce) sales 

accounted for 50.6 percent of the more than $260 
billion of 2010 non-store merchandise sales, 
indicating how common such purchases have 
become. U.S. Census Bureau, 2010 E-commerce 
Multi-sector Report, Table 6—U.S. Electronic 
Shopping and Mail-Order Houses (NAICS 4541)— 
Total and E-Commerce Sales by Merchandise Line: 

2010 and 2009 (May 10, 2012), available at http:// 
www.census.gov/econ/estats/2010/all2010
tables.html. 

170 United States v. Business Recovery Services 
LLC, Civ. No. 2:11–0390–PHX–JAT (D. Ariz. Apr. 
15, 2011) (Prelim. Inj.). 

171 FTC, Consumer Sentinel Network Data Book 
for January–December 2012, at 9 (Feb. 2013), (‘‘2012 
Consumer Sentinel Data Book’’), available at http:// 
www.ftc.gov/sentinel/reports/sentinel-annual- 
reports/sentinel-cy2012.pdf. In 2012, 608,958 (57 
percent) of consumers reported this information in 
their Consumer Sentinel Network complaints. Id. 

172 IC3 is a joint operation of the National White 
Collar Crime Network and the FBI. 

173 IC3, 2011 Internet Crime Report, Appendix II, 
at 2 (2011), available at http://www.ic3.gov/media/ 
annualreport/2011_IC3Report.pdf. 

reload mechanisms in telemarketing is 
not outweighed by the benefit to 
consumers or competition. 

As discussed above, the enforcement 
experience of the Commission and other 
federal and state authorities, as well as 
consumer complaint evidence and 
industry guidance to consumers, 
indicate that telemarketers committing 
fraud engage in the prevalent and 
widespread use of cash-to-cash money 
transfers 162 and they are increasingly 
turning to cash reload mechanisms.163 
At the same time, the Commission 
wishes to explore whether there might 
be legitimate reasons that telemarketers 
use these payment methods instead of 
other available payment alternatives. To 
understand any potential problems 
posed for legitimate businesses by the 
proposed ban on the use of cash-to-cash 
money transfers and cash reload 
mechanisms, the Commission welcomes 
comments from the public in response 
to the questions posed in Section VIII. 
In particular, the Commission seeks 
information and data describing any 
type of legitimate commercial 
telemarketing transactions for which 
these payment methods are needed, 
including the types of products 
involved, whether the telemarketing 
calls are inbound or outbound, and 
whether the need is limited to certain 
groups of consumers—e.g., those who 
do not have bank accounts. In addition, 
the Commission seeks information as to 
why these transactions could not be 
conducted using safer and less 
anonymous payment alternatives, 
including what additional costs, if any, 
would result from using such payment 
methods. 

III. Abusive Telemarketing of Recovery 
Services 

Telemarketers pitching ‘‘recovery 
services’’ contact consumers who have 
lost money, failed to win a promised 
prize, or never received merchandise 
purchased in a previous scam. They 
promise to recover the lost money, or 
obtain the promised prize or 
merchandise, in exchange for a fee paid 
in advance. After the fee is paid, 
consumers rarely receive the promised 
services or recoup their losses. To 
protect consumers from this abusive 
practice, the Rule prohibits any 
telemarketer or seller from requesting or 
receiving payment for such recovery 
services ‘‘until seven (7) business days 
after such money or other item is 
delivered to that person.’’ 164 

As originally proposed in the 1995 
Notice of Proposed Rulemaking, the 
recovery services provision was not 
limited to the recovery of money or 
value lost as the result of a 
telemarketing transaction.165 The 
provision was revised in the Final Rule, 
however, to address the concerns of 
several commenters, including one who 
opined that this section, as proposed, 
could impair the ability of newspapers 
to accept classified advertisements for 
lost and found items.166 Moreover, at 
the time the original Rule was 
promulgated, the Commission’s 
experience with recovery services was 
limited to the recovery of money lost 
through telemarketing fraud.167 Thus, 
the scope of this provision was 
restricted to services claiming to recover 
money consumers lost ‘‘in a previous 
telemarketing transaction.’’ 168 

Since then, numerous advances in 
technology, including the widespread 
commercial use of the Internet, have 
increased the communication channels 
used by wrongdoers to defraud their 
victims.169 Consumer complaints and 

the Commission’s law enforcement 
experience reveal that such Internet 
transactions are susceptible to the same 
unfair and deceptive acts and practices 
as telemarketing transactions. For 
example, in 2011 the Department of 
Justice (upon referral from the 
Commission) sued Business Recovery 
Services and its principal, Brian 
Hessler, for allegedly telemarketing 
recovery services to consumers who lost 
money to business opportunity and 
work-at-home scams.170 Although the 
defendants targeted victims of both 
online and telemarketing scams, the 
TSR counts of the complaint were 
necessarily limited to the victims of 
prior telemarketing fraud. 
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http://www.aarp.org/money/scams-fraud/info-01-2009/con_men_see_an_opportune_time_to_prey_on_a_desperate_public.html
http://www.aarp.org/money/scams-fraud/info-01-2009/con_men_see_an_opportune_time_to_prey_on_a_desperate_public.html
http://www.aarp.org/money/scams-fraud/info-01-2009/con_men_see_an_opportune_time_to_prey_on_a_desperate_public.html
http://www.aarp.org/money/scams-fraud/info-01-2009/con_men_see_an_opportune_time_to_prey_on_a_desperate_public.html
http://www.ftc.gov/video-library/index.php/for-consumers/scam-watch/money-transfer-scams/1402334883001
http://www.ftc.gov/video-library/index.php/for-consumers/scam-watch/money-transfer-scams/1402334883001
http://www.ftc.gov/video-library/index.php/for-consumers/scam-watch/money-transfer-scams/1402334883001
http://www.ftc.gov/sentinel/reports/sentinel-annual-reports/sentinel-cy2012.pdf
http://www.ftc.gov/sentinel/reports/sentinel-annual-reports/sentinel-cy2012.pdf
http://www.ftc.gov/sentinel/reports/sentinel-annual-reports/sentinel-cy2012.pdf
http://www.oag.state.tx.us/agency/weeklyag/2008/0808ckcashing.pdf
http://www.oag.state.tx.us/agency/weeklyag/2008/0808ckcashing.pdf
http://www.census.gov/econ/estats/2010/all2010tables.html
http://www.census.gov/econ/estats/2010/all2010tables.html
http://www.census.gov/econ/estats/2010/all2010tables.html
http://www.ic3.gov/media/annualreport/2011_IC3Report.pdf
http://www.ic3.gov/media/annualreport/2011_IC3Report.pdf
http://permanent.access.gpo.gov/gpo17968/alt034.pdf
http://permanent.access.gpo.gov/gpo17968/alt034.pdf
http://www.fbi.gov/majcases/fraud/fraudschemes.htm
http://www.fbi.gov/majcases/fraud/fraudschemes.htm
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174 Lost and found advertisements are not likely 
to qualify for coverage under the Rule, which 
applies to sellers or telemarketers engaged in 
‘‘telemarketing,’’ as defined in section 310.2(dd). 

175 Section IV of the preamble was edited to meet 
the requirements for official publication in the 
Federal Register. Text setting out verbatim 
proposed changes to the current TSR text can be 
viewed at http://www.ftc.gov/os/2013/05/ 
130521telemarketingsalesrulefrn.pdf. 

176 In 2011, the Commission issued a technical 
amendment to make minor corrections to the text 
of TSR. TSR Correcting Amendments, 76 FR 58716 
(Sept. 22, 2011), available at http://www.gpo.gov/ 
fdsys/pkg/FR-2011-09-22/pdf/2011-24361.pdf. 

177 Regulation CC, 12 CFR 229.2(a). 
178

http://www.federalreserve.gov/boarddocs/press/bcreg/2005/20051121/attachment.pdf
http://www.federalreserve.gov/boarddocs/press/bcreg/2005/20051121/attachment.pdf
http://www.ftc.gov/os/2013/05/130521telemarketingsalesrulefrn.pdf
http://www.ftc.gov/os/2013/05/130521telemarketingsalesrulefrn.pdf
http://www.gpo.gov/fdsys/pkg/FR-2011-09-22/pdf/2011-24361.pdf
http://www.gpo.gov/fdsys/pkg/FR-2011-09-22/pdf/2011-24361.pdf
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180 See supra note 129 and accompanying text 
(explaining the new Remittance Transfer Rule). 

181 16 CFR 310.3(a)(3)(ii). This section also 
specifies additional disclosures the seller or 
telemarketer must make and include in the 
recording; namely, the number of debits, charge or 
payments (if more than one; the date(s) the debit(s), 
charge(s), or payment(s) will be submitted for 
payment; the amount(s) of the debit(s), charges(s), 
or payment(s); the customer’s or donor’s name; the 
customer’s or donor’s billing information identified 
with sufficient specificity that the customer or 
donor understands what account will be used to 
collect payment for the goods or services or 
charitable contraction that are the subject of the 
telemarketing transaction; a telephone number for 
customer or donor inquiry that is answered during 
normal business hours; and the date of the 
customer’s or donor’s oral authorization. Id. at 
310.3(a)(3)(ii)(A)–(G). 

182 See, e.g., FTC v. Integrity Fin. Enters., LLC, 
Civ. No. 8:08–914 (M.D. Fla. Dec. 5, 2008) 
(stipulated permanent injunction preventing 
corporate defendants from allegedly changing pre- 
sale description of promised general purpose credit 
cards in their verification recordings); FTC v. NHS 
Sys., Inc., supra note 93 (defendants used deception 
to obtain recorded verifications from defrauded 
consumers); FTC v. Publishers Bus. Servs., Inc., Civ. 
No. 2:08–00620 (D. Nev. Apr. 7, 2010) (summary 
judgment against defendants that allegedly changed 
material terms of initial offer of free or low-cost 
magazine subscriptions in verification call); FTC v. 
4086465 Canada, Inc., Civ. No. 10:4–1351 (N.D. 
Ohio Nov. 7, 2005) (stipulated permanent 
injunction preventing defendants from allegedly 
misrepresenting themselves as government or bank 
officials to obtain recorded authorizations after 
falsely representing that goods or services were free 
or would be charged in low monthly payments). 

check that is either initiated or signed 
by a consumer, for example, via a smart- 
phone application, would not be 
covered by the definition because it is 
not created by the merchant and it is 
signed by the consumer. 

The terms ‘‘cash-to-cash money 
transfer’’ and ‘‘cash reload mechanism’’ 
are referenced in proposed section 
310.4(a)(10), which would prohibit 
telemarketers or sellers from accepting 
or receiving payment via a cash-to-cash 
money transfer or cash reload 
mechanism for goods or services or 
charitable contributions in 
telemarketing. The proposed definition 
of ‘‘cash-to-cash money transfer’’ is 
limited to transfers of cash—and 
excludes any transfers that are 
electronic fund transfers under the 
EFTA, and thus subject to the full 
protections of that Act, as amended by 
section 1073 of the Dodd-Frank Wall 
Street Reform and Consumer Protection 
Act (‘‘Dodd-Frank Act’’).180 Unlike the 
transfers covered by the new Remittance 
Rule, however, the proposed TSR 
provision includes no geographic 
limitations. Thus, the proposed ban 
against the receipt of such money 
transfers in telemarketing would extend 
to those sent within or outside of the 
U.S., whether or not such transfers are 
also covered by the Remittance Rule. 

Accordingly, the Commission 
proposes to define ‘‘cash-to-cash money 
transfer’’ as the electronic (as defined in 
section 106(2) of the Electronic 
Signatures in Global and National 
Commerce Act (15 U.S.C. 7006(2)) 
transfer of the value of cash received 
from one person to another person in a 
different location that is sent by a 
money transfer provider and received in 
the form of cash. The term includes a 
remittance transfer, as defined in 
section 919(g)(2) of the Electronic Fund 
Transfer Act (‘‘EFTA’’), 15 U.S.C. 1693a, 
that is a cash-to-cash transaction; 
however it does not include any 
transaction that is (1) an electronic fund 
transfer as defined in section 903 of the 
EFTA; (2) covered by Regulation E, 12 
CFR 1005.20, pertaining to gift cards; or 
(3) subject to the Truth in Lending Act, 
15 U.S.C. 1601 et seq. For purposes of 
this definition, money transfer provider 
means any person or financial 
institution that provides cash-to-cash 
money transfers for a person in the 
normal course of its business, whether 
or not the person holds an account with 
such person or financial institution. 

The proposed definition of ‘‘cash 
reload mechanism’’ would include 
virtual deposit slips that enable 

consumers to convert cash into 
electronic form, so that it can be loaded 
onto an existing prepaid card or an 
online account with a payment 
intermediary, such as PayPal. As 
described above, the cash reload 
mechanism does not function as a 
prepaid card that can be swiped at retail 
locations or ATMs, and it is not 
intended for use in purchasing goods 
and services. To implement the 
proposed ban against the use of cash 
reload instruments in telemarketing, the 
Commission proposes to define ‘‘cash 
reload mechanism’’ as a mechanism that 
makes it possible to convert cash into an 
electronic (as defined in section 106(2) 
of the Electronic Signatures in Global 
and National Commerce Act (15 U.S.C. 
7006(2)) form that a person can use to 
add money to a general-use prepaid 
card, as defined in Regulation E, 12 CFR 
1005.2, or an online account with a 
payment intermediary. For purposes of 
this definition, a cash reload mechanism 
(1) is purchased by a person on a 
prepaid basis, (2) enables access to the 
funds via an authorization code or other 
security measure, and (3) is not itself a 
general-use prepaid card. 

B. Section 310.3(a)(3)(ii)—Proposed 
Amendment of Oral Verification 
Recording Requirements 

Section 310.3(a)(3) prohibits sellers 
and telemarketers from billing for 
telemarketing purchases or donations 
without a customer’s or donor’s 
‘‘express verifiable authorization,’’ 
unless payment is made by a credit or 
debit card. Section 310.3(a)(3)(ii) 
permits the use of an audio recording to 
produce the required verification of an 
express oral authorization, provided 
that the recording ‘‘evidences clearly 
both the customer’s or donor’s 
authorization of payment for the goods 
or services or charitable contribution 
that are the subject of the telemarketing 
transaction,’’ and the customer’s or 
donor’s receipt of specified material 
information about the transaction.181 

Although it is difficult to imagine 
how a verification recording could 
‘‘evidence clearly’’ a payment 
authorization ‘‘for the goods or services 
or charitable contribution that are the 
subject of the telemarketing transaction’’ 
without mentioning the goods, services, 
or charitable contribution, Commission 
staff have found that sellers and 
telemarketers often omit this 
information from their audio recordings, 
contrary to this provision’s mandate to 
include it. In fact, the Commission’s law 
enforcement record indicates that in 
some cases the omission has been 
intentional and has concealed from 
consumers the real purpose of the 
verification recording and the fact that 
they will be charged.182 

Accordingly, in order to make explicit 
the requirement that a verification 
recording describe the goods, services or 
charitable contribution for which 
payment authorization is sought, the 
Commission proposes to amend section 
310.3(a)(3)(ii) by adding a requirement 
that the telemarketer or seller include an 
accurate description, clearly and 
conspicuously stated, of the goods or 
services or charitable contribution for 
which payment authorization is sought. 

C. Section 310.4(a)—Abusive Practices 
in Telemarketing 

1. Proposed Section 310.4(a)(3)— 
Expansion of Advance Fee Ban on 
Recovery Services 

To protect consumers from 
unscrupulous telemarketers that have 
adapted their methods to defraud 
consumers, the Commission proposes to 
expand the scope of the Rule’s advance 
fee ban on recovery services. 
Accordingly, the text of the proposed 
amended section 310.4(a)(3) would be 
amended to eliminate the word 
‘‘telemarketing’’ from the phrase 
‘‘previous telemarketing transaction’’. 
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183 16 CFR 310.3(a)(4). 
184 16 CFR 310.3(a)(3). 

185 16 CFR 310.4(b)(1)(ii) (emphasis added). 
186 FTC, Complying with the Telemarketing Sales 

Rule 

http://business.ftc.gov/documents/bus27-complying-telemarketing-sales-rule
http://business.ftc.gov/documents/bus27-complying-telemarketing-sales-rule
http://business.ftc.gov/documents/bus27-complying-telemarketing-sales-rule




41220 Federal Register / Vol. 78, No. 131 / Tuesday, July 9, 2013 / Proposed Rules 

193 16 CFR 310.8(c). 
194 2003 TSR Amendments, 68 FR at 45136 n.27 

(citing 47 CFR 64.1200(c)(2)(i)(E), as amended July 
3, 2003). 

195 5 U.S.C. 603(a), 604(a). 
196 The RFA definition of ‘‘small entity’’ refers to 

http://www.sba.gov/sites/default/files/files/Size_Standards_Table.pdf
http://www.sba.gov/sites/default/files/files/Size_Standards_Table.pdf
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203 44 U.S.C. 3501–3521. The PRA also addresses 
reporting requirements, but neither the TSR nor the 
proposed amendments present them. 

204 16 CFR 310.6(b)(5)–(6). 

205 Even though some sellers and telemarketers, 
in order to prove that they are eligible for the safe 
harbor, might seek to document the fact that they 
have honored such requests, neither the proposed 
amendment nor the TSR requires them to do so. 

206 See 16 CFR 1.26(b)(5). 

by the Commission; (2) the requirement 
in 16 CFR 310.3(a)(3)(ii) that any 
recording made to memorialize a 
customer’s or donor’s express verifiable 
authorization must include an accurate 
description, clearly and conspicuously 
stated, of the goods or services or 
charitable contribution for which 
payment authorization is sought; (3) that 
the business-to-business exemption in 
16 CFR 310.6(b)(7) extends only to calls 
inducing a sale or contribution from the 
business itself, and not to calls inducing 
sales or contributions from individuals 
employed by the business; (4) that 
under 16 CFR 310.8(c) no person can 
participate in an arrangement to share 
the cost of accessing the National Do 
Not Call Registry; and (5) the types of 
impermissible burdens on consumers 
that violate 16 CFR 310.4(b)(1)(ii) by 
denying or interfering with their right to 
be placed on a seller’s or telemarketer’s 
entity-specific do-not-call list. A related 
amendment would specify that a seller’s 
or telemarketer’s failure to obtain the 
information necessary to honor a 
consumer’s request to be placed on a 
seller’s entity-specific do-not-call list 
pursuant to 16 CFR 310.4(b)(1)(ii) will 
disqualify it from relying on the safe 
harbor in 16 CFR 310.4(b)(3) for isolated 
or inadvertent violations. 
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207 In particular, the written request for 
confidential treatment that accompanies the 
comment must include the factual and legal basis 
for the request, and must identify the specific 
portions of the comment to be withheld from the 
public record. See FTC Rule 4.9(c), 16 CFR 4.9(c). 

financial information which is obtained 

https://ftcpublic.commentworks.com/FTC/tsrantifraudnprm
https://ftcpublic.commentworks.com/FTC/tsrantifraudnprm
https://ftcpublic.commentworks.com/FTC/tsrantifraudnprm
http://www.ftc.gov/ftc/privacy.htm
http://www.ftc.gov/ftc/privacy.htm
http://www.regulations.gov/#!home
http://www.regulations.gov/#!home
http://www.ftc.gov
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6 For purposes of this Rule, the term ‘‘signature’’ 
shall include an electronic or digital form of 
signature, to the extent that such form of signature 
is recognized as a valid signature under applicable 
federal law or state contract law. 

of this definition, money transfer 
provider means any person or financial 
institution that provides cash-to-cash 
money transfers for a person in the 
normal course of its business, whether 
or not the person holds an account with 
such person or financial institution. 
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