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Session 1: Defining the Issues with a Case Study

MARTIN ABRAMS is Executive Director of the global think tank the Centre for 
Information Policy leadership at Hunton & Williams LLP. Mr. Abrams has thirty years 
experience in consumer policy and twenty in privacy and information policy. He leads 
the Centre’s activities in global data transfer governance, next generation privacy laws, 
transparency, and international organizations. Mr. Abrams has led privacy seminars on 
five continents. Mr. Abrams founded the Centre in 2001 after working as Vice President 
Consumer Policy at Experian. He was also Assistant Vice President and Community Affairs Officer for the 
Federal Reserve Bank of Cleveland. An Anthropologist, Mr. Abrams also has a has a Masters in public affairs 
journalism from the University of Illinois Springfield.

JOSEPH ALHADEFF is the Vice President for Global Public Policy and Chief Privacy Officer for Oracle 
Corporation, one of the world’s leading suppliers of information management software. Mr. Alhadeff is 
responsible for coordinating and managing Oracle’s global privacy and public policy issues. Mr. Alhadeff 
also serves in several international organizations dedicated to Internet policy, security and privacy, such as the 
OECD and the International Chamber of Commerce, among others. Prior to joining Oracle, Mr. Alhadeff was 
General Counsel and Vice President for Electronic Commerce for the US Council for International Business 
(USCIB) in New York. Alhadeff holds an M.B.A. in management and information systems from New York 
University, a J.D. from Boston University School of Law, and a B.A. from Oberlin College.

BOJANA BELLAMY is Director of Data Privacy for Accenture, based in the company’s London offices. 
She is responsible for the company’s data privacy compliance program worldwide, in both internal operations 
and outsourcing, consulting and technology services. Prior to joining Accenture in 2001, Ms. Bellamy worked 
as Principal Consultant with Privacy Laws & Business, UK, on data protection and auditing projects for 
private and public sector clients in the UK and abroad. Ms. Bellamy has a Master’s degree from the European 
University Institute, Florence, Italy on the EC Draft Directive on Data Protection, a law degree from Belgrade 
University, Yugoslavia, and a Diploma of Advanced European Legal Studies from the College of Europe, 
Bruges, Belgium. Ms. Bellamy is fluent and writes in English, French, Italian, Serbian and Croatian

RAFAEL GARCÍA GOZALO joined the Spanish Data Protection Agency in June 2008. Prior to joining the 
agency, he worked for the Ministry of the Interior as Deputy Director of the Asylum and Refugees Office, where 
he was also responsible for the international relationships of the Office. From 1990 to 1995 he served as Senior 
Advisor to the Secretary General for Consumers’ Affairs and to the Minister of Health and Consumers’ Affairs. 
Mr. Gozalo has a degree in Psychology and a degree in Political Sciences.

Session 2: Data Security and the Law

YORAM HACOHEN was appointed in 2006 to establish Israel’s new data protection authority, the Israeli 
Law, Information and Technology Authority (ILITA), and to serve as its first head. ILITA regulates privacy 
and data protection, credit information services and digital signatures and functions as the knowledge center 
for various aspects of law and technology, such as e-Government, e-Evidence, DRM etc. Prior to his position 



YUKIKO KO is Director for International Business Planning at TransUnion LLC. She is responsible for 
developing business plans and new market strategies in countries outside of the United States. Prior to her 
current position, Ko served as the Director of the Global Business Strategy Practice with Alston & Bird LLP 
and Research Analyst at Hunton & Williams LLP. Ms. Ko is a frequent speaker and her articles have been 
published by BNA Privacy and Security Law Report and the Electronic Banking Law and Commerce Report. 
Ms. Ko earned a Bachelor of Arts in Law degree from Sophia University in Tokyo, Japan, and a Master of 
Arts in International Relations from the Johns Hopkins University in Washington, D.C. Her languages include 
Japanese (native), Spanish, French, and Chinese (Mandarin).

JEFFREY M. KOPCHIK is a Senior Policy Analyst in the FDIC’s Technology Supervision Branch, Division 
of Supervision and Consumer Protection. Mr. Kopchik is one of the FDIC’s senior staff members primarily 
responsible for technology supervision. He is involved in monitoring developments in information technology 
and helping to formulate the FDIC’s position. Before joining the FDIC in 1990, Mr. Kopchik was General 
Counsel of the National Bank of Washington, Associate Counsel of The Bank of New York, and an associate at 
a large national law firm based in New York City. 

CHRISTOPHER KUNER is a partner in the Brussels office of the international law firm Hunton & 
Williams. Mr. Kuner is Chairman of the International Chamber of Commerce (ICC) Task Force on Privacy 
and Data Protection, and was a member of the Data Protection Expert Group of the European Commission 
until its dissolution. Mr. Kuner has served as a consultant to the Organization for Economic Cooperation and 
Development (OECD) on data protection issues, and is author of the book “European Data Protection Law: 
Corporate Compliance and Regulation” (Oxford University Press 2007).
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DAVID HOFFMAN is Group Counsel for Global E-Business and Privacy for Intel Corporation. During his 
career at Intel he has managed the legal team providing coverage to the Chief Information Officer, counseled 
Intel’s research and development labs and provided antitrust and sales guidance to Intel’s sales force. Mr. 
Hoffman received his undergraduate degree in philosophy from Hamilton College. David holds a law degree 
from The Duke University School of Law, where he was an Editor on the Duke Law Journal. David is also a 
Certified Information Privacy Professional.

STEPHEN SCHARF, CISSP, is Senior Vice President and Global Chief Information Security Officer for 
Experian. Mr. Scharf is accountable for the overall strategy, leadership and governance of Experian’s Global 
Information Security and Physical Security programs. Prior to his position with Experian, Mr. Scharf was 
employed as the Global Chief Security Officer for Bloomberg, LP. Mr. Scharf also served on the Information 
Systems Security Association (ISSA) International Board of Directors. He is a regular speaker at security 
events, including talks at the United Nations. Mr. Scharf has also authored multiple articles on security topics, 
including forensics, security administration, business continuity planning, and outsourcing. 

LEIGH WILLIAMS has served as President of BITS, a division of The Financial Services Roundtable which 
focuses on improving IT-related practices and public policy on behalf of its member institutions, since April 
of 2007. Previously, Mr. Williams was a Senior Fellow at the Kennedy School of Government at Harvard 
University. While at Harvard, his research focused on public and private sector collaboration in the governance 
of privacy and security. Prior to joining the Kennedy School, Mr. Williams worked for many years at Fidelity 
Investments in various risk management, security and privacy roles, including Chief Risk Officer and Chief 
Privacy Officer.

Session 4: Data Breach and Response Best Practices

KIRSTEN BOCK studied law and legal philosophy in Kiel, Germany and Guildford, UK. She worked as a 
research assistant to Prof. Robert Alexy in Kiel and as a legal adviser for a biotechnology company. She joined 
the Independent Centre for Privacy Protection (ULD) in Kiel, Germany in 2004 where she is International 
Coordinator and head of European privacy certification - EuroPriSe. She is appointed as an external expert for 
OSCE/ODIHR.

STAN CROSLEY is the Chief Privacy Officer at Eli Lilly and Company, whose global privacy program he 
initiated in 1998. The program received the 2007 Innovation Award from the IAPP. Mr. Crosley sits on the IOM 
Medical Research and Privacy Committee, the board of directors of the International Association of Privacy 
Professionals, and the board of the Indiana Health Informatics Corporation. He is a co-founder and Chair of 
the International Pharmaceutical Privacy Consortium (IPPC). He sits on the executive committee of Shepherd 
Community Center, dedicated to breaking the cycle of poverty for families on the near-eastside of Indianapolis, 
and is active in his church and community.

ACHIM KLABUNDE received his diploma in Informatics and Communications from Bonn University. 
He worked in IT projects for the chemical and pharmaceutical industry, and supported the roll-out of GSM 
in Europe as IT project manager for the telecommunication industry. Since 2002 he has worked with the 
DG Information Society and Media at the European Commission. He is responsible for projects deploying 
e-services for citizens and businesses, with particular focus on the area of trust and security.

DAVID MEDINE, a partner with the law firm WilmerHale, has a practice that focuses on privacy, security, 
electronic commerce, consumer protection, and consumer financial services regulatory matters. From August 
2000 to January 2001, Mr. Medine served as a Senior Advisor to the National Economic Council at the White 
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House, where he advised both the President and the Assistant to the President for Economic Policy, coordinated 
Administration policies on such issues as privacy, financial institutions, and expanding capital investment in 
under-served areas. Before working at the White House, Mr. Medine was for more than a decade the Associate 
Director for Financial Practices at the Federal Trade Commission, and led the Commission’s efforts to address 
online privacy. 

RUSSELL SCHRADER is Associate General Counsel-Global Enterprise Risk and Chief Privacy Officer for 
Visa Inc. Mr. Schrader holds a J.D. from Duke University, an M.B.A. in Finance from New York University, 
and a B.A. from Wake Forest University. Mr. Schrader has been with Visa for over ten years. He has been 
responsible for payment systems policies and issues and a principal legal liaison for Visa financial institutions’ 
attorneys on regulatory issues. He is a former member of the Federal Reserve Board’s Consumer Advisory 
Council and Chair of its Depository and Payment Systems Delivery Committee. Mr. Schrader is a member of 
the Board of Directors of the Council of Better Business Bureaus.

Session 5: Data Flows and Cross-Border Conflicts

RICHARD BOURASSA is Director of International Policy Development, Electronic Commerce Branch, with 
the Canadian Department of Industry. He is actively involved in international ‘ICT for Development’ policy 
discussions, notably the UN ICT Task Force and its successor, the Global Alliance, the Internet Governance 
Forum and other multi stakeholder fora and is responsible for the delivery of Canadian ‘ICT for Development’ 
programs in support of Africa’s development. Mr. Bourassa is currently the chair of the APEC Electronic 
Commerce Steering Group. He holds a B.Eng in engineering physics, an M.Eng in electronics and an MBA.

BILLY HAWKES was appointed by the Irish Government to be Data Protection Commissioner for a five year 
period with effect from 6 July 2005. Prior to his appointment, he served in various Government Departments, 
most recently the Departments of Finance, Foreign Affairs and Enterprise, Trade and Employment.

JANE HORVATH is Google’s Global Privacy Counsel; she works with cross-functional teams to advance 
Google’s privacy principles and culture of respect for privacy by guiding the development of products and 
features that enhance user privacy and ensuring compliance with privacy laws around the world. Prior to joining 
Google, Ms. Horvath served as the Department of Justice’s first Chief Privacy and Civil Liberties Officer. 
At the DOJ, she was leader of the U.S. delegation of experts tasked with exploring common ground between 
the European Union’s Third Pillar data protection principles and U.S. Federal privacy laws. Ms. Horvath is a 
member of the Board of Directors of the International Association of Privacy Professionals. She holds a B.S. 
from the College of William and Mary and a J.D. from the University of Virginia.

KRISTIN LOVEJOY joined IBM in February of 2007 after IBM’s acquisition of Consul risk management. 
Ms. Lovejoy is the executive responsible for IBM’s Corporate Governance, Risk, Compliance and Security 
strategies. While at Consul, Ms. Lovejoy was the CTO, CIO and VP of Support and Services. Prior to Consul, 
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security, and communications privacy. He has served on expert panels including Cryptography Policy and 
Computer Security for the OECD, the Legal Experts on Cyberspace Law for UNESCO, and the Countering 
Spam program of the ITU. He currently chairs the ABA Committee on Privacy and Information Protection. He 
is editor of Privacy and Human Rights and The Privacy Law Sourcebook, and co-editor of Information Privacy 
Law. He is a graduate of Harvard College and Stanford Law School. 

HENRIETTE (“JETTY”) TIELEMANS is a partner in the Brussels office of Covington & Burling LLP. 
She regularly advises clients on all aspects of data protection and data security including complex data 
transfers issues and has been elected to the five member Expert Group on data protection issues appointed by 
the European Commission and most of her work is pan-European in nature. She is a member of the European 
Advisory Board of the IAPP. She is a regular speaker at data protection symposia and has written extensively on 
the subject. Ms. Tielemans holds a law degree (magna cum laude) from the University of Antwerp (Belgium) 
and an LL.M from Harvard where she was a Boas and Fulbright scholar.  She is fluent in Dutch, French, English 
and German.

Session 6: What Have We Accomplished and What’s Next?

NUALA O’CONNOR KELLY was named senior counsel, information governance and privacy in 2008 and 
joined GE as chief privacy leader in 2005. In her current role, Nuala co-leads GE’s Information Governance 


