


What issues have you confronted in determining what information to retain and •	
what information to dispose of?
What obstacles did you confront in persuading your organization to invest in better •	
information security? How did you get top management involved?
How did you balance the costs and benefits of compliance? How did resource •	
availability affect your data security planning?

Moderator: Burke Kappler, Attorney, Division of Privacy and Identity Protection,  
     Federal Trade Commission

Panelists:
Sherry Ramsey, Assistant Vice President for Public Policy, AT&T
Peter Reid, Chief Privacy Officer, EDS
Billy Spears, Global Privacy Officer, Dell, Inc.
Christopher Volkmer, Managing Member, Volkmer Law Firm, LLC

11:35 – 11:50 Break

11:50 – 1:00 Panel 2 — When Things Go Wrong: Planning for & 
Responding to Data Breaches
Breach response and the importance of planning ahead, including:

Anticipating and planning for a breach•	
Responding when a breach occurs•	
Breach investigation and maintenance of evidence•	
Data and systems recovery•	
Working with outsiders — what do law enforcement or technical professionals do •	
when called in to respond to a breach, and what information do they look for and 
need?
Notice and assistance to victims and consumers — how do consumers respond when •	
a trusted business suffers a breach, and what is the best way for businesses to notify 
and communicate with customers in order to protect the relationship?

Moderator: Laura Berger, Attorney, Division of Privacy and Identity Protection,  
     Federal Trade Commission

Panelists:
Kevin McCaslin, Director of Privacy and Security Compliance, Tenet HealthCare 

Corporation
David Morrow, Former Chief Security and Privacy Officer, EDS
Robert Scott, Managing Partner, Scott & Scott, LLP
Robert Sheffield, United States Secret Service

1:00 Closing Remarks


