
http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-%2f%2fEP%2f%2fTEXT%2bIM-PRESS%2b20131021IPR22706%2b0%2bDOC%2bXML%2bV0%2f%2fEN&language=EN
http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-%2f%2fEP%2f%2fTEXT%2bIM-PRESS%2b20131021IPR22706%2b0%2bDOC%2bXML%2bV0%2f%2fEN&language=EN
http://www.europarl.europa.eu/meetdocs/2009_2014/documents/libe/dv/comp_am_art_01-29/comp_am_art_01-29en.pdf
http://www.europarl.europa.eu/meetdocs/2009_2014/documents/libe/dv/comp_am_art_01-29/comp_am_art_01-29en.pdf
http://www.europarl.europa.eu/meetdocs/2009_2014/documents/libe/dv/comp_am_art_30-91/comp_am_art_30-91en.pdf
http://www.europarl.europa.eu/meetdocs/2009_2014/documents/libe/dv/comp_am_art_30-91/comp_am_art_30-91en.pdf
http://www.ftc.gov/os/2012/03/120326privacyreport.pdf
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as to when and how that consent should be obtained.  The particular means we choose may 

differ, but the challenges we face and our focus on solving them are the same. 

Despite our commonalities, recent events make the title of today’s discussion – 

http://www.ftc.gov/speeches/brill/130416mentorgroup.pdf
http://www.theguardian.com/world/2013/jun/09/edward-snowden-nsa-whistleblower-surveillance


3 

 

We have used our broad enforcement authority to challenge inappropriate privacy and 

data security practices of companies that operate throughout the Internet and mobile ecosystem.  

We have brought enforcement actions against well-known companies, such as Google,
9
 

Facebook,
10

 Twitter,
11

 and Myspace.
12

    

We have also brought myriad cases against companies that are not household names, but 

whose practices violated the law.   We’ve sued companies that spammed consumers,
13

 installed 

http://ftc.gov/os/caselist/1023136/111024googlebuzzdo.pdf
http://www.ftc.gov/os/caselist/0923184/120810facebookdo.pdf
http://www.ftc.gov/os/caselist/0923093/110311twitterdo.pdf
http://ftc.gov/os/caselist/1023058/120911myspacedo.pdf
http://www.ftc.gov/os/caselist/1023005/110929loanmodorder.pdf
http://www.ftc.gov/os/caselist/0823160/100602cyberspystip.pdf
http://www.ftc.gov/os/adjpro/d9357/130829labmdpart3.pdf
http://www.ftc.gov/os/caselist/1123182/130315epicmarketplacedo.pdf
http://www.ftc.gov/os/caselist/1123167/121003artistarenadecree.pdf
http://www.ftc.gov/os/caselist/1223158/130201pathincdo.pdf
http://www.ftc.gov/os/caselist/1223049/130702htcdo.pdf
http://www.ftc.gov/os/caselist/1223090/130903trendnetorder.pdf
http://www.nytimes.com/roomfordebate/2013/09/08/privacy-and-the-internet-of-things/regulators-must-guide-the-internet-of-things
http://www.nytimes.com/roomfordebate/2013/09/08/privacy-and-the-internet-of-things/regulators-must-guide-the-internet-of-things
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As a complement to our privacy enforcement work, the FTC is actively engaged in 

ongoing policy development to improve privacy protection in light of rapid technological 

change.  In addition to our landmark privacy report issued last year, we have addressed cutting-

edge privacy issues involving facial recognition technology,
20

 kids apps,
21

 mobile privacy 

disclosures,
22

 and mobile payments.
23

 

In light of our increasingly interconnected world, the FTC has devoted significant time to 

enhancing international privacy enforcement cooperation so that we are better able to address 

global challenges.  We continue to foster a strong relationship and engage in ongoing dialogue 

with European data protection authorities.  We meet regularly with EU DPAs, and in April I met 

with the entire Article 29 Working Party.  The Article 29 Working Party has been kind enough to 

recognize the FTC as a crucial partner in privacy and data protection enforcement.
24

  And the 

Working Party, like the FTC, has welcomed the ongoing dialogue and constructive cooperation 

between us, and stressed the need for further transatlantic cooperation, especially in enforcement 

matters, in order to achieve our common goals.
25

  Indeed, 

http://ftc.gov/opa/2012/10/facialrecognition.shtm
http://www.ftc.gov/os/2012/12/121210mobilekidsappreport.pdf
http://www.ftc.gov/opa/2013/02/mobileprivacy.shtm
http://www.ftc.gov/os/2013/03/130306mobilereport.pdf
http://ec.europa.eu/justice/data-protection/article-29/press-material/press-release/art29_press_material/20130429_pr_april_plenary_en.pdf
http://ec.europa.eu/justice/data-protection/article-29/press-material/press-release/art29_press_material/20130429_pr_april_plenary_en.pdf
http://www.ftc.gov/os/2013/06/130627usirelandmouprivacyprotection.pdf
https://privacyconference2013.org/web/pageFiles/kcfinder/files/4.%20�鶹��ý%20coordination%20resolution%20EN%20.pdf
https://privacyconference2013.org/web/pageFiles/kcfinder/files/4.%20�鶹��ý%20coordination%20resolution%20EN%20.pdf
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Another critical 

http://export.gov/safeharbor/eu/eg_main_018475.asp
http://www.europarl.europa.eu/ep-live/en/committees/video?event=20131014-1500-COMMITTEE-LIBE
http://www.europarl.europa.eu/ep-live/en/committees/video?event=20131014-1500-COMMITTEE-LIBE
http://business.ftc.gov/legal-resources/2840/3
http://export.gov/static/sh_en_FTCLETTERFINAL_Latest_eg_main_018455.pdf
http://ftc.gov/opa/2012/08/google.shtm
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course, as we do in every instance, we take the necessary time to separate fact from fiction.  And, 

as I am sure many in this audience would appreciate, we also proceed carefully to provide proper 

notice and appropriate levels of due process.  If we discover in our investigations that companies 

have committed Safe Harbor-related law violations, we will take appropriate enforcement 

actions.    

As I mentioned earlier, I think it is healthy to have a vigorous debate over how to 

appropriately balance national security and privacy, but that ongoing debate should not be 

allowed to distort discussions in the commercial sphere about role of the Safe Harbor in 

protection consumer privacy.   The EU itself has created national security exemptions in its 

existing data protection laws,
34

http://ec.europa.eu/justice/policies/privacy/docs/95-46-ce/dir1995-46_part1_en.pdf
http://ec.europa.eu/justice/data-protection/document/review2012/com_2012_11_en.pdf
http://ec.europa.eu/justice/data-protection/document/review2012/com_2012_11_en.pdf

