
Division of Advertising Practices 

Stephane Herry, CEO 
GigaTribe 
5 Rue Salomon de Rothschild 
Suresnes, France 92150 

UNITED STATES OF AMERICA 

FEDERAL TRADE COMMISSION 
WASHINGTON, D.C. 20580 

July 21,2009 

Re: Inadvertent Sharing Protection Working Group Voluntary Best Practices 
Compliance 

Dear Mr. Herry: 

In July 2008, numerous distributors of peer-to-peer file-sharing applications, including 
GigaTribe, agreed to abide by a set of guidelines (hereafter "Voluntary Best Practices"), created Practices 

has recently reviewed and analyzed the GigaTribe software 
application, version 2.52, to determine if it complies with the Voluntary Best Practices. This 
letter sets forth the results of that (leset5 )Tj
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t h e  p e e r - t o - p e e r  file-sharing applications in that it does not allow for the public sharing and 
searching 

of files, but instead requires its users to explicitly add users with whom to share files, 
and explicitly determine what files will be shared. Even so, the staff's tests show that the 
program is not in compliance with the Voluntary Best Practices. Specifically, the application 
does not comply with: 

• Section (l)(A), which requires clear, timely, and conspicuous plain-language 
warnings about the risks of inadvertent sharing of personal or sensitive data, in 
order for User-Originated Files or pre-existing folders to be shared. In fact, there 
appear to be no warnings whatsoever in the program that would alert users about 
the potentially sensitive nature of the files being shared; 

• Section (3), which requires that recursive sharing be disabled by default. The 
default settings of the GigaTribe program allow for the recursive sharing of 
folders and complete drives (e.g., the C: or D: drive, a network drive, or an 
external drive); 

• Section (4)(A), which requires clear, timely, and conspicuous warnings that 



folders often used to store personal or sensitive data, such as 


