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Introduction

Good morning.  It is a great pleasure to welcome those gathered here on the campus of

George Washington University in Washington, D.C., and those watching from places around the

globe, to “Protecting Consumers in the Next Tech-ade.”   Our distinguished panelists have come

from across the nation and around the world to share their extraordinary expertise on a wide

range of technology and consumer protection issues, and we are deeply appreciative.  Your time

and efforts will assist the Federal Trade Commission in better serving consumers.  

That technology is changing rapidly is no secret; it is simply transforming the way we

live.  In such a dynamic environment, developing sound public policy is a daunting challenge. 

These hearings are a key part of the FTC’s response to this challenge.

No doubt many of you have been to conferences at which the focus has been on how

technology itself might change, and I anticipate that we will learn about a dazzling array of

amazing and startling technologies, many of which you can see for yourself over at the Tech

Pavilion.  But our primary focus will be different.   Over the next decade (or “tech-ade,” as we

have dubbed it), these technologies and others undoubtedly will have a tremendous impact on



2   Federal Trade Commission, Anticipating the 21st Century: Consumer Protection
Policy in the New High-Tech, Global Marketplace (May 1996), available at
http://www.ftc.gov/opp/global/report/gc-v2.pdf.

2

how we live our lives.  This week, we will focus not only on how technology might change, but

also on how it will impact consumers every day and how consumer protection policy must adapt

in response.

Our ultimate goal is to identify future challenges and opportunities in fulfilling our core

mission of protecting consumers.  At the FTC, we recognize that being prepared for the future is

critical if we are to foster confidence in consumers that they will benefit from new technologies,

while being protected from undue risks that they create.

1995 Global Hearings

Our hearings build on the solid foundation erected through past FTC efforts.   In the mid-

1990's, then-FTC Chairman Robert Pitofsky recognized that we were entering an era in which

technology was changing at an increasingly rapid pace and that this could have a profound

impact on consumers.   He also recognized the importance in such an environment of reviving

the FTC’s historical role as an agency that analyzes and reports on novel and difficult consumer

issues, thereby assisting policymakers in their legislative, regulatory, and law enforcement

decisions.  

Thus, in 1995, the FTC held hearings entitled “Protecting Consumers in the Global,

High-Tech Marketplace,” more commonly known as the “Global Hearings.”  For the
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technological advances and the future of consumer protection policy.  Some of the key

conclusions set forth in the 1996 Global Hearings Report were:

• new technologies were developing at a rapid pace, and these technologies could
result in significant marketplace changes for consumers;

• new technologies could be used to perpetrate old-fashioned scams;

• new technologies were elevating some policy issues - privacy, security, and 
marketing to children - to the forefront of public debate;

• the challenge for government consumer protection agencies was to respond to 
these new challenges at a time when resources were stretched thin;

• as the new marketplace took shape, both private and public sector interests 
would be served by making sure sound consumer protection principles were in 
place; and

• consumer protection is most effective when government, businesses, and 
consumer groups all play a role.3

A decade later, these predictions may seem obvious, but that is because their insights

turned out to be correct.  The FTC’s consumer protection agenda, for instance, is now heavily

focused on privacy and security concerns.4  Privacy and security issues have become such a key

part of fulfilling our consumer protection mission that we recently created a new and separate

division within our Bureau of Consumer Protection - the Division of Privacy and Identity

Protection - that focuses exclusively on these issues.  And, of course, privacy and security issues

will be an essential part of our discussions during these hearings.  

Of course, the 1996 Global Hearings Report did not predict all consumer protection

problems that technology would create in the future.  For example, it did not foresee major

consumer protection problems like spam, spyware, and viruses.  Yet, the fact that so many of its 

predictions have proven to be true provides confidence that these hearings will be similarly
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• In 1876, a Western Union internal company memorandum opined that “this 
telephone has too many shortcomings to be seriously considered as a means of 
communication.”

• In the 1920's, an investment banking firm advised its clients not to invest in 
radio because “the wireless music box has no imaginable commercial value.  Who
would pay for a message sent to no one in particular.”

• In 1927, H.M. Warner, the founder of Warner Brothers movie studio, responded 
to the prospect of movies with sound by quipping, “Who the hell wants actors to 
talk?”

 
• In 1932, Albert Einstein held forth that “there is not the slightest indication that 

nuclear energy will ever be obtainable.  It would mean that the atom would have 
to be shattered at will.”

 
• In the 1930's, Lee Deforest, a famous inventor, said that “[w]hile theoretically and

technically television may be feasible, commercially and financially it is an 
impossibility.”  

 
• In 1943, Thomas Watson, then-Chairman of IBM, offered his insight that “there is

a world market for maybe five computers.”

• In 1977, Ken Olson, the president, chairman, and founder of Digital Equipment 
Corporation, opined that “there is no reason that anyone would want a computer 
in their home.”  

My point here is that no matter how brilliant or well-informed one may be - in fact, even if one is

Albert Einstein - - it is extremely difficult to predict the development of technology, including

which technologies will succeed in the marketplace and society. 

Given the extraordinary challenge of foreseeing the future, some might seek to

avoid it altogether, focusing only on addressing today’s consumer protection problems.  Given

the stakes, however, avoiding this challenge is not acceptable.   The inherent difficulties in

predicting the future impact of technology on consumers counsels not abdication, but the

exercise of the old-fashioned virtues of humility, prudence, and strong effort.

The Importance of Competition
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“[w]e really messed this one up.”7  To its credit, Facebook implemented its fix for the new

feature at 5 a.m. on Friday, after the company’s president and his programmers worked all night

to get it done.8  Facebook’s experience illustrates vividly the power that consumers have to

change business behavior9 and affect markets on the Internet.  Consumers believe quite strongly

that it is their Internet, and they will have a strong voice in how it is used.

Yet, consumers often do not receive enough credit.  As all policymakers consider new

proposals and actions, we must be mindful of the power of the collective voice of on-line

consumers.10  Even as we work to protect consumers from harm, by, for example, challenging

deceptive on-line claims and spyware downloads, the power of the collective consumer voice to

cause changes in business behavior and move markets must be considered in assessing what

policies to adopt.11  While interested parties will lobby for policies that benefit them, we do

consumers the best service when we ensure that markets are competitive and do not impose

unnecessary barriers or restrictions on free competition through our own new policies. 
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The Adaptability of FTC Legal Standards 

Past experience also teaches that, at the advent of each new technology, there will be an

ever-present temptation to pass new laws or issue new regulations that specifically target the



http://www.ftc.gov/speeches/majoras/060209cdtspyware.pdf.

14 15 U.S.C. § 7701 et seq.  

9

Our law enforcement efforts against spyware have reaffirmed three key consumer

protection principles.  First, a consumer’s computer belongs to him or her, not to the software

distributor.  Second, buried disclosures do not work, just as they have never worked in more

traditional areas of commerce.  And third, if a distributor puts a program on a consumer’s

computer that the consumer does not want, the consumer must be able to uninstall or disable it. 

To be sure, spyware presents serious new challenges in detection, apprehension, and

enforcement.  But our current legal authority under Section 5 of the FTC Act has been

sufficiently elastic for us to establish that traditional consumer protection principles apply to a

new technology like spyware.

Although we often do not need new laws to challenge harmful practices that arise from

new technologies, when Congress provides new tools for protecting consumers, we, of course,

vigorously use them.  Spam is a good example.  As I mentioned earlier, spam is not one of the

consumer protection problems that the FTC staff foresaw in the 1996 Global Hearings Report. 

The extremely low cost of sending email has made it an appealing marketing channel for

legitimate companies.  Unfortunately, this low cost, combined with e-mail’s anonymity, also

made spam an ideal vehicle for con artists.  In the late 1990's, consumers began to be deluged

with spam, threatening to undermine their confidence in e-commerce.    

Recognizing this risk, FTC rapidly commenced a concerted effort to combat spam, with

aggressive law enforcement at the heart being at this effort.  The Commission brought 63 spam-

related actions alleging that distributors had engaged in unfair or deceptive acts and practices in

violation of Section 5 of the FTC Act.  To enhance our ability to fight spam, Congress in 2003

enacted the CAN-SPAM Act,14 which prohibits specific practices related to the dissemination of

spam and which mandates that the FTC issue and enforce rules restricting the distribution of

spam.  Since the CAN-SPAM Act took effect in 2004, the Commission has brought 25 law





11

Conclusion

Now let us begin in earnest our inquiry into changes in technology and its implications

for the future of consumer protection policy.  I invite you to indulge your curiosity and listen

with an open mind.  I am confident that the rich conversation that we will have during these

hearings will be productive and will provide us with a firm foundation for developing the next

decade of consumer protection policy.


