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Thank you so much for that kind introduction.  

  
 And thank all of you for taking time out of your busy conference schedule to join 
me here to celebrate my birthday.  
 

http://www.nytimes.com/2013/03/04/technology/amid-do-not-track-effort-web-companies-race-to-look-privacy-friendly.html?pagewanted=all&_r=0
http://www.nytimes.com/2013/03/04/technology/amid-do-not-track-effort-web-companies-race-to-look-privacy-friendly.html?pagewanted=all&_r=0
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Increasingly, Internet companies are pushing each other to prove to consumers that their 
�G�D�W�D���L�V���V�D�I�H���D�Q�G���L�Q���W�K�H�L�U���F�R�Q�W�U�R�O���´2 

 
Industry has come to recognize that over the last couple of years, consumers have 

become much more savvy about behavioral advertising, online tracking, and big data. 
The book Big Data: A Revolution That Will Transform How We Live, Work and Think 
made it into the top 25 best-selling books on Amazon within 24 hours of its release.3  

 
And mobile commerce is the newest big data opportunity. As you are all well 

aware, the FTC has plunged into the ever-expanding sea of the mobile space, both 
ramping up our enforcement efforts and researching policies that rise to the dual 
challenge of protecting consumer privacy, while allowing the exciting mobile 
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and consent.8 In some cases the revised rule will require the third parties doing the 
additional collection to comply with COPPA. We also expanded the definition of 
�³personal information�  ́to include add
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If a separate disclosure is absolutely necessary, it must be clear and conspicuous, 
often not an easy a task in the mobile space when some ads are no larger than a 
thumbprint. If a particular platform does not provide an opportunity to make clear and 
conspicuous disclosures, that platform should not be used to disseminate advertisements 
that require such disclosures. �,�Q���R�W�K�H�U���Z�R�U�G�V�����L�I���\�R�X���F�D�Q�¶�W���G�R���L�W���U�L�J�K�W�����G�R�Q�¶�W���G�R���L�W���D�W���D�O�O�� 
(�7�K�L�V���L�V�Q�¶�W���W�K�H���I�L�U�V�W���W�L�P�H���,�¶�P quoting my mother in a speech.)  

 
Here are some other highlights of the revised dot com disclosures guidance: The 

placement of disclosures should be as close to the triggering claim as possible. 
�3�U�H�I�H�U�D�E�O�\�����D�G�Y�H�U�W�L�V�H�P�H�Q�W�V���V�K�R�X�O�G���E�H���G�H�V�L�J�Q�H�G���V�R���W�K�D�W���³�V�F�U�R�O�O�L�Q�J�´���L�V�Q�¶�W���Q�H�F�H�V�V�D�U�\���L�Q���R�U�G�H�U��
to find a disclosure.  

 
 We also talk about the desirability of making certain �G�L�V�F�O�R�V�X�U�H�V���³�X�Q�D�Y�R�L�G�D�E�O�H�´��  

Design ads in such as way so that the consumer has no choice but to see the disclosures.  
And we discuss the circumstances under which disclosures through hyperlinks will work, 
and circumstances where they may not work. 
 

The key, as always, is the net impression of the ad. The revised guidance notes 
that �L�I���D���G�L�V�F�O�R�V�X�U�H���L�V���Q�R�W���V�H�H�Q���R�U���X�Q�G�H�U�V�W�R�R�G���E�\���F�R�Q�V�X�P�H�U�V�����L�W���Z�L�O�O���Q�R�W���F�K�D�Q�J�H���W�K�H���D�G�¶�V���Q�H�W��
impression, and �Z�R�Q�¶�W���S�U�H�Y�H�Q�W the ad from being misleading. If an advertiser knows that a 
significant proportion of consumers are not noticing or understanding a disclosure that is 
necessary to prevent an ad from being deceptive, the advertiser should remedy that. 

 
Our revised dot com disclosure guidance is a good read. I recommend it to all of 

you. �,���W�K�L�Q�N���\�R�X�¶�O�O���V�H�H���L�W���D�V���,���G�R�� an essential element in our shared goal of inspiring 
consumer confidence in the online and mobile marketplace.  

 
There are two other areas where we can work together to inspire greater consumer 

trust and confidence in the online and mobile market place: Do Not Track and increased 
transparency for data brokers.  

 
Many of you know that I believe Do Not Track has the potential to offer 

consumers meaningful choices about how their data is collected and used. And a Do Not 
Track standard enabled by browsers�² whether developed through the W3C or elsewhere 
�² would be the most effective way to provide consumers with granular choices that will 
be honored across platforms�² both online and in the mobile space.  

 
I urge all stakeholders to continue their efforts to arrive at a robust, consensus-

based Do Not Track standard to allow consumers to make effective choices about 
tracking.  

 
�'�D�W�D���E�U�R�N�H�U�V���K�D�Y�H���E�H�H�Q���L�Q���W�K�H���E�L�J���G�D�W�D���E�X�V�L�Q�H�V�V���O�R�Q�J���E�H�I�R�U�H���W�K�H���W�H�U�P���³�E�L�J���G�D�W�D�´��

was coined. Today, these highly sophisticated companies know a lot about consumers, 
but consumers know nothing about them. But, as I alluded to earlier, that is changing. 
The �)�7�&���L�V���L�Q���W�K�H���S�U�R�F�H�V�V���R�I���H�[�D�P�L�Q�L�Q�J���G�D�W�D���E�U�R�N�H�U�V�¶���S�U�D�F�W�L�F�H�V�� We�¶�Y�H sent out requests 
for information to nine data brokers and we will be analyzing the information submitted 
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to better understand industry practices with a view towards issuing a report later this 
year.11  

 
In the meantime, it is important that we focus on ways to increase transparency in 

this industry. There are data brokers that provide data for marketing to consumers. And 
there are those that provide information for non-marketing purposes that fall outside the 
FCRA. However, sometimes these activities can impact eligibility determinations. One 
area of growing concern is discriminatory marketing offers�² qualifying some consumers 
to be eligible for discounts or other benefits, based on behavioral data, and disqualifying 
others, all without giving consumers the opportunity to ensure that the information on 
which these decisions are based is accurate.   

 
I have been engaged in discussions with industry leaders�² many of them here in 

this room�² about creating a web portal that would educate consumers about how data 
brokers use consumer information for marketing purposes. This web portal could also 
allow consumers to opt-out of having their information used for marketing purposes, 
particularly if the data broker already provides such an opt-out. And data brokers that 
provide information about consumers for eligibility decisions should ensure that their 
dossiers are accurate by allowing consumers to access and correct their information.   

 
These tools�² Do Not Track and a web portal to increase transparency of data 

brokers�² are not required as a matter of federal law.  But creating these tools to provide 
greater transparency and increase consumer confidence would be smart business practice.  

 
The biggest threat to today�¶s expanding and innovative cyber-economy is not the 

FTC. It is not Capitol Hill�²


