


district court and to seek an immediate halt to illegal activity. The Commission also 
seeks to obtain restitution for injured consumers, if possible; if not, the Commission 
seeks disgorgement of defendants' ill-gotten monies to the U.S. Treasury. Where 
appropriate, the Commission seeks an ex parte temporary restraining order, asset freeze 
and the appointment of a receiver to halt ongoing fraudulent activities and preserve assets 
for consumer redress. This extraordinary relief results in the immediate cessation of 
fraudulent telemarketing or other fraudulent schemes. Every year the Commission 
pursues such law enforcement activities to prevent hundreds of millions of dollars in 
fraud losses, and in the past three years, has collected over $61 million on judgments for 
consumer redress or disgorgement to the Treasury.  

In 1994, Congress passed the Telemarketing and Consumer Fraud and Abuse Prevention 
Act (the "Telemarketing Act"), giving the Commission additional authority specifically 
to attack telemarketing fraud. At Congress' direction, the Commission promulgated the 
Telemarketing Sales Rule, which became effective on December 31, 1995. The Rule 
defines and prohibits deceptive telemarketing practices and prohibits other abusive 
telemarketing practices. One very important feature of the Telemarketing Act is that it 
permits a joint federal-state telemarketing enforcement strategy by enabling state 
Attorneys General to go into federal court to enforce the Telemarketing Sales Rule, to 
halt fraudulent schemes through nationwide injunctions against companies or individuals 
that violate the Rule, and to obtain restitution for injury caused to the residents of their 
states by the Rule violations. This grant of authority to the states has provided the 
Commission with an enormous opportunity to coordinate and leverage federal law 
enforcement resources with the states for maximum effect.  

The Commission, working with its counterparts on the state level and its sister federal 
agencies, has developed a strategy of law enforcement "sweeps," in which multiple, 
simultaneous actions are filed all across the country against companies and individuals 
engaged in a particular type of fraud. Concentrating federal and state resources on a 
particular type of fraud to bring dozens of law enforcement actions at one time not only 
sends an emphatic warning to others engaged in the same fraud, it also provides a 
springboard to raise dramatically consumer awareness of that particular type of fraud. 
Since 1995, the Commission has led 56 cooperative law enforcement efforts focused 
upon the most prevalent types of fraud, including fraud that targets older consumers. 
These sweeps comprised a total of over 1,549 federal and state actions, including 365 
cases brought by the Commission. I will describe some of these sweeps more 
specifically, as I discuss common varieties of marketing fraud.  

Deceptive Prize Promotions and Lottery Clubs 

One type of telemarketing fraud in which the victims are disproportionately elderly is the 
deceptive prize promotion. Typically, the consumer receives a call enthusiastically 
congratulating him or her on having been selected to receive a valuable award -- often 
described as thousands in cash, a car, a vacation, or jewelry. However, there is a "catch" 
that requires the consumer to send payment, often by an overnight courier service, in 
order to receive the prize. Then, although the consumer sends the payment as instructed, 



he or she does not receive the promised valuable prize. If the consumer receives any 
award at all, it is generally an item of little or no value, such as inexpensive costume 
jewelry or a travel certificate that requires huge outlays of cash to redeem. Losses per 
consumer for telemarketed prize promotions generally range from a few hundred dollars 
to thousands of dollars. In some instances, consumers have lost their entire life savings to 
such scams. Although prize promotion telemarketers often ask for only a small amount 



through corporate downsizing -- are attracted to advertisements touting opportunities for 
individuals to operate their own small businesses or to work from home. In many cases, 
these business opportunities involve distributing products or services through vending 
machines or retail display racks. Calls from would-be entrepreneurs responding to these 
advertisements are connected to a telemarketer, who glowingly describes the opportunity 
and the amount of money that can be made by following the company's business plan. To 
clinch the sale, the telemarketer often provides the consumer with the names and 
telephone numbers of other people who have purportedly purchased the business 
opportunity and from whom the consumer can receive a supposedly objective opinion. In 
fact, these purported purchasers are "singers" --



Credit Card Loss Protection 

In yet another telemarketing scam, fraud artists try to get people to buy worthless credit 
card loss protection and insurance programs. The telemarketers, who prey on elderly and 
young adults, scare consumers with false stories, telling them that they are liable for 
more than $50 in unauthorized charges on their credit card accounts; that they need credit 
card loss protection because computer hackers can access their credit card numbers 
through the Internet and charge thousands of dollars to your account, and that the 
telemarketer are from "the security department" and want to activate the protection 
feature on their credit card. This type of fraud affects senior citizens in particular. The 
National Consumer's League reported that a recent study of telemarketing fraud showed 
that 71 percent of the credit card loss protection plan complaints received by the National 
Fraud Information Center were made by consumers age 50 and older.(16) To address this 
problem, the Commission, since September 1999, has led sweeps resulting in four 
Commission cases and seven state cases against this type of fraudulent operation, 
including a criminal action by Florida law enforcement authorities. 

The Internet  

To date, most of the fraud affecting the elderly has been perpetrated through the 
telephone. As the elderly begin to use the Internet, fraud operators can be expected to 
find them through this new channel of communication and commerce. The Internet offers 
a novel and exciting means for all consumers to purchase both innovative and traditional 
goods and services faster and at lower prices, to communicate more effectively, and to 
tap into rich sources of information that were previously difficult to access and that now 
can be used to make better- informed purchasing decisions. The Internet's promise of 
substantial consumer benefits is, however, coupled with the potential for fraud and 
deception. Fraud operators are opportunistic, and therefore they are always among the 
first to appreciate the potential of a new technology. After buying a computer and 
modem, scam artists can erect and maintain a Web site for $30 a month or less, and 
solicit consumers anywhere on the globe. Most Internet fraud has clear antecedents in 
telemarketing fraud. What is different is the size of the potential market, and the relative 
ease, low cost, and speed with which a scam can be perpetrated. 

The Commission believes it is important to address Internet fraud now, and in a manner 
that does not discourage legitimate commercial growth by undermining consumer 
confidence in the Internet as a safe mode of commerce. Toward that end, the 



actions, sent more than 800 advisory letters to Internet companies making questionable 
health claims, and distributed tips to consumers on how to spot cyber health fraud and on 
how to find reliable health information online.  

In addition to overall Internet-related l



Americans. Estimates indicate that nearly 80 percent of the victims in the underlying 
prize promotion and recovery room cases included in Senior Sentinel were older people. 
The FTC contributed valuable consumer complaint information to Senior Sentinel and 
also filed five civil cases in federal district court -- four against alleged fraudulent prize 
promotions and the fifth against an alleged recovery room.  



The Commission and other law enforcement agencies have taken advantage of the fact 
that many older consumers are eager to help combat fraud. In an effort that began several 
years ago, many older consumers, whose names had found their way onto lists used by 
fraudulent telemarketers, have agreed to tape record telemarketing calls they receive or to 
turn over their old telephone numbers so that undercover investigators can tape the 
telemarketers' pitches. When a law enforcement agency receives a tape of a 
telemarketing sales pitch, the agency notes that a tape of the encounter is available and 
shares that information with other law enforcers through a program known as the 
National Tape Library. The Commission and other law enforcement agencies have used 
these tapes effectively in law enforcement actions because they are often incriminating 
and capture precisely the misrepresentations made by the telemarketer. Through the 
Commission's Consumer Sentinel database, the index of the National Tape Library is 
now accessible by means of the Internet to authorized law enforcement agencies, making 
it significantly easier for consumer protection agencies to learn of and share this 
incredibly valuable evidence.  

In a similar effort to enlist older consumers in the fight against fraud, the Commission 
has joined with other law enforcers and AARP to form a public/private strike force to 
collect and review direct mail for future law enforcement purposes. Volunteers have 
agreed to send suspicious or fraudulent direct mail offers to AARP, where information 
about the offers will be entered into a database shared with law enforcement authorities.  

Consumer Education 







disgorgement to the U.S. Treasury.  

10. The Commission examined demographic data on the victims of five telefunding operations the 
Commission sued in 1994 and found that out of 143 consumers interviewed, 85 percent were at least 65 
years of age.  

11. See FTC v. North American Charitable Services, Inc., Civil No. SACV 98- 968 LHM (EEx)(C.D. Cal. 
filed Nov. 9, 1988); FTC v. Eight Point Communications, Inc., Civil No. 98-74855 (E.D. Mich. filed Nov. 
10, 1998); FTC v. Leon Saja, d/b/a Southwest Publishing, Civil No. CIV 97-0666 PHX sm (D. Ariz. filed 
March 31, 1997); FTC v. The Baylis Co., Civil. No. 94-0017-S-LMB (D. Idaho filed Jan. 10, 1994); FTC 
v. NCH, Inc., Civil No. CV-S-94-00138-LDG (LRL) (D. Nev. filed Feb. 14, 1994); FTC v. International 
Charity Consultants, Civil No. CV-S-94-00195-DWH (LRL) (D. Nev. filed Mar. 1, 1994); FTC v. United 
Holdings Group, Inc. (D. Nev. 1994); FTC v. Voices for Freedom, Civil No. 91-1542-A (E.D. Va. filed 
Oct. 21, 1991).  

12. A number of the Commission's cases sought injunctions against the defendants' failure to comply with 
the Commission's Franchise Rule, 16 C.F.R. Part 436, which requires sellers of franchises and business 
opportunities to provide prospective purchasers with disclosures covering 20 specified material topics, 
including the names and addresses of current and former owners of the franchise or business opportunity.  

13. In its investigation of one recovery room case, SCAT, Commission staff interviewed 43 consumers 
who were allegedly victimized or approached by SCAT telemarketers. Of these individuals, 81 percent 
were at least 65 years of age; 47 percent were at least 75; and 23 percent were at least 80. Similar 
percentages have been found in other recovery room cases.  

14. The Telemarketing Sales Rule expressly prohibits telemarketers from requesting or accepting payment 



No. C-3895 (Sept. 7, 1999).  


