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Dear Chairman Kovacic:

I am



INTRODUCTION

The Federal Trade Commission (FTC) seeks to ensure that the nation's markets are
competitive, efficient and free from undue restrictions. The FTC also seeks to improve the operation
of the marketplace by ending unfair and deceptive practices 'With emphasis on those practices that



We recommended that the Director, Human Resources Management Office stress to
timekeepers the need to record all time in the FPPS, including the earning and use ofcompensatory
overtime work for religious observances; assess the need for training for all new timekeepers;
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The FTC Information and Teehnology Management Offiee (ITMO) has implemented or
addressed most of the OIG-identified seeurity vulnerabilities discussed in the prior year evaluation.
ITMO took aetions that addressed 15 of 19 reeommendations at FTC Headquarters and 6 of the 8
recommendations at the San Francisco Regional Office. Our analysis of the current FTC
security/privacy control environment identified 12 findings at Headquarters (6 with an estimated



Other Potential Reviews

During the year we will also conduct research on the following FTC operations to determine
any areas for audit:

• Review ofselected contracts

• Inventory controls over accountable property

INVESTIGATIVE ACTIVITIES

The Inspector General is authorized by the IG Act to receive and investigate allegations of
employee misconduct as well as fraud, waste and abuse occurring within FTC programs and
operations. Matters of possible wrongdoing are referred to the OIG in the form of allegations or
complaints from a variety of sources, including FTC employees, other government agencies and the
general public. Reported incidents ofpossible fraud, waste and abuse can give rise to administrative,
civil or criminal investigations.

In conducting criminal investigations during the past several years, the OIG has sought
assistance from, and worked jointly with other law enforcement agencies, including other OIGs, the
Federal Bureau ofInvestigation, the U.S. Postal Inspection Service, the U.S. Secret Service, the U.S.
Marshals Service, the Internal Revenue Service, U.S. Capitol Police, Federal Protective Service as
well as state agencies and local police departments.

Investigative Summary

During this reporting period, the OIG received 40 consumer and other inquiries and reports
ofpossible wrongdoing, Of the 40 complaints, 23 involved issues that fall under the jurisdiction of
FTC program components (identity theft, credit repair, Do Not Call violations, etc.). These matters
were referred to the appropriate FTC component for disposition. Of the remaining complaints, the
OIG opened three new investigations and 10 complaints were closed with no further OIG action. We
referred three complaints to another federal agency with appropriate jurisdiction to assist the
individual and the remaining complaint is ongoing at the close of this reporting period (i.e., the OIG
is currently conducting a preliminary inquiry into the matter).

In one of the foregoing matters referred to the OIG during the current reporting period, we
provided investigative resources and support to the Department of Treasury OIG in connection with
an ongoing investigation of an employee of that agency.
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Following is a summary of the OIG's investigative activities for the six-month period ending
September 30, 2008:

PLUS: New cases

Cases pending as of 9/30/08

Investigations Closed

3

5

During this reporting period, the OIG closed four investigations. The first investigation,
opened during a prior reporting period, involved an allegation that a GS- I5 FTC employee was
misusing his Government computer by viewing pornographic images, some of which may have
invol ved minors. Because the alleged misconduct could implicate federal criminal statute, the
agency's Human Resources Management Office referred the allegation to the OIG. Evidence
obtained by the OIG indicated that the employee affirmatively searched for pornographic internet
websites, to include child pornography and/or child erotica, from his FTC office while using his FTC­
issued



The orG closed an investigation opened during the prior reporting period involving alleged
misuse ofa Goverrnnent computer and operating a business outside ofhis FTC employment that may
conflict with his official position. The orG received an allegation that an agency employee was
contacting outside attorneys who represented clients in FTC premerger filings in an attempt to sell
software marketed by his private business. The employee, through his private business, marketed
the software to outside counsel as an aid in their preparation of pre-merger notifications required
under the Hart-Scott-Rodino Act of 1976 (HSR). Although the employee had obtained agency
approval for his outside business, our investigation revealed that he was using information obtained
from sources available to him because of his FTC employment. This contradicted his prior
certification to the agency ethics staff that he would not use FTC resources, his official position or
any information obtained as a result of his official position to further his private business interests.
Our investigation also revealed that the employee installed software on his FTC-issued computer
without agency approval and in violation of agency policy. The orG referred its investigative
findings to management for further action.

Another closed investigation involved an allegation that an FTC attorney diclosed nonpublic
information without Commission authorization. We received the allegation from counsel
representing a respondent (a publicly traded company) in an FTC enforcement matter. Counsel
alleged that an agency source was leaking information to individuals in the securities investment
industry (e.g., industry analysts and portfolio manager) regarding the FTC's investigative and
enforcement activity relating to a particular company and industry. Our investigation uncovered no
evidence indicating either (1) that an unauthorized disclosure had occurred, as alleged, or (2) the
source of any unauthorized disclosure, assuming that the disclosure had occurred. We closed the
matter with no referral of our investigative findings.

The final investigation closed during the reporting period involved an allegation received
from an agency supervisor regarding possible misuse of FTC resources. The supervisor suspected
that a member of his staff was using Goverrnnent resources in connection with the operation of the
employee's private home-based business. During an OIG investigative interview, the employee
admitted to using the FTC email account for the private business and having at least one piece of
correspondence (a check) sent to the employee's FTC work address. Although the employee had
previously obtained FTC ethics staffapproval for the private business, the foregoing actions violated
the terms under which agency approval was granted. The approval was contingent upon the
employee's certification that FTC resources would not be used in connection with the private
business. The OIG referred its investigative findings to the employee's supervisor, who had made
the initial allegation, for further action. Management action respecting the referral is pending.

Matters Referred for Prosecution

During this reporting period the orG did not refer any new matters to the Department of
Justice (DOJ) for consideration of potential criminal action. The closed investigative matter,
described in the preceeding section, was presented to DOJ during a prior reporting period.

Another matter, referred to DOJ during a prior reporting period remains pending at DOJ, with
no final action to date.
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OTHER ACTIVITIES

During this reporting period, our OIG has sought the technical expertise of the United States
Postal Service OIG in conducting an ongoing criminal investigation.

Our Counsel participates regularly in the monthly meeting of the Council of Counsel to the
Inspectors General, as well as contributes to the legal discourse within that Council on matters that
are germane to the entire IG community.

Management Advisories

The OIG issued no new Management Advisories during this reporting period.

Significant Management Decisions

Section 5(a)(l2) of the Inspector General Act requires that if the IG disagrees with any
significant management decision, such disagreement must be reported in the semiannual report.
Further, Section 5(a)(II) ofthe Act requires that any decision by management to change its response
to a significant resolved audit finding must also be disclosed in the semiannual report. For this
reporting period there were no significant final management decisions made with which the OIG
disagreed and management did not revise any earlier decisions on OIG audit recommendations.

Access to Information

The IG is to be provided with ready access to all agency records, information, or assistance
when conducting an investigation or audit. Section 6(b)(2) of the IG Act requires the IG to report
to the agency head, without delay, if the IG believes that access to required information, recordsTj
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Review of Legislation

Section 4(a)(2) of the IG Act authorizes the IG to review and comment on proposed
legislation or regulations relating to the agency or, upon request, affecting the operations of the orG.
During this reporting period, the OfG reviewed no legislation.

Contacting the Office of Inspector General

Employees and the public are encouraged to contact the orG regarding any incidents of
possible fraud, waste, or abuse occurring within FTC programs and operations. The OfG telephone
number is (202) 326-2800. A confidential or anonymous message can be left 24 hours a day.
Complaints or allegations offraud, waste or abuse can also be emailed directly to orG@ftc.gov. OIG
mail should be addressed to:

Federal Trade Commission
Office oflnspector General
Room NJ-IIIO
600 Pennsylvania Avenue, NW
Washington, D.C. 20580

OfG reports can be accessed via the internet at: www.ftc.gov/oig. A visitor to the OtG home
page can download recent (1996-2008) OtG semiannual reports to Congress, the FY 1998 - 2008
financial statement audits, and other program and performance audits issued beginning in FY 1999.
A list of audit reports issued prior to FY 1999 can also be ordered via an e-mail link to the OIG. In
addition to this information resource about the orG, visitors are also provided a link to other federal
organizations and Offices of Inspector General.
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TABLE I
SUMMARY OF INSPECTOR GENERAL

REPORTING REQUIREMENTS

IG Act Reference Reporting Requirement Page(s)

Section 4(a)(2)

Section 5(a)(I)

Section 5(a)(2)

Section 5(a)(3)

Section 5(a)(4)

Section 5(a)(5)

Section 5(a)(6)

Section 5(a)(7)

Section 5(a)(8)

Review of legislation and regulations

Significant problems, abuses and deficiencies

Recommendations with respect to significant
problems, abuses and deficiencies



TABLE II
INSPECTOR



TABLE III

INSPECTOR GENERAL


