
Verifiable Consent Method 

 
 
Dear Ms. Kim: 

 
On June 30, 2015 pursuant to Section 312.12(a) of the Children’s Online Privacy 

Protection Rule (the “Rule”), Riyo Verified Limited (formerly jest8 Limited) trading as Riyo 
(“Riyo”) formally requested approval of a verified parental consent (“VPC”) mechanism not 
currently enumerated in the Rule.  

 
On September 14, 2015 during the public comment period, the Center for Digital 

Democracy (“CDD”) submitted a request for the Commission to reject the VPC mechanism. It 
would appear from its comments that the CDD lacked certain information and knowledge to 
make a technological assessment. This response attempts to clarify some of the issues as well as 
inform the FTC as to where the CDD submission contained inaccurate or irrelevant information 
regarding the technology described in Riyo’s application. 

 
Riyo respectfully requests that the Commission gives due consideration to this rebuttal 

when assessing the VPC mechanism and reviewing the CDD comments. The inaccurate 
submission made by the CDD could have a significant impact on public perception and cause 
damage to Riyo as a business, and we wish to set the record straight.  
 
 
REBUTTED COMMENTS 
compares the photos and determines whether the person on the photo ID is the same person as in 
the second photo. If Jest8 determines the photos match, the consent process is complete. 
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But there are numerous other instances substantiating the increased use of the technology in the 
financial services industry. Evidence of biometric adoption includes the following: 

 
HSBC and USAA have rolled out a feature allowing consumers to identify themselves 
with a selfie. Facial recognition technology analyzes the contours of the face and 
compares those angles to the original photo registered with the account. In USAA's 
implementation, the user has to blink, to prevent imposters trying to log in with someone 
else's photo. 
See http://www.americanbanker.com/news/bank-technology/authentication-advances-
may-finally-kill-passwords-and-pins-1074298-1.html May 2015. 
 
Vincent Endres, chief of corporate development at Hoyos Labs, says his company has 
been "swamped with interest" from banks in his company's facial recognition technology, 
which it's been testing with "several of the top 10 banks in the world. Some are looking to 
use this to let internal employees to log on without a password, some are looking at ATM 
applications," he said. "Private client groups want to get rid of tokens." 
See MasterCard Trials Facial and Fingerprint Biometric Payments in Europe and U.S., 
Jane Khodos | August 18, 2015 | Industry News, Insights & Research, available at: 
http://newsroom.mastercard.com/news-briefs/mastercard-trials-facial-and-fingerprint-
biometric-payments-in-europe-and-u-s/. 

 
 
CDD Statement: 
Further, Jest8’s limited “case studies” show only Netverify’s use in situations unrelated to 
children’s privacy (e.g., casinos and Bitcoin retailers) and do not prove the proposal would 
adequately protect children’s privacy.  
 
Riyo response: 
The situations presented in case studies are not relevant to the assessment of child privacy 
suitability. That assessment is a measure of whether or not the technology works and the 
Commission considers the approach reasonable. That the technology has been adopted by 
companies worldwide and the CDD could find not one criticism of the efficacy of the Jumio 
technology, which underpins the Riyo VPC mechanism, shows that the technology does work; 
corporations emphasize its effectiveness and consumers enjoy the convenience. The protection of 
child privacy is a matter of empowering parents to make decisions with a convenient technology, 
provided by operators that maintain COPPA compliant policies.  
 
 

ii. “Children will effortlessly circumvent Jest8’s system” 
 
CDD Statement: 
Jest8’s system would verify the ID holder, but children themselves can get photo IDs that would 
presumably pass through Jest8’s algorithm without problem. Children can get learner’s permits 
and even driver’s licenses in many states at age 14. Minors can get a U.S. passport at any age. 
Given that young children have photo IDs, it could be children themselves that use the system to 
grant “parental consent.” Alternatively, the child could consult an older sibling, an older friend, 
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CONCLUSION 
 
We hope that the information provided here will be valuable as the Commission considers the 
Riyo application for a new parental consent mechanism.  We remain open to discussion with the 
Commission regarding the points herein or any other questions it may have.  
 
 
Kind regards,  
 
 

 
………………………………. 
 
Tom Strange 
Director 
Riyo Verified Limited (formerly Jest8 Limited) 
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APPENDICES 
 

I. Example data (based on U.K. Driver license) that enables parsing and additional controls. 
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IV. Jumio airline implementation – consumer experience (showing data captured) 
 

 




