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Employee Health Care Records—FTC (FTC-II-10). 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 

Federal Trade Commission, 600 Pennsylvania Avenue, 
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health care and treatment; to verify the individual’s eligibility for certain services; for quality 

assurance (e.g., to help monitor and evaluate a contractor’s performance in delivering services). 

See OPM/GOVT-10 for a description of the purposes for which the agency may compile 

and maintain other employee medical records, if any, that are 



Management (OPM) Privacy Act system of records notice for such records, OPM/GOVT-10 

(Employee Medical File System Recor



(5) Used to disclose information, when an individual to whom a record pertains is 

mentally incompetent or under other legal disability, to any person who is responsible for the 

care of the individual, to the extent necessary, and to disclose to the agency-appointed 

representative of an employee all notices, determinations, decisions, or other written 

communications issued to the employee, in connection with an examination ordered by the 

agency under agency-filed disability retirement procedures; 

(6) Used to disclose to a requesting agency, organization, or individual the home address 

and other information concerning those individuals who it is reasonably believed might have 

contracted an illness or been exposed to or suffered from a health hazard while employed in the 

Federal work force; and 

(7) May be disclosed, to the extent they reflect information regarding the commission of 

crimes or the reporting of occurrences of communicable diseases, tumors, child abuse, births, 

deaths, alcohol or drug abuse, etc., as required by health providers and facilities by State law or 

regulation of the department of health or other agency of the State or its subdivision in which the 



POLICIES AND PRACTICES FOR STORAGE OF RECORDS:  

Stored in file folders. Some information may be stored temporarily in electronic format 

(e.g., e-mails, electronic files). 

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:  

Indexed by individual’s name. 

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS: 

Records are retained according to schedules and procedures issued or approved by the 

National Archives and Records Administration. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS: 

Access is restricted to agency personnel or contractors whose responsibilities require 

access. Paper records are maintained in lockable rooms or file cabinets. Access to electronic 

records is controlled by “user ID” and password combination and/or other appropriate electronic 

access or network controls (e.g., firewalls). FTC buildings are guarded and monitored by security 

personnel, cameras, ID checks, and other physical security measures. 

RECORD ACCESS PROCEDURES: 

 See § 4.13 of the FTC’s Rules of Practice, 16 CFR 4.13. For additional guidance, see also 

Appendix II (How To Make A Privacy Act Request), available on the FTC’s website at 

https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems and at 73 FR 33592, 

33634 (June 12, 2008). 

CONTESTING RECORD PROCEDURES: 

 See § 4.13 of the FTC’s Rules of Practice, 16 CFR 4.13. For additional guidance, see also 

Appendix II (How To Make A Privacy Act Request), available on the FTC’s website at 



https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems and at 73 FR 33592, 


