
SYSTEM NAME AND NUMBER: 

Personnel Payroll System–FTC. (FTC-III-1).  

SECURITY CLASSIFICATION : 

Unclassified. 

SYSTEM LOCATION: 

Federal Personnel Payroll System (FPPS) Management Division, U.S. Department of 

Interior, Interior Business Center, 7301 West Mansfield Avenue, Denver, CO 80227. 

Federal Trade Commission, 600 Pennsylvania Avenue, NW, Washington, DC 20580. For 

other locations where records may be maintained or accessed, see Appendix III (Locations of 

FTC Buildings and Regional Offices), available on the FTC’s website at 

https://www.ftc.gov/about- ftc/foia/foia-reading-rooms/privacy-act-systems 

https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems
mailto:SORNs@ftc.gov


PURPOSE(S) OF THE SYSTEM: 

To maintain, process and/or provide complete, accurate, and prompt: (a) payment of 

salary and deductions; (b) payroll information relating to retirement contributions, including the 

calculation of retirement benefits; (c) generation and maintenance of human resources and 

payroll records and transactions; (d) interaction of human resources and payroll systems with 

core financial systems; (e) adequate internal controls to ensure that human resources and payroll 

systems are operating in accordance with applicable laws and regulations; and (f) information, 

without extraneous material, to those internal and external to the agency who require the 

information, including the answering of employees’ inquiries regarding their retirement 

contributions while they are with the agency. 

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: 

Current and former Federal Trade Commission employees. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Employee name, Social Security number, and organizational code; pay rate and grade, 

retirement, and location data; length of service; pay, leave, time and attendance, allowances, and 



These records are also covered by the applicable system notice published by the 

Department of Interior (DOI), DOI-



 For other ways that the Privacy Act permits the FTC to use or disclose system records 

outside the agency, see Appendix I (Authorized Disclosures and Routine Uses Applicable to All 

https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems


records is controlled by “user ID” and password combination and/or other appropriate electronic 

access controls. FTC buildings are guarded and monitored by security personnel, cameras, ID 

checks, and other physical security measures. 

RECORD ACCESS PROCEDURES: 

 See § 4.13 of the FTC’s Rules of Practice, 16 CFR 4.13. For additional guidance, see also 

Appendix II (How To Make A Privacy Act Request), available on the FTC’s website 

https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems
https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems
https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems


74 FR 17863-17866 (April 17, 2009) 

73 FR 33591-33634 (June 12, 2008). 

 


