
 

 

 

 
 

SYSTEM NAME AND NUMBER: 

National Do Not Call Registry System–FTC (FTC-IV-3). 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 

Federal Trade Commission, 600 Pennsylvania Avenue, NW, Washington, DC 20580. 

System database is maintained and operated off-site by a contractor. For other locations where 

records may be maintained or accessed, see Appendix III (Locations of FTC Buildings and 

Regional Offices), available on the FTC’s website at https://www.ftc.gov/about-ftc/foia/foia-

reading-rooms/privacy-act-systems and at 87 FR 57698 (Sept. 21, 2022). 

SYSTEM MANAGER(S): 

National Do Not Call Registry Program Manager, Division of Consumer Response and 

Operations, Bureau of Consumer Protection, Federal Trade Commission, 600 Pennsylvania 

Avenue, NW, Washington, DC 20580, email: SORNs@ftc.gov. 

See Treasury/FMS.017 for the system manager and address of the www.pay.gov system. 
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them to reconcile their do-not-call lists with the Registry and comply with the do-not-call 



 

 

 

 

person, name of the person to whom the credit card is issued, e-mail address, etc.). Such 

information is part of this FTC system of records only to the exte
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be used and disclosed to other Federal, state, or local government authorities for payment or 

billing purposes, including referral to debt collection agencies or other governmental entities for 

collection, tax reporting, or other related purposes. Information that is submitted by or compiled 

on telemarketers, sellers, and their agents and that is incorporated into the www.pay.gov system 

shall also be subject to routine uses, if any, that may be separately published for that system, 

Treasury/FMS.017 (Collections Records), or any successor system notice for that system. 

For other ways that the Privacy Act permits the FTC to use or disclose system records 

outside the agency, see Appendix I (Authorized Disclosures and Routine Uses Applicable to All 

FTC Privacy Act Systems of Records), available on the FTC’s website at 

https://www.ftc.gov/about-ftc/foia/foia-reading-rooms/privacy-act-systems and at 83 FR 55542-

55543 (Nov. 6, 2018). 

POLICIES AND PRACTICES FOR STORAGE OF RECORDS: 

Records in the system are collected and maintained by an off-site FTC contractor in an 

electronic database with Web-based access subject to strict security controls (see “Safeguards” 

below). 

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS: 

Indexed by area code and phone number of individuals who have informed the 

Commission that they do not wish to receive telemarketing calls. May also be retrieved by other 

data, if any, compiled or otherwise maintained with the record. For information submitted by or 

compiled on telemarketers, sellers, or their agents, records may be indexed and retrieved by any 

category of data that is submitted by or compiled on such telemarketers, sellers, or agents. 

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS: 

Records are retained and disposed of in accordance with Schedule DAA-0122-2021-
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0002, which was approved by the National Archives and Records Administration. Consumer 

complaint entries are generally destroyed when they are 5 years old except when they are subject 

to litigation holds to preserve complaints. The consumer registration function allows consumers 

to register their telephone numbers in the DNC system and to verify whether their phone 

numbers are on the registry. These registration entries are deleted 20 years after request of the 

individual to whom the telephone number is assigned, or the phone number is disconnected and 

reassigned. Telemarketer registrations are deleted 20 years after the telemarketer account no 

longer has any active subscriptions. The retention and destruction of payment data collected from 

telemarketers, sellers, and their agents by Treasury’s FMS is described in the system notice for 

the www.pay.gov system, Treasury/FMS.017. 
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To Make A Privacy Act Request) for details. The same access procedure applies to the extent, if 

any, that the Privacy Act applies to information submitted by or compiled on telemarketers, 

sellers, or their agents, where that information is not made available for review or amendments 

when the telemarketer, seller, or agent accesses the system. 

CONTESTING RECORD PROCEDURES: 

Where an individual believes the system has erroneously recorded or omitted information 

that is collected and maintained by the system, the individual will be afforded the opportunity to 

register, change, or delete that information after the automated system identifies and verifies the 

telephone number from which the individual is calling, if the individual is using the designated 

Web site, or the individual provides other identifying information, if requested by the automated 

system. To contest the accuracy of any other information that is not accessible to the individual 

through the automated dial-in system or Web site as described in the “Notification procedures” 

section above, the request must be submitted to the FTC in writing. See Appendix II (How To 

Make A Privacy Act Request) for details. The same written request requirement applies to 

telemarketers, sellers, or their agents (to the extent, if any, that they are “individuals” within the 

meaning of the Privacy Act) when seeking to contest the accuracy of system information 

maintained on them, except for system information, if any, that can be contested or corrected 

through the automated system. 

NOTIFICATION PROCEDURES: 

To obtain notification of whether the system contains a record pertaining to that 

individual (i.e., the individual’s telephone number), individuals use a dial-in system or a 

designated Web site that will enable the identification and verification of their telephone 

numbers. Individuals filing written requests pursuant to 16 CFR 4.13 will be acknowledged and 



 

 
 

 

directed to use those automated systems. To the extent, if any, that the Privacy Act applies to 

information submitted by or compiled on telemarketers, sellers, or their agents, the system 

provides notice (i.e., confirms) that the system is maintaining such information when an 

individual accesses the system 




