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QUESTION PRESENTED 

The Fair Credit Reporting Act, 15 U.S.C. § 1681 et seq., seeks to ensure 

fairness in the system for reporting and use of information about consumers by 

regulating how consumer reporting agencies create and provide reports about con-

sumers to their customers. Among other things, it requires consumer reporting 

agencies to: 

�x provide consumers with a copy of their files upon request; 

�x adopt reasonable procedures to ensure maximum possible accuracy in 

preparing their reports; and  

�x follow specific procedures when they furnish consumer reports for em-

ployment purposes.  

15 U.S.C. §§ 1681b(b), 1681e(b), 1681g(a), 1681k(a).  

Section 230 of the Communications Decency Act, 47 U.S.C. § 230(c)(1), 

makes providers of interactive consumer services immune from claims that seek to 

hold them liable as the publisher or speaker of content for which they are not whol-

ly or partially responsible for creating or developing. The question presented is: 

Whether a consumer lawsuit alleging violations of the FCRA’s procedural 

and disclosure requirements seeks to hold the defendant liable as the publisher or 

speaker of information provided by a third party and is thereby preempted by Sec-

tion 230? 
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INTEREST OF AMICI CURIAE 

As the federal government agencies with principal responsibility for en-

forcement of the Fair Credit Reporting Act, amici curiae the Federal Trade Com-

mission and Consumer Financial Protection Bureau have a strong interest in ensur-

ing that Section 230 of the Communications Decency Act is not misconstrued to 

confer immunity from provisions of the FCRA that provide important protections 

to consumers. 

The Commission has been charged by Congress with the mission to protect 

consumers from deceptive or unfair trade practices. 15 U.S.C. § 45(a). As part of 

that mission, the Commission has long played a key role in the implementation, en-

forcement, and interpretation of the FCRA. The statute grants the Commission 

wide jurisdiction to enforce its requirements against entities involved in the con-

sumer reporting system.1 

A violation of the FCRA “constitute[s] an unfair or deceptive act or practice 

in commerce, in violation of section 5(a) of the Federal Trade Commission Act.” 

15 U.S.C. § 1681s(a). And the FCRA grants
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posed arguments that Section 230 of the Communications Decency Act immunized 

defendants from liability for their violations of consumer protection laws. See FTC 

v. LeadClick Media, LLC, 838 F.3d 158, 172-177 (2d Cir. 2016); FTC v. Accu-

search, Inc., 570 F.3d 1187, 1195-1201 (10th Cir. 2009). 

The Consumer Financial Protection Bureau implements and enforces Feder-

al consumer financial law, including the FCRA. 12 U.S.C. § 5511(a); 12 U.S.C. 

§ 5481(12)(F); 15 U.S.C. § 1681s(b). The Bureau is responsible for promulgating 

rules implementing most provisions of the FCRA, 12 U.S.C. § 5581, which are 

codified at 12 C.F.R. § 1022 (referred to as Regulation V). Congress directed 

courts to defer to the Bureau’s determinations regarding the meaning or interpreta-

tion of Federal consumer financial law, including the FCRA, as though the Bureau 

were the only agency authorized to apply, enforce, interpret, or administer the law. 

12 U.S.C. § 5512(b)(4)(B). The Bureau is also responsible for supervising non-

banks under its jurisdiction for compliance with the FCRA, including the nation-

wide consumer reporting agencies.2 

2 See Consumer Fin. Prot. Bureau, Fair Credit Reporting Act (FCRA) examina-
tion procedures

https://www.consumerfinance.gov/compliance
https://www.consumerfinance.gov/compliance
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Both the Commission and the Bureau publish guidance on FCRA compli-

ance for entities involved in the consumer reporting system, including consumer 

reporting agencies, those who furnish the information in consumer reports, and 

those who use those reports to make critical decisions about consumers’ access to 

credit, insurance, employment, and housing.3 Both agencies regularly receive com-

plaints from consumers about credit or consumer reporting practices. In 2020, the 

agencies received over 300,000 complaints about credit or consumer reporting.4 

The North Carolina Attorney General also has authority to enforce violations 

of the FCRA in coordination with the Commission and the Bureau. 12 U.S.C. 

§ 5552; 15 U.S.C. § 1681s(c). The North Carolina Attorney General’s Office also 

regularly receives, and seeks to obtain resolution of, complaints from North Caro-

lina consumers concerning disputes related to compliance with the FCRA. 

3 See generally guidance collected at https://www.ftc.gov/tips-advice/business-
center/privacy-and-security/credit-reporting, and at 
https://www.consumerfinance.gov/compliance/compliance-resources/other-
applicable-requirements/fair-credit-reporting-act/. The Commission also publishes 
information to inform consumers of their rights under the FCRA. See, e.g., FTC, 
Background Checks (March 2018), https://www.consumer.ftc.gov/articles/0157-
background-checks; FTC, Keeping Your Credit Report in Check (Jan. 2014), 
http://www.consumer.ftc.gov/blog/2014/01/keeping-your-credit-report-check. 

4 See FTC, Consumer Sentinel Network Databook 2020 (Feb. 2021) at 5, 
https://www.ftc.gov/system/files/documents/reports/consumer-sentinel-network-
data-book-2020/csn_annual_data_book_2020.pdf; Consumer Fin. Prot. Bureau, 
Consumer Response Annual Report (March 2021) at 9, 
https://files.consumerfinance.gov/f/documents/cfpb_2020-consumer-response-
annual-report_03-2021.pdf. 

4 

https://files.consumerfinance.gov/f/documents/cfpb_2020-consumer-response
https://www.ftc.gov/system/files/documents/reports/consumer-sentinel-network
http://www.consumer.ftc.gov/blog/2014/01/keeping-your-credit-report-check
https://www.consumer.ftc.gov/articles/0157
https://www.consumerfinance.gov/compliance/compliance-resources/other
https://www.ftc.gov/tips-advice/business
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As the consumer reporting system evolves with the emergence of new tech-

nologies and business practices, FCRA enforcement remains a top priority for the 

Commission, the Bureau, and the North Carolina Attorney General. The agencies’ 

efforts would be significantly hindered, however, if the district court’s decision be-

low is allowed to stand. The district court held that Section 230 of the Communica-

tions Decency Act provides immunity from an action to enforce procedural and 

disclosure obligations of the FCRA because the defendants’ consumer reports were 

compiled from records it collected from third parties. That holding misconstrues 

Section 230 by extending immunity to claims that do not seek to treat the defend-

ant as the publisher or speaker of any third-party information.  

STATEMENT 

The two statutes at issue in this case were passed to solve problems that 

overlap little, if at all, and which do not overlap here. 

The FCRA was designed to make the consumer reporting system fair to con-

sumers so that potentially inaccurate information is not used to deny them access to 

necessities like credit, insurance, housing, and employment. It requires consumer 

reporting agencies to furnish consumer reports only for allowed purposes and to 

follow procedures designed to ensure accuracy. The statute also gives consumers 

the right to receive and dispute the information in their files, to know when certain 

information about them has been reported,
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consumer reporting agencies “exercise their grave responsibilities with fairness, 

impartiality, and a respect for the consumer’s right to privacy.” 15 U.S.C. 

§ 1681(a)(4). The Act therefore subjects consumer reporting agencies to rules de-

signed to ensure that the consumer reporting system “is fair and equitable to the 

consumer, with regard to the confidentiality, accuracy, relevancy, and proper utili-

zation of [consumer-report] information.” 15 U.S.C. § 1681(b). 

Those requirements generally involve procedures that consumer reporting 

agencies must follow; they do not mandate that consumer reports always be accu-

rate. The four requirements at issue in this case are typical. Section 1681e, for ex-

ample, requires consumer reporting agencies to “follow reasonable procedures to 

assure maximum possible accuracy of the information concerning the individual 

about whom the report relates.” 15 U.S.C. § 1681e(b) (emphasis added). While in-

accuracies may be evidence that an agency lacked reasonable procedures, it is the 

lack of procedures that is the basis for liability imposed by the statutory text. Two 

other sections at issue here similarly involve procedures that a consumer reporting 

agency must follow when providing employment background checks. One section 

requires a consumer reporting agency to obtain a certification from the person re-

questing the report that they have complied and will comply with certain FCRA 

requirements and that they will not use the report in violation of state or federal 

employment laws. 15 U.S.C. § 1681b(b)(1). In addition, if such a report contains 
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adverse public record information, the consumer reporting agency must either noti-

fy the consumer that it is reporting such information and give the name and address 

of the person who requested the report, or “maintain strict procedures” to ensure 

that any information that is likely to have an adverse effect on employment is 

“complete and up to date.” 15 U.S.C. § 1681k(a)(2). The fourth FCRA requirement 

at issue in this case involves consumers’ right to know the contents of their files. It 

requires a consumer reporting agency to disclose to the consumer “[a]ll infor-
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liability based on user-posted content would lead providers of internet services to 

restrict the content they allow to be posted and ultimately stunt the development of 

the burgeoning internet medium. Zeran v. Am. Online, Inc., 129 F.3d 327, 330-331 

(4th Cir. 1997). At the same time, Congress did not want to discourage companies 

from filtering or blocking offensive content from their services. Id. at 331. 

Section 230 was Congress’s answer. To promote the robust exchange of ideas 

over the internet, avoid the potential chilling effect of liability for user content, and 

encourage intermediaries to police offensive content on their platforms, Section 

230 immunizes the providers of internet services from liability for the content 

posted by their users. See id. In pertinent part, it states: 

“No provider or user of an interactive computer service shall be treat-

ed as the publisher or speaker of any information provided by another 

information content provider.”  

47 U.S.C. § 230(c)(1). 

Section 230(c)(1) contains three requirements for immunity. First, the de-

fendant must be a provider or user of an “interactive computer service.” That term 

is defined broadly to include “any information service, system, or access software 

provider that provides or enables computer access by multiple users to a computer 

server.” 47 U.S.C. § 230(f)(2). Second, the claim at issue must seek to treat the de-

fendant “as the publisher or speaker” of specified content. 47 U.S.C. § 230(c)(1). 

10 
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And third, the content that forms the basis of the claim must be “provided by an-

other information content provider.” Id. An “information content provider” means 

“any person or entity that is responsible, in whole or in part, for the creation or de-

velopment of information provided through the Internet or any other interactive 

computer service.” 47 U.S.C. § 230(f)(3). Because Section 230 limits immunity to 

disputes involving content provided by “another” information content provider, 

immunity is not available if the defendant is partly or wholly responsible for the 

content. See, e.g., FTC v. LeadClick Media, LLC, 838 F.3d 158, 174 (2d Cir. 2016); 

Zeran, 129 F.3d at 330. 

Courts have boiled the requirements down to a three-part test, requiring that 

“(1) the defendant asserting immunity is an interactive computer service provider, 

(2) the particular information at issue was provided by another information content 

provider, and (3) the claim seeks to treat the defendant as a publisher or speaker of 

that information.” Jones v. Dirty World Entm’t Recordings LLC, 755 F.3d 398, 409 

(6th Cir. 2014); see also, e.g., LeadClick Media, 838 F.3d at 173; Universal Com-

mun. Sys. v. Lycos, Inc., 478 F.3d 413, 418 (1st Cir. 2007). 

11 
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C. The District Court’s Decision 

The plaintiffs in this case allege that Public Data1 collects, sorts, summariz-

es, and assembles public record information into reports that it makes available to 

third parties for purchase, and that Public Data therefore qualifies as a “consumer 

reporting agency” under the FCRA. See 15 U.S.C. § 1681a(f); D.Ct. Docket No. 56 

at 16-18. They allege that Public Data: 

�x failed to establish or follow reasonable procedures to assure maximum 
possible accuracy in the preparation of its reports, in violation of 15 
U.S.C. § 1681e(b); 

�x failed to disclose to the plaintiffs the contents of their files upon request, 
in violation of 15 U.S.C. § 1681g(a)(1); 

�x failed to obtain the certifications required by FCRA prior to furnishing 
employment background reports, in violation of 15 U.S.C. § 1681b; and  

�x failed to inform plaintiffs that it was furnishing criminal information 
about them for background purposes or provide them with the name and 
address of the persons to whom the information was reported, as required 
by 15 U.S.C. § 1681k(a)(1). 

J.A. 85-86 & nn.1-4; D.Ct. Docket No. 56 at 22-24, 29-30. Although the plaintiffs 

allege that Public Data’s practices had led it to provide numerous reports contain-

ing inaccurate criminal history information, id., they do not seek to hold Public 

Data liable on the basis of the inaccurate data. Instead, each claim rests on Public 

1 For convenience, we refer to the individual and corporate defendants collective-
ly as “Public Data.” 

12 
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The court next found that Public Data is not an “information content provid-

er” because it “[does] not produce the content of the reports at issue in this litiga-

tion.” J.A. 95. The court did not, however, explain how “the content of the reports” 

is “at issue in this litigation” or in any of the plaintiffs’ claims. See id. Nor did the 

court consider whether—even assuming the content of the reports were at issue— 

the plaintiffs plausibly alleged that Public Data was “responsible, in whole or in 

part, for the creation or development” of its reports, thereby meeting Section 230’s 

definition of an information content provider to whom the statutory immunity does 

not apply. 47 U.S.C. § 230(f)(3). Instead, the court appears to have believed that a 

defendant who qualifies as an “access software provider” under Section 230 cannot 

also be an “information content provider” under the statute. J.A. 94-95. After recit-

ing the complaint’s allegations—that Public Data gathers information from third 

parties; that it sorts, manipulates, and draws inferences from the data; that it creates 

its own summaries of the information; and that it collects the information into the 

reports it provides to customers—the court concluded that the defendants “fall 

within the statute’s definition of an access software provider.” J.A. 95. 

Finally, the district court held that the plaintiffs’ claims treat Public Data as 

the “publisher and distributor of third-party content.” Id. Once again, the court did 

not consider how or whether any of the claims alleged by the plaintiffs would treat 

Public Data as the “speaker” of the information in its reports or impose liability for 

14 
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exercising the traditional functions of a publisher. Instead, the court based its find-

ing on a line in the complaint stating “that Defendants have been ‘publishing inac-

curate and/or incomplete public records and criminal information.’” Id. (quoting 

D.Ct. Docket No. 56 at 18).  

ARGUMENT 

I. INTRODUCTION AND SUMMARY 

The vast expansion of companies offering to sell background reports and 

other information about consumers on the internet has shown the wisdom in Con-

gress’s concern about “the possibility of a nationwide data bank covering every 

citizen.” S. Rep. No. 91-517, at 2 (1969). It is easier than ever for such companies 

to collect information about virtually everyone and make it available for sale on the 

internet. The “possibility of a nationwide data bank”—and its use to grant or deny 

consumers access to vital services—that motivated Congress to enact the FCRA 

has become a reality, not just in the hands of the three nationwide credit reporting 

agencies, but also on the servers of many other consumer reporting agencies who 

provide background reports over the internet. Thus, the need to ensure that such 

companies “exercise their grave responsibilities with fairness, impartiality, and a 

respect for the consumer’s right to privacy”—by enforcing the procedures and lim-

itations that Congress mandated in the FCRA—is greater than ever. 15 U.S.C. 

§ 1681(a)(4). 

15 
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Enforcing the FCRA’s requirements—whether through government en-

forcement or private litigation—does not implicate the concerns that Congress 

sought to address in Section 230 of the Communications Decency Act. Although 

the information that forms the basis of a consumer reporting agency’s reports may 

originate from other sources, claims that a person has violated the FCRA generally 

do not seek to hold the defendant liable as the publisher or speaker of third-party 

content. Instead, those claims seek to hold consumer reporting agencies liable for 

their actions or omissions—not their speech—when they fail to follow the FCRA’s 

mandates. 

The claims in this case demonstrate how the FCRA regulates the actions of 

consumer reporting agencies rather than treating them as speakers or publishers of 

third party data. None of the alleged violations seeks to impose liability for the 

content of Public Data’s website or its reports. Instead, liability turns on Public 

Data’s failure to comply with its obligations to use reasonable procedures when it 

prepares reports, to provide consumers with a copy of their files, and to obtain cer-

tifications and notify the consumer when it furnishes reports to be used for em-

ployment purposes. Those claims do not treat Public Data as the publisher or 

speaker of any content that originated with a third party and Section 230 does not 

therefore provide immunity from them.  

16 
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II. SECTION 230 DOES NOT PROVIDE IMMUNITY FROM THE 

PLAINTIFFS’ FCRA CLAIMS. 

Section 230’s immunity provision states: “No provider or user of an interac-

tive computer service shall be treated as the publisher or speaker of any infor-

mation provided by another information content provider.” 47 U.S.C. § 230(c)(1). 

The statute thus grants immunity if “(1) the defendant asserting immunity is an in-

teractive computer service provider, (2) the particular information at issue was 

provided by another information content provider, and (3) the claim seeks to treat 

the defendant as a publisher or speaker of that information.” Jones, 755 F.3d at 

409; LeadClick Media, 838 F.3d at 173; Universal Commun. Sys., 478 F.3d at 418. 

The district court’s fundamental error stems from its finding that the plain-

tiffs in this case “seek to hold Defendants liable for the content of their website.” 

J.A. 92. That error led the court to analyze the application of Section 230 as if the 

claims in this case sought to impose liability for the content of Public Data’s re-

ports rather than Public Data’s failure to comply with specific requirements of the 

FCRA. J.A. 93-96. The district court thus viewed the pertinent questions to be 

whether Public Data qualified as an “information content provider” by providing 

its reports over the internet, and whether it “created the content” of its reports or 

the information had instead been provided by third parties. Id. 

The district court should instead have analyzed whether each of the four 

claims in this case seek to impose liability on Public Data as a “publisher or speak-

17 
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er” of information, and if so, whether the information that formed the basis of the 

claim was “provided by another information content provider.” 47 U.S.C. 

§ 230(c)(1). The claims against Public Data do not qualify because none of them 

seeks to treat Public Data as a “publisher or speaker” of information provided by 

another content provider.3 

A. The plaintiffs’ FCRA claims do not treat Public Data as a 
publisher or speaker. 

By its terms, Section 230 applies only to claims that seek to treat the defend-

ant as “the publisher or speaker” of third-party content. 47 U.S.C. § 230(c)(1). To 

determine whether a cause of action does so, “courts must ask whether the duty 

that the plaintiff alleges the defendant violated derives from the defendant’s status 

or conduct as a ‘publisher or speaker.’” LeadClick Media, 838 F.3d at 175 (quoting 

Barnes v. Yahoo!, Inc., 570 F.3d 1096, 1102 (9th Cir. 2009)). This Court has 

commented that “a publisher’s traditional editorial functions” include “deciding 

whether to publish, withdraw, postpone or alter content.” Zeran, 129 F.3d at 330. 

The Ninth Circuit has similarly stated that “publication involves reviewing, edit-

ing, and deciding whether to publish or to withdraw from publication third-party 

content.” Barnes, 570 F.3d at 1102. “Thus, a publisher reviews material submitted 

3 The agencies take no position on whether Public Data meets the statutory defi-
nition of “interactive computer service.” 47 U.S.C. § 230(f)(2).  

18 
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for publication, perhaps edits it for style or technical fluency, and then decides 

whether to publish it.” Id. 

The claims in this case do not derive from that sort of conduct. To begin 

with, nobody submits information about consumers to Public Data for publication. 

Quite the opposite, Public Data is alleged to seek out and purchase consumer 

information from numerous sources, to curate the records to match specific indi-

viduals, and then to compile and summarize that information in the reports it sells 

online. D.Ct. Docket No. 56 at 16-18. More importantly, however, none of the 

claims in this case involves a duty that “derives from [Public Data’s] status or con-

duct as a ‘publisher or speaker.’” Barnes, 570 F.3d at 1102. Instead, the claims 

involve duties that FCRA imposes on consumer reporting agencies which are specif-

ic to the function of a consumer reporting agency.  

For example, the duties at issue in the plaintiffs’ employment-background-

report claims are the FCRA’s requirements that consumer reporting agencies 

(1) obtain certain certifications from customers before furnishing such a report, and 

(2) notify consumers when they furnish a report containing negative information. 

See 15 U.S.C. §§ 1681b(1), 1681k(a)(1). Neither of those requirements derives 

from a purported status as a publisher or editorial functions like those described in 

Zeran and Barnes. Publishers do not have to obtain certifications from their readers 

before publishing information, nor do they have any legal duty to inform the sub-

19 





  

                                           

USCA4 Appeal: 21-1678 Doc: 29-1 Filed: 10/14/2021 Pg: 26 of 34 

pone or alter content,” Zeran, 129 F.3d at 330, publishers are held liable only for 

the ultimate inaccuracy of the content (as in the case of libel) and not, as here, for 
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tomers the certifications required by 15 U.S.C. § 1681b(b)(1), (2) failed to provide 

consumers with the notifications required by 15 U.S.C. § 1681k(a), and (3) failed 

to provide consumers with their own information as required by 15 U.S.C. 

§ 1681g. D.Ct. Docket No. 56 at 29-32. And even the plaintiffs’ fourth claim, 

which alleges Public Data violated the reasonable procedures requirement of 

15 U.S.C. § 1681e(b), see id. at 32-33, turns on the adequacy of Public Data’s pro-

cedures rather than on the accuracy or completeness of content that Public Data 

published or spoke. 

The sentence relied upon by the district court therefore did not form the ba-

sis for any alleged liability in the complaint. Indeed, the quoted language appears 

in a section of the complaint arguing that Public Data’s violations of FCRA were 

willful, in a sentence that states in full: “For example, there have recently been 

several cases brought against Defendants for publishing inaccurate and/or incom-

plete public records and criminal information about consumers who suffered ad-

verse employment actions.” See D.Ct. Docket No. 56 at 18-22 (emphasis added). 

The allegation thus was not a part of any asserted violation, but instead was intend-

ed to show that Public Data “knew or should have known about [its] legal obliga-

tions under the FCRA.” Id. at 19. The statement thus does not support the conclu-

sion that the claims in this case seek to impose liability on Public Data for actions 

it took as a publisher or speaker. 

22 
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B. Even if the plaintiffs’ FCRA claims were based on the content 
of Public Data’s reports, Public Data is not immune because it 
is an “information content provider” for that content. 

Section 230 provides immunity only when the claim at issue is “based on 

content provided by another information content provider.” LeadClick Media, 838 

F.3d at 174. Accordingly, a defendant will not be granted immunity if it is “also an 

‘information content provider’ of the content which gives rise to the underlying 

claim.” Id.; Nemet Chevrolet, Ltd. v. Consumeraffairs.com, Inc., 591 F.3d 250, 254 

(4th Cir. 2009) (“[T]he scope of § 230 immunity turns on whether [the defend-

ant’s] actions also make it an ‘information content provider.’”). The allegations of 

the complaint show that Public Data is an information content provider with re-

spect to its reports and therefore does not enjoy Section 230 immunity from claims 

based on furnishing those reports. 

A defendant is an “information content provider” if it is “responsible, in 

whole or in part, for the creation or development” of content. 47 U.S.C. § 230(f)(3); 

Jones, 755 F.3d at 408. The definition “covers even those who are responsible for 

the development of content only in part.” LeadClick, 838 F.3d at 174 (cleaned up). 

Further, a defendant is sufficiently responsible for the development of challenged 

content “if it contributes materially to the alleged illegality of the content.” Fair 

Hous. Council v. Roommates.com, LLC, 521 F.3d 1157, 1167-1168 (9th Cir. 

2008). And “[a] material contribution . . . means being responsible for what makes 

23 
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ute’s definition of an access software provider” and held that Public Data is not an 

“information content provider.” J.A. 95.  

To the extent the court believed that a defendant cannot be both an “access 

software provider” and also an “information content provider,” see id. (contrasting 

the definitions of the two terms), that is incorrect. The term “access software pro-

vider” is only relevant to the application of Section 230 immunity because the stat-

ute defines “interactive computer service” to include “any . . . access software pro-

vider.” 47 U.S.C. § 230(f)(2). Accordingly, finding that a defendant is an access 

software provider simply means that the defendant qualifies as an interactive com-

puter service. But as this Court has held, when a defendant qualifies as an interac-

tive computer service, “the scope of § 230 immunity turns on whether that person’s 

actions also make it an ‘information content provider.’” Nemet, 591 F.3d at 254 

(emphasis added). Finding the defendant is an access software provider does not 

answer that question. 

Here, the allegations show that Public Data is an information content pro-

vider for its reports because it is “responsible, in whole or in part, for the creation 

or development” of the reports. 47 U.S.C. § 230(f)(3). First, Public Data is 
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part for the development of the reports. As alleged in the complaint and described 

by the district court, Public Data manipulates the data it collects, curates it to 

match specific individual consumers, puts it into a different format for reporting to 

customers, draws inferences from the data, and creates original summaries of the 

data. J.A. 83-84; D.Ct. Docket No. 56 at 17. Public Data therefore qualifies as an 

“information content provider” by virtue of its responsibility for the creation and 

development of its reports and is not entitled to immunity from claims based on 

their content. 

Because the claims here are not based on the content of Public Data’s re-

ports, the nuance adopted by several courts—that responsibility for developing 

content depends on “contribut[ing] materially” to its “alleged illegality”—does not 

obviously apply. Roommates.com, 521 F.3d at 1167-1168. The claims do not al-

lege that anything about the content of the reports is illegal. To the extent the 

claims depend on Public Data’s practice of furnishing those reports (without com-

plying with the FCRA’s requirements) however, Public Data contributes materially 

to that alleged illegality; indeed, no FCRA liability existed for the underlying con-

tent until Public Data gathered it and compiled it into a report. The sources from 

which Public Data collects consumers’ information do not seek Public Data out, 

and the information in Public Data’s reports was not “tendered to [Public Data] for 

posting online.” Id. at 1171. Instead, Public Data makes the “affirmative decision” 

26 
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The allegations here show that Public Data met that standard and the district court 

was incorrect to hold otherwise. 

CONCLUSION 

The district court’s decision should be reversed. 
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