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    UNITED STATES OF AMERICA    
FEDERAL TRADE COMMISSION 

 
__________________________________________ 
       ) 
In the Matter of     ) AGREEMENT CONTAINING 
       ) CONSENT ORDER 
Fandango, LLC,      ) 
a limited liability company.    ) 
       ) FILE NO. 132 3089 
__________________________________________)  
          
 
 The Federal Trade Commission (“Commission”) has conducted an investigation of 
certain acts and practices of Fandango, LLC (“Fandango” or “proposed respondent”).  Proposed 
respondent, having been represented by counsel, is willing to enter into an agreement containing 
a consent order resolving the allegations contained in the attached draft complaint.  Therefore, 
 
 IT IS HEREBY AGREED by and between Fandango, LLC, by its duly authorized 
officers, and counsel for the Federal Trade Commission that: 
 
1.
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5. This agreement is for settlement purposes only and does not constitute an admission by 

proposed respondent that the law has been violated as alleged in the draft complaint, or 
the facts as alleged in the draft complaint, other than the jurisdictional facts, are true.  
 

6. This agreement contemplates that, if it is accepted by the Commission, and if such 
acceptance is not subsequently withdrawn by the Commission pursuant to the provisions 
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run any software program, code, script, or other content and to play any digital audio, 
visual, or audiovisual content.  

3. “Client software” shall mean any program or application developed by respondent or any 
corporation, subsidiary, division, or affiliate owned or controlled by respondent, that is 
installed locally on a consumer’s computer and that communicates with a server. 

4. Unless otherwise specified, “respondent” shall mean Fandango LLC and its successors 
and assigns. 

5. “Commerce” shall mean as defined in Section 4 of the Federal Trade Commission Act, 
15 U.S.C. § 44. 

 

I. 
 
 IT IS ORDERED that respondent and its officers, agents, representatives, and 
employees, directly or through any corporation, subsidiary, division, website, or other device or 
affiliate owned or controlled by respondent, shall not misrepresent in any manner, expressly or 
by implication, the extent to which respondent or its products or services maintain and protect 
the privacy, security, confidentiality, or integrity of any covered information. 
 

II. 
 
IT IS FURTHER ORDERED that respondent shall, no later than the date of service of 

this order, establish and implement, and thereafter maintain, a comprehensive security program 
that is reasonably designed to (1) address security risks related to the development and 
management of new and existing products and services for consumers, and (2) protect the 
security, integrity and confidentiality of covered information, whether collected by respondent or 
input into, stored on, captured with, or accessed through a computer using respondent’s products 
or services.  Such program, the content and implementation of which must be fully documented 
in writing, shall contain administrative, technical, and physical safeguards appropriate to 
respondent’s size and complexity, the nature and scope of respondent’s activities, and the 
sensitivity of the covered information, including:   

 
A. the designation of an employee or employees to coordinate and be 

accountable for the security program;   
 

B. the identification of material internal and external risks to the security, 
confidentiality, and integrity of covered information that could result in the 
unauthorized disclosure, misuse, loss, alteration, destruction, or other 
compromise of such information, whether such information is in respondent’s 
possession or is input into, stored on, captured with, or accessed through a 
computer using respondent’s products or services, and assessment of the 
sufficiency of any safeguards in place to control these risks.   
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C. at a minimum, this risk assessment required by Subpart B should include 
consideration of risks in each area of relevant operation, including, but not 
limited to, (1) employee training and management, including in secure 
engineering and defensive programming; (2) product design and development; 
(3) secure software design, development, and testing; (4) review, assessment, 
and response to third-party security vulnerability reports, and (5) prevention, 
detection, and response to attacks, intrusions, or systems failures;   
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i. all advertisements and promotional materials containing any 
representations covered by this order, as well as all materials 
used or relied upon in making or disseminating the 
representation; and 
 

ii. any documents, whether prepared by or on behalf of 
respondent, that contradict, qualify, or call into question 
respondent’s compliance with this order. 

   
      V. 
 
 IT IS FURTHER ORDERED that respondent shall deliver a copy of this order to all 
current and future subsidiaries, current and future principals, officers, directors, and managers, 
and to all current and future employees, agents, and representatives having responsibilities 
relating to the subject matter of this order.  Respondent shall deliver this order to such current 
subsidiaries and personnel within thirty (30) days after service of this order, and to such future 
subsidiaries and personnel within thirty (30) days after the person assumes such position or 
responsibilities.  For any business entity resulting from any change in structure set forth in Part 
VI, delivery shall be at least ten (10) days prior to the change in structure.  Respondent must 
secure a signed and dated statement acknowledging receipt of this order, within thirty (30) days 
of delivery, from all persons receiving a copy of the order pursuant to this section. 
 

VI. 
 
 IT IS FURTHER ORDERED that respondent shall notify the Commission at least 
thirty (30) days prior to any change in the corporation(s) that may affect compliance obligations 
arising under this order, including, but not limited to: a dissolution, assignment, sale, merger, or 
other action that would result in the emergence of a successor corporation; the creation or 
dissolution of a subsidiary, parent, or affiliate that engages in any acts or practices subject to this 
order; the proposed filing of a bankruptcy petition; or a change in the corporate name or address.  
Provided, however, that, with respect to any proposed change in the corporation(s) about which 
respondent learns fewer than thirty (30) days prior to the date such action is to take place, 
respondent shall notify the Commission as soon as is practicable after obtaining such knowledge.  
Unless otherwise directed by a representative of the Commission, all notices required by this Part 
shall be sent by overnight courier (not the U.S. Postal Service) to the Associate Director of 
Enforcement, Bureau of Consumer Protection, Federal Trade Commission, 600 Pennsylvania 
Avenue NW, Washington, D.C. 20580, with the subject line In the matter of Fandango, LLC, 
FTC File No. 1323089.  Provided, however, that in lieu of overnight courier, notices may be sent 
by first-class mail, but only if an electronic version of any such notice is contemporaneously sent 
to the Commission at Debrief@ftc.gov.  
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    500 Eighth Street, NW 
    Washington, DC 20004 
    Attorney for Respondent 
 
     
    FEDERAL TRADE COMMISSION 
 
 
 


