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The proposed consent order has been 
placed on the public record for thirty 
(30) days for receipt of comments by 
interested persons. Comments received 
during this period will become part of 
the public record. After thirty days, the 
Commission will again review the 
agreement and the comments received, 
and will decide whether it should 
withdraw from the agreement and take 
appropriate action or make final the 
agreement’s proposed order. 

This matter concerns alleged false or 
misleading representations that AIM 
made to consumers concerning its 
participation in the Safe Harbor privacy 
framework agreed upon by the U.S. and 
the European Union (‘‘EU’’) (‘‘U.S.-EU 
Safe Harbor Framework’’). The U.S.-EU 
Safe Harbor Framework allows U.S. 
companies to transfer data outside the 
EU consistent with European law. To 
join the U.S.-EU Safe Harbor 
Framework, a company must self-certify 
to the U.S. Department of Commerce 
(‘‘Commerce’’) that it complies with a 
set of principles and related 
requirements that have been deemed by 
the European Commission as providing 
‘‘adequate’’ privacy protection. These 
principles include notice, choice, 
onward transfer, security, data integrity, 
access, and enforcement. Commerce 
maintains a public Web site, 
www.export.gov/safeharbor, where it 
posts the names of companies that have 
self-certified to the U.S.-EU Safe Harbor 
Framework. The listing of companies 
indicates whether their self-certification 
is ‘‘current’’ or ‘‘not current.’’ 
Companies are required to re-certify 
every year in order to retain their status 
as ‘‘current’’ members of the U.S.-EU 
Safe Harbor Framework. 

American International Mailing 
provides a service for transporting mail, 
parcels, and freight worldwide. 
According to the Commission’s 
complaint, AIM has set forth on its Web 
site, www.aimmailing.com/ 
privacy.html, privacy policies and 
statements about its practices, including 
statements related to its participation in 
the U.S-EU Safe Harbor Framework. 

The Commission’s complaint alleges 
that American International Mailing 
falsely represented that it was a 
‘‘current’’ participant in the U.S.-EU 
Safe Harbor Framework when, in fact, 
from May 2010 until January 2015, AIM 
was not a ‘‘current’’ participant in the 
U.S.-EU Safe Harbor Framework. The 
Commission’s complaint alleges that in 
May 2006, American International 
Mailing submitted its self-certification 
to the U.S.-EU Safe Harbor Framework. 
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1 In particular, the written request for confidential 
treatment that accompanies the comment must 
include the factual and legal basis for the request, 
and must identify the specific portions of the 
comment to be withheld from the public record. See 
FTC Rule 4.9(c), 16 CFR 4.9(c). 

discretion, the Commission tries to 
remove individuals’ home contact 
information from comments before 
placing them on the Commission Web 
site. 

Because your comment will be made 
public, you are solely responsible for 
making sure that your comment does 
not include any sensitive personal 
information, like anyone’s Social 
Security number, date of birth, driver’s 
license number or other state 
identification number or foreign country 
equivalent, passport number, financial 
account number, or credit or debit card 
number. You are also solely responsible 
for making sure that your comment does 
not include any sensitive health 
information, like medical records or 
other individually identifiable health 
information. In addition, do not include 
any ‘‘[t]rade secret or any commercial or 
financial information which . . . is 
privileged or confidential,’’ as discussed 
in Section 6(f) of the FTC Act, 15 U.S.C. 
46(f), and FTC Rule 4.10(a)(2), 16 CFR 
4.10(a)(2). In particular, do not include 
competitively sensitive information 
such as costs, sales statistics, 
inventories, formulas, patterns, devices, 
manufacturing processes, or customer 
names. 

If you want the Commission to give 
your comment confidential treatment, 
you must file it in paperTj
-1Wfi55 9h4iive 
you atublic record. 
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