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Good morning. It's a pleasure to be here-- even at this early hour-- to talk with you 

about the increasingly important issues surrounding personal privacy in the information age. 

More than twenty-five years ago, DOD's Advanced Research Projects Agency undertook 

development of an experimental computer network -- kno\vn as ''ARPNet" -- the technological 

embryo of what we now know and love as the Internet. In time. the Net's "backbone·· --linked 

computers at government facilities like ?\SF. l'iASA, DOE and DOD-- expanded to connect 

users to a worldwide network supporting activities in go\·ernment, uni\·ersities. and industry labs. 

Today, we're all moving online to participate in J revolution that will profoundly alter the \\ay 

we deliver. access. and use information. According to a poll released yesterday by the 

Media Research group for Commerce::\et. 3 7 million people in the US and Canada-- about 17 

percent ofthe population -- have access to the Internet through home or office computers. Of 

that number, 2-f million adults have actually logged on to the Internet in the last 90 days. And, 

indeed, if there is consensus about anything in \Vashington, it's the fact that the technological 

convergence of previously distinct telecommunications, information, and mass media industries 

now underway will drive world economics as \Ve move from the 20th to the 21st Century. 

This conference takes place at a critical juncture. The phenomenal gr0\\1h of on-line 

systems such as the \Vorld \Vide Web has opened up a vast arena for commercial transactions. 

The new technology has made it possible for consumers and businesses to capture and use 

commercial information in ways that were unimaginable just a few years ago. Consumers have 

available to them a staggering array of information with which to make purchasing decisions. 



Business, on the other hand, has available to it consumer marketing information and transactional 

data that is much richer, more detailed and more personalized than ever before. The new 

technology benefits consumers and businesses alike. In my view, the new technology also 

imposes significant privacy protection obligations on all parties to on-line commercial 

transactions. 

The risks and bene tits inherent in the new world of on-line commercial transactions ha\ e 

been the subject of much public debate. In April, the Federal Trade Commission, on which I 

serve, sponsored a workshop on Consumer Protection and the Global Infom1ation Infrastructure. 

The session devoted to pri \ acy issues \\as particularly enlightening. bringing together 

representatives of industry. consumer groups and privacy advocates to begin to define the 

privacy isstles raised by on-line commercial transactions. One thing emerged clearly from the 

April meeting: increased use of the :\II for commercial transactions will generate vast quantities 

of data documenting transactions that can be easily and cheaply stored, analyzed, and reused. 

This transactional data trail poses an incredible risk to personal privacy. Any attempt to address 

the issue of consumer privacy in this context must take into account the concerns of all who 

have a stake in the continued gro\\1h of the on-line commercial environment. 

In June of this year, the Clinton Administration's National Information Infrastructure 

Task Force (NIITF) issued an important document entitled "Privacy and the Nationa! 

Information Infrastructure: Principles For Providing and Csing Personal Information." 
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These "Privacy Principles" reflect a recognition that the nature of the electronic medium itself 

must shape development of a workable privacy policy. Specifically: 

( 



      

             

            

     

              

             

            

             

             

               

              

               

       

             

             

                 

             

              

 



           

           

             

                

  

           

           





              

               

               

               

            

             

              

               

                

              

             

              

 

             

             

               

            

          

              

 

 



               

       

                 

           

               

               

             

            

     

            

            

               

               

              

                

         

 



                

   



                  

                  

             

 

 


