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So things are early days here, right? Like, this is a nascent industry. You know, Venmo is doing, 
I think, around $4 billion per quarter about now. But that pales in comparison to about the trillion 
that sloshes around in the banking system in consumer payments. So that's still where we are. It's 
nascent, growing, and exciting.  

DUANE POZZA: Christina, did you want to add to that?  

CHRISTINA TETREAULT: Sure, I just wanted to add I think that we'll see a lot of changes as 
we move towards real time payments. So folks may or may not be aware, the Federal Reserve 
has convened a number of different segments of the marketplace, including consumer groups, 
and I'm a member of the task force that's looking to bring real time payments to the United 
States. And I think, as the efforts move forward within the task force, and outside of the task 
force, I think there will be a tremendous amount of change that comes to payments, but 
particularly to peer-to-peer. And some of the issues that we'll talk about today may be resolved 
and dissipate, and others may surface. So I think it's a really exciting time, and I anticipate a 
great deal of change in the next couple years.  

DUANE POZZA: And Beth?  

BETH CHUN: Thanks. To follow up with what Brian and Christina were just saying. But first, 
to begin, to introduce myself, I always need to make sure to say that the information that I am 
providing to you today should be considered general information, and should not be considered 
legal advice. And the opinions expressed by myself today are my own, and do not represent the 
Office of the Attorney General of Texas.  

So I think that what Brian was mentioning is important, the fact that there are all these different 
iterations of peer-to-peer payments that are popping up, including Venmo. The Office of the 
Attorney General of Texas did obtain a settlement with PayPal regarding their Venmo app in 
May of this year. And I think that brings up an interesting point, that the social network aspect of 
some of these apps may not always be something that consumers are expecting.  

And so, to the extent that those pop up, and these sort of peer-to-peer payment systems, it's 
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challenge. And you may be paying fees that are disproportionately outsized compared to the 
actual transaction.  

One example I like to use is my sister, who, until about a year ago, was studying abroad in 
London. And she had to go through a massive amount of  rigmarole to get money from family in 
the United States into her account in a British bank. Not to continue to promote Circle too 
excessively, but if we had been live at that time, she could have had money in her account 
immediately for approximately 50 basis points, or whatever the exchange rate modification was 
at that time. And there are other services, like TransferWise and others, that are providing similar 
capabilities at a fraction of the cost of the traditional payment system.  

So just to reinforce it, the upside is huge. There are use cases we've not even thought of. I am 
really interested in the concept of micro-payments as well. Very intrigued to see where they're 
going to go. And obviously, my job at Circle was very focused on the downside and mitigating 
that risk, so I'm sure we're going to get into that a little bit later.  

PATRICK EAGAN-VAN METER: And Brian, in your answer could you also talk about the 
benefits, in terms of expanding financial access to underserved consumer populations?  

BRIAN PETERS: That's what I was going to do.  

PATRICK EAGAN-VAN METER: All right.  

BRIAN PETERS: No. Jo Ann and Matt both said it right. I think the hallmark consumer benefits 
that I mentioned before as consumer expectations really do have, I think, some of the most 
potential for the underserved. The underbanked and the unbanked together account for 26%, 
27% of the country here in the United States.  

When Jo Ann was talking about speed, speed is critical when it comes to households who are 
living paycheck to paycheck, or if they are financially stressed for whatever reason. Her point 
was spot on. If they don't know that the money will be there and be available when they need it 
to be, they're more likely to turn to alternative financial services, which are, as we know, check 
cashers that charge 1% to 5% to get access to your money, just to turn it into cash, or payday 
loans, or title loans, or other kind of very difficult spirals to even poorer financial health.  

So to the extent that this can be a model, and that it can be even taken advantage of by the 
underserved, and it is a consumer expectation that everybody has, because I think we all face 
challenges with some of the friction in the financial system. Technology companies like the ones 
I represent, that's their whole focus, is they're always about moving things as quickly as they can, 
and removing friction and pain points from people's lives. And in the financial system, there are 
a lot of pain points. If you can remove those, those, I think, have a disproportionate negative 
impact on the underserved.  

Just to put a finer point on it, the average unbanked household gets by on $22,000 a year. Their 
use of alternative financial services usually means that they're spending $1,000 of that $22,000 
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just to access their own money. If we can avoid that, even in some portion, that would be a huge 
advantage.  

DUANE POZZA: Do we have a sense of the current demographic of the user base of these 
products. I mean, the sort of stereotype is it's a bunch of millennials splitting the bill at dinner, or 
whatever. And that certainly is a use case, but what do we know about that the rest of the current 
population of users?  

BRIAN PETERS: I'll go first. So, yes, the perception is that it is millennials, and the research 
actually backs that up. Javelin has some research out there, and they showed that, over a 12 
month period that they did an analysis of, millennials average 11 transactions over one year. But 
interestingly, those age 45 to 54 made four transactions over the same period, and 65 and older 
did three. So while it follows the age line in kind of a typical trend, the important point is that 
people across all age groups are actually using it.  

And if you think about, at least in the strict peer-to-peer context, when you think of some of the 
more popular services, and you see the emojis, it looks like most of it is for going out at night 
and entertainment expenses. But the reality is, behind the scenes, a lot of people have chosen not 
to share what their payments may comprise. And so Javelin also shows that the most popular 
P2P payment purpose is for gifts. It's 39%. Bill payment is 38%, followed by entertainment 
expenses at 29%.  

So you think about family-- it's easy to talk about friends trading money back and forth, but 
family, you think about taking care of your grandchildren, or taking care of your parents. We do 
a lot of exchanging of value within families across borders. And this really represents a great 
opportunity for that. So it's a little bit more interesting than I think you would give just 
millennials credit for.  

JO ANN BAREFOOT: I just wanted to say that most FinTech innovation does aim first at 
millennials. Not all of it, but a lot of it does, because they're the early adopters. If you're a 
startup, and you're trying to find a market, and you've got a certain amount of capital and you're 
going to run out of it, you're not going to start with a group that doesn't use mobile based 
technology very much. But we shouldn't let that fact get us into the thought that somehow these 
things are just a niche product. They're starting there. Most of these companies plan to change 
the whole way the whole system works.  

If I could tell a quick story. I don't want to take up too much time. But on this point, I'm on the 
board of the Center for Financial Services Innovation. And we have a exercise there we call Fin-
X. And they could do it for the FTC, if you're interested. They help people go out into the city 
and try to transact some financial tasks the way you might do if you don't have a good banking 
relationship, as I'm fortunate enough to have.  

So we had a board meeting a few weeks ago, and they sent us out into a Chicago neighborhood 
for 90 minutes to do tasks, like cashing a personal check, cashing a paycheck, buying a prepaid 
card, spending money on the prepaid card, reloading it, sending a money order. I can't remember 
all of it. And we ran all over the town. We had a lot of fails in my group. We were treated pretty 
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well, which some of the groups were not. But there were a lot of things where we went to a 
place, and they just said, we can't do that for you. It was very expensive to do it.  

So it was very eye opening about how hard it is if you don't have a strong financial underpinning 
to function. But the other thing I took away from it is, I'm a Circle customer, and if the system 
worked the way Circle does, I could have stayed at home and done every single one of those 
things in five minutes. The whole thing. You know, that's where we should get to for everyone. 
That it's easy and it's fast and it's cheap.  

PATRICK EAGAN-VAN METER: Matt, do you want to follow up on that, with that great lead?  

MATT VAN BUSKIRK: Yeah, well I wanted to make one quick point, too, that obviously here 
we're focused on what it looks like in the United States. But the peer-to-peer payments 
ecosystems internationally are very different, and are targeting very different types of consumers 
as well.  

Thinking about, beyond the millennial use cases, obviously M-Pesa has made a lot of news in 
Africa for getting financial services into places where they have not existed previously. And 
then, China really has put peer-to-peer payments on the map. They're the leaders in terms of 
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example, you have the most robust consumer protections. You have a chargeback right and some 
other things.  

So that's sort of the big picture. But then again, it's really the devil's in the details. So when you 
dig into some of the consumer disclosures for the different offerings, you find various levels of 
help and assistance for resolving errors, for resolving fraud. We haven't seen any service that 
says you're on the hook for fraud, and I don't want to create that illusion, because that would be 
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Especially because, as we were talking about before, that some of the early adopters may not be 
the most sophisticated of consumers. Though they might be tech savvy, they may not understand 
the limitations of the services that they're using, such as whether buyer and seller protections are 
offered, and whether they're going to be protected from third party scams.  
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But the thing to think about with the Prepaid Rule is that 98% of the intended effort was what 
you see in stores, the plastic prepaid cards, that, in many cases, actually come with some sort of a 
credit component as well. That Rule does capture digital wallets of stored value. We, in many 
ways, were, I think-- and, again, we're still working through it-- already in compliance with 
many aspects of it.  

So the press kind of made this seem like it was something that was going after digital wallets. 
But I would say the vast majority of its intent was old plastic prepaid cards. The main aspects of 
prepaid is adequate disclosure, liability protections, and if you have some sort of a credit 
component to your offering, that that's also disclosed along the lines of the Card Act.  

So you know, we're still working through it to see what it looks like. But there's been a question, 
I think, that's evolved over gaps for some of these new services and digital wallets. The Prepaid 
Card Rule, as we better understand it, will probably end up being the thing that we point to say 
that a digital wallet is certainly under a very explicit regime now that says, these are the rules 
that you have to follow, and there's not really as much of a question of applicability.  

That being said, however, in many ways, our companies have looked at the existing long list of 
financial regulations, and said it all applies to our services, and we roll out our services and 
products in a compliant way. We put out a paper in July. It's 60 pages, and it outlines all of those 
many rules and regulations around payments.  

DUANE POZZA: Did anyone else have anything to add?  

CHRISTINA TETREAULT: I would just say I'm really glad that Brian made the second-to-last 
point, which is that the law, the new rules, do appear to apply to stored value in digital wallets, 
including peer-to-peer applications. Because that was a gap, and that was a concern that we 
certainly had, when value was stored with some of these providers-- you know, the absence of 
full protections under laws concerning rate, that contractual protections, while they're certainly 
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sort of widely varied opinions you may get by individual examiners who are coming in to try to 
interpret those rules.  

As a FinTech startup, the barrier to entry is quite a bit higher than it is in many other tech 
industries, which I don't think is necessarily a bad thing, because you don't want everyone to 
come in and be able to take control of people's financial lives. But it is something to be aware of, 
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But you can only build for the fraud you anticipate, and then you need to be prepared with sort of 
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commercial payment, or a P2P payment saying, green flag. This is a good, valid customer, or 
user of this payment service. I think we're able to do that through dozens of measures.  

But on a mobile device, and through an app, I would just point out that we use multi-factor 
authentication, tokenization. There is device identification, biometrics, advanced encryption. 
And mobile security on a device like this is dynamic. You can update it at the touch of a button 
in a matter of seconds, or minutes. It's not something that you have to mail a new version of in 
the mail as a new card.  

And I think that is just a wholesale revolution in the way we think about authentication and we 
think about security. We see ourselves, in many ways, as security companies. Financial 
institutions come to us for security. Government agencies come to our companies, including the 
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But it does really raise questions about how do we want people's information used, who can get 
it, what's it for. And it's a hard policy challenge.  

MATT VAN BUSKIRK: Just to continue on Brian's point, if you contrast the sort of security 
components of a credit card, as compared to any transaction that occurs on a smartphone, even 
with a chip and pin type structure, there's very few elements that a criminal would need to get 
access to in order to be able to co-opt that whole transaction. If you don't have a chip, then you 
can swipe the card and then print out a copy of it and go to town for some period time until the 
person gets a fraud alert on their card.  

With a smartphone, the wealth of data that you have is incredible. And then there are startups all 
over the place that are security focused. I mean, a company like Venmo, Circle, any FinTech 
company here, can pick and choose whatever they consider to be the best in-class providers, 
including from companies like Google and such, for OAuth and other systems, to be sure that 
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that somebody can make a bill payment on time, we ought to figure out how to do that. And all 
those tools are available now. So if we can just get to a better kind of more consistent real time 
payment system, with the authentication and the right fraud reduction measures in place, that will 
be better for everyone.  

The, I think, broader point, though, that I'd like to make, and I don't know if we're going to get 
into disclosure yet, but most of these features that our companies have been working on, I mean, 
they've taken a lot of effort just from a raw computing power perspect
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the disclosure, is going to be a very interesting topic as we look to that level of both security and 
payments without screens.  

DUANE POZZA: We're down to our last 15 minutes, and I want to drill down to at least two 
more things, and then sort of have an open-ended other things to talk about at the end. The first 
one is privacy, which we've touched on a bit. We talked earlier about how some of these 
platforms have social media components, but more generally there's a lot of financial 
information that's being collected. And my question is, how well do the platforms do at 
disclosing the ways in which this personal financial data might be shared? And are disclosures 
sufficient for consumers to understand who might get their hands on the data about their 
financial history?   

BETH CHUN: So I think that it was very interesting having that Venmo demonstration there. It 
did actually highlight some of the privacy concerns, which is he said send money to this person 
to pay for babysitting. Now, depending on how the app settings are, the fact that he sent money 
to that person and what he sent the money for might be broadcast to the whole public. There are 
different options on some of these payment transfer services that actually allows you to make it 
into a social media component to it.  

And so it's really important that people remember that, and that they fully understand the privacy 
options that are available to them on these services. From before they even download the app, if 
it is an app, then they need to be checking out what permissions that they are giving that app to 
access on their phone. They should read any relevant privacy policies.  

And the apps themselves need to make sure that they are doing a good job disclosing different 
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BRIAN PETERS: If I can respond real quickly? I think, if you look at, at least with two of the 
apps that I work with, Venmo and Google Wallet, the features and the disclosures that Christina 
and Beth are talking about are just either two or three taps away. If you have a concern over a 
transaction, three taps and the phone is ringing to somebody at Venmo. If you want to find out 
more about how to adjust those settings, it's right there, and it comes up-- yes, it's a small screen-
- but in a clear, kind of concise, way that is understandable. What I think the private sector 
companies are always kind of trying to do is find a balance between what makes sense for as 
many users that they have as possible, and also what regulators have as interests in essentially 
ensuring some sort of kind of baseline setting.  

Now, the hard part, when you start talking about that from a policy perspective, is that baseline 
may not be adequate, and it gets outdated very quickly. So we think about disclosures again, and 
we talked about the Prepaid Rule and everything. You know, the concept there is that you get a 
big piece of paper in the mail every month, or once a year. You can do so much more, in terms of 
better disclosure, much more effective nuance, just in time kinds of disclosure, offering consent 
opportunities at every given moment if that's what the consumer wants, all because that's 
possible on this device that it never was capable before.  

And I, unfortunately, would like to see more recognition of those possibilities in some of the 
rules and regulations that are being contemplated. I do want to say that, for the CFPB Prepaid 
Rule, there is some contemplation of that. Cordray, in a speech just a few days ago, pointed out 
that, with respect to disclosure specifically, they want to be creative and they're open to that, 
despite the fact that they're trying to be consistent across a lot of history and historical precedent.  

PATRICK EAGAN-VAN METER: And following up on that, Christina, do consumers know 
who to contact when something goes wrong? What are the methods of contacting the platform?  

CHRISTINA TETREAULT: So this sort of stretches across all the issues that we've talked 
about. It really depends a great deal, as I said earlier. The offerings vary tremendously in terms 
of the amount of help that you're going to get or who you can contact.  

I was using one of the apps that I have and I wanted to make sure that I had the most up to date 
disclosures because they do change quite a bit. And I couldn't find them. And this is a place that 
I've been before and a thing that I use. Then, I emailed, because there's no phone number. I did 
the in-app communication, and I still didn't have a response 12 hours later. So I don't know that I 
have the most up to date information about that particular service. But I find it noteworthy that 
there was no way to talk to another human being about what the issue was.  

So it can really vary whether consumers have access to the information they need. So that's sort 
of the baseline, and then to your more specific question about whether consumers use it. I think 
that's the wild card. A good disclosure will never save a bad product. In these instances, because 
of the variety of cross offerings, that also is very difficult. So although I've made some sort of 
blanket statements about what consumers should do, they may or may not be able to do those 
things, and they may or may not be able to easily or quickly find out what that particular channel 
is using when it comes to, say, privacy settings or protection, security, extra security steps that 
they can take.  
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There's one other piece that merits mention here, is a lot of these agreements have arbitration 
clauses. And anyone who's followed some of the recent banking scandals knows that those very 
particular consumer concerns. And that's another aspect of-- even if you uncover a problem, you 
may or may not be able to have a remedy in court.  

And then the question around whether consumers take these steps also raises a question about 
what liabilities the consumer incurs. And some of the services very explicitly limit their liability 
to consumers for $1, or the cost of the transaction in some instances. And there's others out there. 
But they also have provisions for fining consumers for misuse, which I thought was super 
interesting, because you don't see that a lot.  

And so, again, whether consumers know these things, I don't know. And I think that merits 
further study. It's not just a matter of are the disclosures clear, because, of course, that's certainly 
important, but I think consumer testing to make sure that there is comprehension is really critical. 
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Venmo for dinner. And the phone says, OK. Then she-- I don't know why it's always a female-- 
she says, do you have time to talk? And you say, yes. And she says, if we send Richard $50, you 
won't have enough money to pay the rent at the end of the month. Can Richard wait? And you 
say, no, pay Richard now. And she says, OK, I'm paying Richard. We're going to take your daily 
spend from $50 to $40, and I'll keep you posted on how it's going.  

The technology is there to take the initiative, to not wait for us to go say should I look at my 
privacy settings and what do they mean and who should I call, but to actually warn you and 
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So how do we choose the platforms? We started by gathering our initial list of crowdfunding 
platforms by looking at five different aggregator sites. These aggregator sites compile curated 
lists of crowdfunding platforms. From these, we narrowed our study to those that appeared 
commonly across the aggregators, excluded companies with no US presence, and choose the top 
20 based on their alexa.com home page ranks. Alexa is a service that provides commercial web 
traffic data for most sites.  

We visited each of the 20 platforms, and should note that, of the 20 platforms, three of them 
were active but had no current campaigns. This means that, even though we are able to browse 
through the campaigns, the deadlines had already passed. With our finalized set of 20 
crowdfunding platforms, we began to look at general business models.  

We first started by collecting information from the home page and moved through any subpages 
or archived lin
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While studying these platforms, we noticed that most of these commonly disclosed two types of 
fees somewhere on the home page or on linked pages. And the fees that they disclosed include 
the platform fee, which breaks down into a fixed flat percentage, and a payment processing fee, 
which breaks down into two components-- a flat fixed percentage on a per transaction fee. We 
observed the platform fee discussed on 19 of our 20 platforms, and saw the payment processing 
fees disclosed in all of our platforms.  

We also looked at whether or not platforms limited how long campaign organizers could collect 
funds. On this graph, again, along the bottom, you see the different types of platforms, the 
charitable, the rewards, and the rewards with donations. And the vertical is still the count of 
platforms.  

Campaign length limited whether there was an expiration date after which campaign organizers 
could no longer collect funds is shown in blue. If a platform allowed campaigns to collect funds 
indefinitely, it's shown in red. As you can see, platforms in our study tended to have no 
limitations on how long campaign organizers could collect funds. Green represents platforms 
that allow campaign organizers who met their funding goal within the initial deadline to continue 
raising funds afterwards. Rewards and rewards with the donation option offered this possibility.  

The second half of our study. We take the role of a hypothetical consumer and try to get an 
understanding of what information is available to them through the campaign pages of these 
platforms. For each of the 20 platforms, we selected five campaign pages. So in total, we looked 
at 100 campaign pages. These campaigns were all either directly promoted or indirectly linked 
on the home pages of their respective platforms.  

So what did we find? Depending on the platform, campaign pages will have dedicated fields for 
different pieces of information. For example, on all of the 100 campaign pages, we found these 
four pieces of information. We observed a project title, the campaign organizer's name, an image 
or video associated with the campaign, and the description box. The description box often 
appears as a free form text box, where campaign organizers can include as much or as little 
information as they desire.  

There's additional information that we observed on campaign pages that did not always appear 
on every platform. So what you're looking at in this graph is, across the bottom of it, are pieces 
of information that we found fairly commonly, appearing on 10 or more platforms. And the 
vertical axis is the count of the platforms out of our total 20 studied.  

In this graph, if a piece of information was observed across all five campaign pages in a 
platform, it's shaded in blue. If we observed it on only some of the campaign pages, it's 
represented in red. For example, on 19 of our 20 platforms, current funding was disclosed on 
each of the five campaign pages of every platform. On the last platform, we have sometimes 
observed the current funding on some of the campaign pages, but not all. So it's shown in red. 
The green category represents if platforms allowed campaign organizers to restrict information to 
people who had already given money to the campaign.  
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You can see this in the update section, where one platform allowed campaign organizers to limit 
who can see the updates to active supporters of the project. So people who hadn't yet given 
money were not able to see those updates. In comparison, the comment section of the campaign 
page was always visible to consumers. However, some platforms also limited making new 
comments to active supporters of the project as well.  

A small note. For our purposes, we looked only for the information provided in dedicated fields. 
A campaigner can always include as much or as little information as they want in the free form 
description box, but this is at their own discretion. We only cleared a platform if it provides a 
dedicated field for disclosing a given piece of information.  

So the layout of this graph is the same as the previous slide. However, along the bottom of this 
graph what you're seeing are pieces of information that we observed on 10 or fewer platforms, 
while the vertical axis is the count of platforms. Certain pieces of information, such as the 
organizer's bios and the history of the organizer and the platform, as seen by the number a list of 
projects created and backed, are still fairly common. However, as you move further right in the 
graph, items such as automatic identity verification disclosures become much less common to 
find.  

In addition, some platforms provided a field they called social media verification. But whether it 
meant that the campaign organizer had gone through an additional step of identity verification, or 
whether it simply meant that they have just connected a social media page to the campaign was 
not always explicitly disclosed.  

There were some fields that we observed that were unique to platforms using rewards based 
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was available. We found that 17 of 20 allowed payment through debit and credit card, of which 
most used WePay and Stripe to process the transactions. And of the 17, three also allowed 
payment through check. Six additionally provided an extra option to pay through PayPal as well. 
Three of our 20 platforms used only PayPal to process transactions.  

So as you recall, we were looking for information in other parts of the website, such as the home 
page, about fees. We found that most crowdfunding platforms disclose a general fee structure 
consisting of the platform fee and the payment processing fee. In comparison, we wanted to see 
what fees are actually disclosed during the checkout process, once our hypothetical consumer 
actually decides to make a payment to the campaign organizer.  

We reviewed 18 platforms, as two of the platforms were live. But we observed no campaigns we 
could actually donate money to, so we couldn't complete the checkout process on them. Of the 
18, we observed some sort of fee disclosed on seven, while on 11, we did not observe any fees 
disclosed at all.  

Of the seven that did disclose fees, they broke down into five charitable platforms and two 
rewards based platforms. Of the charitable platforms, we observed that three disclosed the 
platform fees, while two disclosed a 
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One last point, canceling payments. What if the payment hasn't yet been processed? We observed 
four allowing canceling under specific conditions, such as if the deadline had not yet been 
reached, or refunds had not yet dispersed the campaign organizer. As a side note, some platforms 
actively monitor campaigns and make sure that they meet specific standards. What the 
methodology is behind the monitoring process is not always explicitly stated and seems to vary 
across platforms.  

So what can consumers do? Check out the FTC consumer guidance, such as the link below. 
These slides will be posted on the website at a later date. Listen to today's panelists for good 
conversation. And thank you very much for listening today to the presentation.  

[APPLAUSE]  

EVAN ZULLOW: All right, thank you very much, Tina. And as you can all see from the 
prominent slide behind me, we're going to be taking a short break until about 3 o'clock when we 
will convene the second of our panels. Thank you.  




