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UNITED STATES OF AMERICA 
FEDERAL TRADE COMMISSION 

WASHINGTON, D.C. 20580 

Office of the Secretary 
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Comment from Banks, B. 

Re: In the Matter of Marriott International Inc., et al., File No. 192-3022 

Dear B. Banks: 

Thank you for your comment regarding the Federal Trade Commission’s (“FTC”) 
proposed consent agreement in the above-titled proceeding against Marriott International Inc. 
and Starwood Hotels & Resorts LLC (collectively, “Marriott”).  The Commission has placed 
your comment on the public record, pursuant to Rule 4.9(b)(6)(ii) of the Commission’s Rules of 
Practice, 16 C.F.R. § 4.9(b)(6)(ii).  The Commission is committed to protecting consumers from 
deceptive, unfair, and other unlawful practices, and we appreciate your feedback on this matter. 

According to our complaint, Marriott violated the FTC Act by engaging in deceptive and 
unfair practices relating to the data security of the personal information of its consumers. 

 The proposed order, among other things, requires Marriott to establish, implement, and 
maintain a comprehensive information security program.  The program must include specific 
safeguards that address Marriott’s data security shortcomings.  Marriott must undergo initial and 
biennial information security assessments by an independent, third-party professional for 20 
years.  It must also provide a clear and conspicuous method by which U.S. consumers can 
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Commission’s analysis to hear from a variety of sources in its work, and it thanks you again for 
your comment.  




