




b) Is this allocation of responsibility clear? If not, why? 
c) Is this allocation of responsibility effective at protecting the information? Why? 

20. How is responsibility for responding to a breach of data stored in the cloud or other security 
incident allocated between cloud vendors and customers (e.g., allocated by standardized vendor-
provided contract or by custom contract)?   

a) How is this allocation conveyed in specific contractual provisions?  
b) Is this allocation of responsibility clear? If not, why? 
c) Is this allocation of responsibility effective at facilitating prompt and legally-compliant 

data breach response? Why? 

Instructions for submitting:  

1. Go to the docket on regulations.gov 
2. �&�O�L�F�N���³�%�U�R�Z�V�H���'�R�F�X�P�H�Q�W�V���´ 
3. Underneath the document containing the RFI questions, click comment (the blue button) 

 
4. Fill out the form which requires:  

a. The comment text itself  
b. The comment category  
c. You can submit as: an individual, an organization, or anonymous. 
d. Optional: Attachments to aid your response. You can attach up to 20 files, but each file 

cannot exceed 10MB. Valid file types include: bmp, docx, gif, jpg, jpeg, pdf, png, pptx, 
rtf, sgml, tif, tiff, txt, wpd, xlsx, xml. 

5. Comments must be received no later than June 21, 2023 by 11:59pm ET. Note: This deadline has 
been extended an additional 30 days. 

 

https://www.regulations.gov/docket/FTC-2023-0028

