


 

I want to highlight a few areas of focus for our technologists.  
 
�)�L�U�V�W�����Z�H���V�W�U�H�Q�J�W�K�H�Q���D�Q�G���V�X�S�S�R�U�W���W�K�H���)�7�&�¶�V���H�Q�I�R�U�F�H�P�H�Q�W���H�I�I�R�U�W�V���Z�L�W�K���W�K�H���%�X�U�H�D�X���Vtaff. On 
remedies, we are surgically improving our orders to push companies not just to the do the 
�P�L�Q�L�P�X�P���W�R���U�H�P�H�G�L�D�W�H���D�U�H�D�V���O�L�N�H���³�X�Q�U�H�D�V�R�Q�D�E�O�H���G�D�W�D���V�H�F�X�U�L�W�\���´���E�X�W���W�R���P�R�G�H�O���E�H�V�W���S�U�D�F�W�L�F�H�V���Z�H��
want to see from industry. We want to see bad actors face real consequences. To do so, we are 
holding corporate leadership accountable, as we did in our Drizly and SpyFone cases, and 
requiring companies to delete the models and algorithms it developed by using the data, photos 
and videos uploaded by its users, as we did in our Everalbum case. We want to address systemic 
risks and not play whack-a-mole, like requiring companies to delete personal information they 
illegally collected and destroying any algorithms derived from the data, like in our case against 
Kurbo (formerly known as Weight Watchers). On security, our recent orders in Drizly and 
Chegg have required the companies to adopt a form of multi-factor authentication which is 
resistant to phishing attacks, in order to comprehensively address authentication risks.  
 
Second, we serve as an expert resource to advise and engage with staff and leadership. On AI 
and complex technical systems, our team is helping demystify hype terms and make sure they 
�G�R�Q�¶�W���E�H�F�R�P�H���R�E�V�W�D�F�O�H�V���W�R���L�Q�Y�H�V�W�L�J�D�W�L�R�Q�V, like identifying when hiring software that advertises 
emotion recognition is pseudoscience. We want to help our attorneys be able to interrogate 
systems and get to the root cause of harm.  
 
Third, we promote best practices of tech policies through outreach and engagement. This may be 
done through research and horizon scanning �± where we aim to establish durable agency muscle 
memory to stay on top of developments, so that the FTC can nimbly identify and respond to 
current and next generation tech threats. For example, with augmented and virtual reality, the 
market has grown significantly in the last half decade to include education, healthcare, and 
fitness. As technologists, we ask what, if any, are the novel features that may raise new 
challenges, like more types of geospatial and biometrics data that can be collected and from 
which inferences can be made, or more types of content moderation and immersive or invasive 
advertising experiences. 
 
Looking ahead, the FTC has and will continue to be measured by the results we can deliver to 
fulfill our mission and obligation to protect the public from unlawful business practices and from 
unfair methods of competition. We look forward to a future for technologists to be an 
institutional resource in the agency to continue this work. 

 
Thank you to team CTO, and to my FTC colleagues. With that, 


